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1. Scope

The goal of this document is to provide guidelines to designers for the implementation of the Presence SIMPLE enabler [PRS ERELD]. The intention is not to replace or extend the Presence SIMPLE specifications but rather to describe good practices or valuable design choices in order to help interoperability and migration between devices. 
This document does not contain any new requirements in addition to [PRS ERELD].
The guidelines consist of a number of recommendations how to solve design issues in certain situations or real life examples for particular Presence SIMPLE features. 
2. References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_6, URL:http://www.openmobilealliance.org/

	[PRS AC]
	“Presence Application characteristics”, Version 1.1, Open Mobile Alliance™,
OMA-SUP-AC_ap0002_presence-V1_1, URL:http://www.openmobilealliance.org/

	[PRS ERELD]
	“Enabler Release Definition for OMA Presence SIMPLE”, Version 1.1, Open Mobile Alliance(, OMA-ERELD-Presence_SIMPLE-V1_1, URL:http://www.openmobilealliance.org/

	[PRS MO]
	“OMA Management Object for SIMPLE Presence”, Version 1.1, Open Mobile Alliance™,
OMA-TS-Presence_SIMPLE_MO-V1_1, URL:http://www.openmobilealliance.org/

	[PRS RLS XDM]
	“Resource List Server (RLS) XDM Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_RLS_XDM-V1_1, URL:http://www.openmobilealliance.org/

	[PRS SPEC]
	“Presence SIMPLE Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE-V1_1, URL:http://www.openmobilealliance.org/

	[RFC4479]
	”A Data Model for Presence “, J. Rosenberg, Jul. 2006,  URL: http://www.ietf.org/rfc/rfc4479.txt

	[RFC4660]
	“Functional Description of Event Notification Filtering”, H.Khartabil et al, Sep 2006
(http://www.ietf.org/rfc/rfc4660.txt)

	[RFC4661]
	“An Extensible Markup Language (XML) Based Format for Event Notification Filtering”, H.Khartabil et al, Sep 2006, (http://www.ietf.org/rfc/rfc4661.txt)

	[XDM IG]
	“Implementation Guidelines for OMA XDM”, Open Mobile Alliance(, OMA-WP-XDM_Implementation_Guidelines, URL:http://www.openmobilealliance.org/

	[PRS DATA SPEC]
	“Presence SIMPLE Data Specification”, Version 1.0, Open Mobile Alliance(, OMA-DDS-Presence_Data_Ext-V1_0, URL:http://www.openmobilealliance.org/

	[XDM Core]
	“XML Document Management (XDM) Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-XDM_Core-V1_1, URL:http://www.openmobilealliance.org/

	[RFC3903]
	”An Event State Publication Extension to the Session Initiation Protocol (SIP) “, A. Niemi, Oct. 2004,  (http://www.ietf.org/rfc/rfc3903.txt)

	[PRS XDM]
	“Presence XDM Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_XDM-V1_1, URL:http://www.openmobilealliance.org/

	[XDM SHARED]
	“Shared XDM Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-XDM_Shared-V1_1, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

This is an informative document not intended to provide testable requirements for implementations.

Usually a phrase like “An implementation is expected …” is used to express the guidelines.


3.2 Definitions

	Presence Information
	Use definition from [PRS SPEC]

	Presence Source
	Use definition from [PRS SPEC]

	
	



3.3
Abbreviations

	
	

	
	

	OMA
	Open Mobile Alliance

	XDM
	XML Document Management

	
	

	
	


4. Introduction

Designers implementing products based on [PRS ERELD] are facing a number of issues and design decisions. This document aims to assist and give implementation guidance by providing examples to Presence SIMPLE features compliant with the specifications and pointing at good design practices.
5. Presence
5.1 Presence Information Elements

An implementation of a Watcher is expected to at least support the following length/size for the values of different specific Presence Information Elements:

· 100 kilobytes for the size of an icon expressed as <status-icon> element
· 100 characters for the value of a <note> element

· 20 characters for the value of a <class> element

· 100 characters for the value of the <description> child element under a <service-description> element

· 20 characters for the value of the <other> child element under a <activities>, <place-type> or <mood> element
So, an implementation of a Presence Source is expected to follow the lenght/size while publishing.

5.2 Service URI

A client can propose the “uri” attribute value of a <service> element in a Presence List document [PRS RLS XDM]. The value can be based on the provisioned parameter SERVICE-URI-TEMPLATE as defined in [PRS AC] [PRS MO]. The parameter provides unique syntax. However, a client can be locally configured with the syntax. Moreover, there are multiple examples of a URI template [XDM Core]. In order to ensure interoperability between an XDMC and XDMS, implementations of XDMC and XDMS are expected to use the following specific syntax for the value of the “uri” attribute of a <service> element in a Presence List document: 
<xui>;presence-list=<id>, where <xui> and <id> are defined in the [XDM_Core] specification. 

An example of the generated “uri” attribute value based on this syntax:

sip:joe@example.com;presence-list=abc123 (in case the XUI is a Public SIP URI)
5.3 TEL URI
FFS.
Editor’s note: The possible scope of the study is to find what is missing to make TEL URI work end-to-end.
5.4 Publication 
Due to reasons that include performance, possible conflicts in composition, limitations of the User Interface, a Presence Source is not expected to publish Presence Information other than what is defined in the [PRES SPEC] and extended with in [PRS DATA SPEC].

A Presence Source is expected to store the value of the “SIP-ETag” header field in permanent memory for the lifetime of the publication as defined in [RFC3903]. This can help to avoid unnecessary multiple event states for the Presentity.For example, when the device, hosting the Presence Source, is turned off without cancelling active publication event state in PS, the Presence Source is still able to manipulate the previous publication event state after the device is turned on again, without the need of creating a new publication event state in PS and waiting for the previous publication event state to expire.

Though the referenced specifications allow multiple <note> elements to be included in various XML elements within a presence document (e.g. <place-type>, <mood>, <tuple>, <device>), a Watcher  is expected to render at least the <note> element within the <person> data component.  
It is expected that a Presence Source uses only one <note> element, which is the child element of only <presence> element. Therefore it is also expected that a Presence Source does not use “xml:lang” attribute [RFC4479] while publishing a <note> element.

5.5 Watcherinfo Subscription

FFS.

Editor’s note: One possible scope to outline the need of sending notification due to Presence fetch operation (SUBSCRIBE with expires of 0). The other possible scope is to shoe example of filter to avoid unnecessary notification for any transient state.
5.6 Performance Optimization

5.6.1 Filtering Presence Information for Performance Optimization

As filtering Presence Information Element can optimize the performance in terms of traffic, a Watcher, interested only about specific Present Information Elements, is expected to use it whenever possible. A Watcher can control the Presence Information received in a SIP NOTIFY by including a filtering request (in terms of an XML document [RFC4660] [RFC4661]) as payload in the corresponding SUBSCRIBE request [PRS SPEC]. The filtering request can be complex, as the specifications allow controlling both in terms of content and trigger of a notification. Moreover, it is difficult to predict a filtering request, due to both the possibility of having quite many Presence Information Elements, and the degree of flexibility provided in creating a filtering request  So, a few examples of filtering requests are provided below based on common use cases. The examples cover only the case of controlling the content of notification..

In the first example, a Watcher wants to be notified only with the important Presence Information about a specific service (in this case "org.openmobilealliance:PoC-session").

<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">


<ns-bindings>




<ns-binding prefix="pidf" urn="urn:ietf:params:xml:ns:pidf"/>




<ns-binding prefix="op" urn="urn:oma:xml:prs:pidf:oma-pres"/>


</ns-bindings>


<filter id="PoC-session" uri="sip:presentity@example.com">



<what>





<include type="xpath">






/pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-session"]/pidf:status/pidf:basic





</include>





<include type="xpath">






/pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-session"]/op:willingness/op:basic





</include>





<include type="xpath">






/pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-session"]/pidf:service-description/






pidf:service-id





</include>





<include type="xpath">






/pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-session"]/pidf:service-description/






pidf:version





</include>





<include type="xpath">






/pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-session"]/pidf:contact





</include>





<include type="xpath"> 






/pidf:presence/pidf:tuple[op:service-description/op:service-id=






"org.openmobilealliance:PoC-session"]/pidf:timestamp





</include>




</what>



</filter>

</filter-set>
In the second example, a Watcher wants to be notified only with the important Presence Information Element under <person> data component. 

<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">


<ns-bindings>




<ns-binding prefix="pidf" urn="urn:ietf:params:xml:ns:pidf"/>




<ns-binding prefix="pdm" urn="urn:ietf:params:xml:ns:pidf:data-model"/>




<ns-binding prefix="rpid" urn="urn:ietf:params:xml:ns:pidf:rpid"/>


</ns-bindings>


<filter id="person" uri="sip:presentity@example.com">



<what>





<include type="xpath"> /pidf:presence/pdm:person/rpid:activities
</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:place-type
</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:mood 


</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:status-icon
</include>





<include type="xpath"> /pidf:presence/pdm:person/pdm:note


</include>





<include type="xpath"> /pidf:presence/pdm:person/pdm:timestamp

</include>




</what>



</filter>

</filter-set>
In the third example, a Watcher includes all the Presence Information Elements that it supports, so that the unsupported elements are not provided.

<?xml version="1.0" encoding="UTF-8"?>

<filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">


<ns-bindings>




<ns-binding prefix="pidf" urn="urn:ietf:params:xml:ns:pidf"/>




<ns-binding prefix="pdm" urn="urn:ietf:params:xml:ns:pidf:data-model"/>




<ns-binding prefix="rpid" urn="urn:ietf:params:xml:ns:pidf:rpid"/>




<ns-binding prefix="op" urn="urn:oma:xml:prs:pidf:oma-pres"/>


</ns-bindings>


<filter id="allSupportedElements" uri="sip:presentity@example.com">




<what>





<include type="xpath"> /pidf:presence/pdm:person/op:overriding-willingness
</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:activities


</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:place-type


</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:time-offset


</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:mood




</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:status-icon


</include>





<include type="xpath"> /pidf:presence/pdm:person/rpid:class




</include>





<include type="xpath"> /pidf:presence/pdm:person/pdm:note




</include>





<include type="xpath"> /pidf:presence/pdm:person/pdm:timestamp



</include>





<include type="xpath"> /pidf:presence/pidf:tuple/pidf:status/pidf:basic

</include>





<include type="xpath"> /pidf:presence/pidf:tuple/op:registration-state

</include>





<include type="xpath"> /pidf:presence/pidf:tuple/op:barring-state


</include>





<include type="xpath"> /pidf:presence/pidf:tuple/op:willingness/op:basic
</include>





<include type="xpath"> /pidf:presence/pidf:tuple/rpid:status-icon


</include>





<include type="xpath"> 







/pidf:presence/pidf:tuple/op:session-participation/op:basic






</include>





<include type="xpath"> 







/pidf:presence/pidf:tuple/op:service-description/op:service-id






</include>





<include type="xpath"> 







/pidf:presence/pidf:tuple/op:service-description/op:version






</include>





<include type="xpath"> /pidf:presence/pidf:tuple/rpid:class




</include>





<include type="xpath"> /pidf:presence/pidf:tuple/pdm:deviceID



</include>





<include type="xpath"> /pidf:presence/pidf:tuple/pidf:contact



</include>





<include type="xpath"> /pidf:presence/pidf:tuple/pidf:timestamp



</include>





<include type="xpath"> /pidf:presence/pdm:device/op:network-availability
</include>





<include type="xpath"> /pidf:presence/pdm:device/ pdm:deviceID



</include>





<include type="xpath"> /pidf:presence/pdm:device/pdm: timestamp



</include>




</what>



</filter>

</filter-set>
NOTE: In all the examples above, other elements of interest or supported elements can be included in an implementation of Watcher. Moreover, any element can also be excluded, based on implementation.
5.7 Encodings

The guidelines about encodings defined in section 5.3 “Encodings” of [XDM IG] are also applicable for OMA SIMPLE Presence.

5.8 Document Fragments

FFS.

Editor’s note: A possible scope is to mention the rules about having element namespace and default namespace in a document fragment, e.g. document in a partial notification.
5.9 Provisioning

The provisioning parameter SERVICE-URI-TEMPLATE [PRS AC] [PRS MO] is expected to follow the syntax defined in section 5.1 “Service URI”.
The value of any character-formatted provisioning parameters, defined in [PRS MO] and [PRS AC], is expected not to exceed 100 characters.
5.10 Authorization Rules

5.10.1 Authorization Rules Templates

The Presence Authorization Rules document [PRS XDM] offers a lot of flexibility for client implementation. 
This section defines a number of template rules with predefined values of “id” attribute based on typical use cases. A client implementation is expected to follow these templates defined in the table below. With this approach other client implementations are easily able to recognize a certain type of rule. 

Client implementations with the need to specify other types of rules are expected to use other “id” attributes than the ones below.

	The value of the “id” attribute of a <rule> element 
	The corresponding <sub-handling> child element
	The corresponding <transformations> child elements
	The corresponding <conditions> child element

	wp_prs_blockedcontacts
	Either “block” or “polite-block” is used as the value of the element. Either a client or a user selects the type of blocking.
	Not applicable
	<external-list> element is used to link to the URI List with “name” attribute value “oma_blockedcontacts” in Shared XDMS

	wp_prs_unlisted
	“confirm”, “block”, or “polite-block” is used as the value of the element 
	Not applicable
	<other-identities> element is used in this rule. 
This rule is expected to be used for the identities not covered by any other rule.


	wp_prs_unlisted_allow
	“allow” is used as the value of the element
	All presence information is allowed. i.e. provide all Services, Persons, Devices and Attributes
	<other-identities> element is used in this rule. This rule is expected to be used for the identities not covered by any other rule.

	wp_prs_grantedcontacts
	“allow” is used as the value of the element
	Provide all Services, Persons, Devices and Attributes
	<external-list> element is used to link to the URI List with “name” attribute value “oma_grantedcontacts” in Shared XDMS.

	wp_prs_anonymous

	“polite-block”, “block”, “confirm” or “allow” is allowed to be used as content of the element, depending on implementation or user selection.
	Applicable only when <sub-handling> element has value “allow”. All presence information to be allowed. i.e. Provide all Services, Persons, Devices and Attributes
	<anonymous_requests> element  is used in this rule.

	wp_prs_allow_own
	“allow" is used as the value of the element
	Provide all Services, Persons, Devices and Attributes
	<identity> child element is used to include user’s own URI. This rule allows a user to have her own Presence Information in situations when the user has multiple devices or uses e.g. web-based publication mechanism.

	wp_prs_allow_one_<id>


<id> is a value set by the client that makes the rule unique within the document.

This template is to be used by a client implementer that has a need to specify transformations for a certain user and wants to make sure that the rule is only for  a user specified by the only <one> element in conditions.
	Allow
	All types of transformations are possible.
	<identity> is the only child element used. This element contains only one <one> child element containing a SIP or a TEL URI.

	wp_prs_allow_onelist_<id>


<id> is a value set by the client that makes the rule unique with the document.

This template is to be used by a client implementer that has a need to specify transformations for a list of users and wants to make sure that the rule is only for a single list of users specified by the only <entry> element in conditions.
	Allow
	All types of transformations are possible.
	<external-list> is the only child element used. This element contains only one <entry> child element containing a reference to an URI list in Shared XDMS.


5.10.2 Examples of a Presence Rule Document with Template Rules. 

The example contains a Presence Authorization Rules document with all the rules above. Red italic text is used to indicate the values a client implementation can choose according to the above table. The example has been created using namespace prefixes for easy reading.

<?xml version="1.0" encoding="UTF-8"?>

<cr:ruleset

   xmlns:op="urn:oma:xml:prs:pres-rules"
   xmlns:ocp="urn:oma:xml:xdm:common-policy"
   xmlns:pr="urn:ietf:params:xml:ns:pres-rules"

   xmlns:cr="urn:ietf:params:xml:ns:common-policy">

<!-- This rule is expected to always exist-->

  <cr:rule id="wp_prs_blockedcontacts">

    <cr:conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:a@example.org/index/~~/resource-lists/list%5b@name=%22oma_blockedcontacts%22%5d"/>

       </ocp:external-list>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>block</pr:sub-handling>

    </cr:actions>

 </cr:rule>
<!-- This rule is expected to exist if a watcher not listed in any other rule is to be blocked, polite blocked, or confirmed --> 

 <cr:rule id="wp_prs_unlisted">

    <cr:conditions>

      <ocp:other-identity/>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>confirm</pr:sub-handling>

    </cr:actions>

  </cr:rule>   
<!-- This rule is expected to exist if a watcher not listed in any other rule is to be allowed --> 

 <cr:rule id="wp_prs_unlisted_allow">

    <cr:conditions>

      <ocp:other-identity/>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-services>

        <pr:all-services/>

      </pr:provide-services>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-devices>

        <pr:all-devices/>

      </pr:provide-devices>

      <pr:provide-all-attributes/>      

    </cr:transformations>
 </cr:rule>   
<!-- This rule is expected to exist if a list of watchers are granted access to all Presence Information -->

 <cr:rule id="wp_prs_grantedcontacts">

    <cr:conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:a@example.org/index/~~/resource-lists/list%5b@name=%22oma_grantedcontacts%22%5d"/>

       </ocp:external-list>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-services>

        <pr:provide-all-services/>

      </pr:provide-services>

      <pr:provide-persons>

        <pr:provide-all-persons/>

      </pr:provide-persons>

      <pr:provide-devices>

        <pr:provide-all-devices/>

      </pr:provide-devices>
      <pr:provide-all-attributes/>      
    </cr:transformations>

  </cr:rule>

<!-- This rule is expected to exist if an anonymous watcher requires different treatment than a watcher not listed in any other rule -->

  <cr:rule id="wp_prs_anonymous">

    <cr:conditions>

      <ocp:anonymous-requests/>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>block</pr:sub-handling>

    </cr:actions>

  </cr:rule>

<!-- This rule is expected to exist if a user wants to track her own Presence Information -->

  <cr:rule id="wp_prs_allow_own">

    <cr:conditions>

      <cr:identity>

        <cr:one id="sip:min@example.com"/>

      </cr:identity>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-services>

        <pr:all-services/>

      </pr:provide-services>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-devices>

        <pr:all-devices/>

      </pr:provide-devices>

      <pr:provide-all-attributes/>      

    </cr:transformations>
  </cr:rule>
</cr:ruleset>

<!-- This type rule is expected to exist when a single user is granted access to a certin set of presence information -->

<cr:rule id="wp_prs_allow_one_1">

    <cr:conditions>

      <cr:identity>

        <cr:one id="sip:bob@example.com"/>

      </cr:identity>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>
    <cr:transformations>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-activities>true</pr:provide-activities>

    </cr:transformations>
  </cr:rule>

<!--This type rule is expected to exist when users on a single list in Shared XDMS is granted access to a certin set of presence information -->

<cr:rule id="wp_prs_allow_onelist_1">

    <cr:conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:a@example.org/index/~~/resource-lists/list%5b@name=%22list-e%22%5d"/>

       </ocp:external-list>
    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>
    <cr:transformations>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-status-icon>true</pr:provide-status-icon>

    </cr:transformations>
  </cr:rule>
</cr:ruleset>
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