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1. Use Cases
(Informative)

1.1 Use Case Person-to-person communication, Auto Login


Affected Areas


Device
Connectivity
Enabling Services
Applications
Content

Tickmarks (X)
X

X



Additional Keywords
IM client

IM server



Table 1: Affected Areas for Person-to-person communication, Auto Login

1.1.1  ASK  \* MERGEFORMAT Short Description

The user logs in to the Instant Messaging service. Authentication takes place via MSISDN. 

1.1.2 Actors

· User

· Instant Messaging Service Provider

1.1.2.1 Actor Specific Issues

1.1.2.2 Actor Specific Benefits

· User: automatically logs in the Instant Messaging service and is able to communicate.

· Instant Messaging Service Provider: 

1.1.3 Pre-conditions

· User: It is assumed that the user has a valid MSISDN and has registered to use the IM service.

· User device: It is assumed that the Auto-Login setting on the device is switched on.

1.1.4 Post-conditions

1.1.5 Normal Flow

The workflow is comprised of the following steps:

1. The user turns on his IM device

2. The device makes a login request to the server, such that MSISDN authentication is used (the username and password are passed as stored on the device, but only used for alternative workflows 1.1.6).

3. The server authenticates via the MSISDN

4. The system checks if the MSISDN belongs to a registered user of the service. For this use case we are assuming that the user is registered

5. The server sends a login response, allowing the device to login

6. The server updates the user’s presence attributes to be “online”

1.1.6 Alternative Flow

1.1.6.1 Auto-Login Setting turned off:

In the case that the user has the auto-login setting turned off, he must first navigate to the IM login command on his IM device. The user selects login, and the phone consequently performs a silent login (username and password are not shown).

1.1.6.2 MSISDN not available:

If the MSISDN is not available for authentication then the fallback solution is to use the username and password as passed by the Login Request for authentication. This presupposes that the username and password have been updated on the handset.

1.1.7 Operational and Quality of Experience Requirements

The response time between login request and login response should not exceed 10 seconds.

2. Requirements
(Normative)

2.1 High-Level Functional Requirements

<Ref: Use Case Title> 


Person-to-person communication, AutoLogin
It MUST be possible to include a registration functionality which makes it possible to pass user ID and password from the IM server to the (device) client and to make an automated update of ID and password possible.

Person-to-person communication, AutoLogin
The time taken for the user to automatically register to an IM service SHOULD not exceed 20 seconds. An necessary update to the phone should happen within the following 60 seconds.

Person-to-person communication, AutoLogin
An necessary update (for example user-id and password) to the phone SHOULD happen within the following 60 seconds.

Person-to-person communication, AutoLogin
Previous logins via an IM client MUST be able to be recorded by the IM server.

Table 2: High-Level Functional Requirements










( 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ReqDoc-20040205]

( 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ReqDoc-20040205]

