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1. Use Cases
(Informative)

1.1 Use Case Public Chat


Affected Areas


Device
Connectivity
Enabling Services
Applications
Content

Tickmarks (X)
X

X



Additional Keywords
IM client

IM server



Table 1: Affected Areas for Public Chat

1.1.1  ASK  \* MERGEFORMAT Short Description

The user navigates to and opens a Public Chat. Within this setup he can chat with other users. Each user is identified by a Screen Name, so that the participants don’t know each other’s real identity. 

Actors

· User A

· Other Public Users

· Instant Messaging Service Provider

1.1.1.1 Actor Specific Issues

1.1.1.2 Actor Specific Benefits

· User A and other Public Users: can communicate anonimously with other public users

1.1.2 Pre-conditions

· User A: Anonomity MUST be ensured.

· Other Public Users: Anonimity MUST be ensured.

1.1.3 Post-conditions

-

1.1.4 Normal Flow

The workflow is comprised of the following steps:

· User A navigates to and opens a Public Chat on his IMPS device.

· The user’s alias (assumed to be entered in profile) is used as a default Screen Name.

· The client sends a request to join the Chat Room

· The server acknowledges User A’s entry into the Chat Room (we assume that the Screen Name is not taken by another user).

· He sees contributions from other users, and contributes his own thoughts/opinions.

· All messages are shown to all users.

1.1.5 Alternative Flows 

1.1.5.1 User’s Alias not available

· If the user has not yet filled his profile, then he will have to enter a Screen Name in step 2 in the Normal Flow.

1.1.5.2 User’s Screen Name is already taken by another User

·  If the default Screen Name is already in use within this Chat Room, the server returns a list of suggestions to use instead.

· User A chooses a Screen Name from this list, or alternatively opts to enter a new screen name.

1.1.6 Operational and Quality of Experience Requirements

Public Chat has acquired a dubious reputation in the public mind. Many users are concerned about abuse of personal information for spam marketing, fraud or sexual predation. It SHOULD be ensured that:

· Identity information is not displayed in the public domain

· Underage users are protected from rogue users.

· It MUST be possible to remove rogue users.

A Public Chat MAY not be converted to a Private Conversation.

It MUST be possible to switch off the Public Chat functionality on the server, should the service provider feel that user’s privacy and/or safety is compromised.

2. Requirements
(Normative)

2.1 High-Level Functional Requirements

<Ref: Use Case Title> 


Public Chat
Public Chat User’s anonomity MUST be ensured.

Public Chat
It MUST be possible to have a public chat using Instant Messaging.

Public Chat
All messages sent MUST be shown to all Users.

Public Chat
The user MUST be able to choose a screenname.

Public Chat
Identity information MUST NOT be displayed in the public domain



Public Chat
It  must be possible to protect underage users from rogue users.


Public Chat
It MUST be possible to remove rogue users.



Public Chat
It MUST be possible to prohibit conversion from public to private conversation.


Public Chat
It MUST be possible to switch off the Public Chat functionality by the Service Provider, should the service provider feel that user’s privacy and/or safety is compromised.



Public Chat
It MUST be possible to identify anonymous users if they want to have a private conversation.

Table 2: High-Level Functional Requirements










( 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ReqDoc-20040205]

( 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ReqDoc-20040205]

