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1 Reason for Contribution

There currently does not exist a firm definition for Policy Management in the EPEM RD. This contribution proposes a definition to be included in the EPEM RD and additional requirements related to the management of policies.

2 Summary of Contribution

There are two commonly used and related concepts associated with Policy Management that are sometimes confused:

1. Policy Management considered as a management paradigm that uses policies to manage resources, processes and underlying systems. A policy-enabled service (or application) is one whose functional behavior is determined wholly or partially by policies

In EPEM, policy management of a resource, process or system related to mobile services should provide service providers and application developers a standardised way to configure services or applications to end-users. This for example, includes the management of resources/functionality related to:

· Security, authorization and other access criteria

· Discovery of interfaces

· Performance criteria

· OAM&P criteria,

· etc.,

2. Management of Policies considered as an activity that employs basic capabilities to describe, create, update, delete and view policies. These capabilities may be defined using a meta-model or representation scheme. 

Activities related to 1 & 2 are distinct. While 1 is covered implicitly by the application of EPEM in an OMA environment, the latter, i.e., 2, is absolutely needed if we are to develop EPEM specifications.

3 Detailed Proposal

3.1 First Change:

1.Scope

This document provides use cases and requirements for policy enforcement and management within OMA. 

EPEM applies policies to manage requests/response to/from resources in mobile service environments.  
The requirements in this document are intended to facilitate the development of a set of specifications for defining, exposing, managing, evaluating and enforcing policies in a way that is scalable and flexible yet independent of any specific implementation scheme. Note that this RD is not intended to specify particular policies. It is assumed that standardised syntax/expression languages will be used to express policies
The following definition of Policy Management is to be added to section 3.2 of the EPEM RD:

	Policy Management
	Policy Management refers to any management paradigm that uses policies to manage resources, processes and underlying systems


3.2 Second Change: 

6.1.3 Administration and configuration

Remove the following requirements from 6.1.3:

4. 
5. 
6. 
7. 
8. 
Add the following requirement to 6.1.3:

4. The EPEM enabler MUST provide mechanisms for the owner of a resource to manage policies related to a resource.  The following list SHALL be the least set of requirements on activities related to the management of policies:

· To describe policies

· To simulate polices

· To create policies
· To update policies, (e.g. if the application/service provider adds new functionality that may impact policies)
· To view policies
· To de-bug policies
· To modify policies (i.e. change some parameters, for instance rules related to privacy policies) 
· To delete policies
3.3 Third Change: Add the following requirement to
6.1.4
Usability
The EPEM enabler SHOULD be compatible with mechanisms that allow policies to be managed using simple, easy-to-use high level commands, e.g. a meta-model or representation scheme.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree the above changes to be included in the EPEM RD.
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