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1 Reason for Contribution

The Mobile e-mail WID as been submitted and approved by TP as OMA-WID_0090-Mobile_Email-1_0-20040518-A. This contribution provides an initial set of use cases to kick start the RD activity and populate a first draft of the mobile e-mail RD.
It was originally submitted as document OMA-MWG-2004-0074-Mobile_email_usecases (to MWG) and refered to MWG and REQ as part of respectively OMA-MWG-2004-0078-Introduction_mobilemail_WID and OMA-REQ-2004-0595-Introduction_mobilemail_WID.

Revision R01 reflects what was discussed and suggested at the conference call of July 29, 2004, some editorial updates (bullet numbers) and suggestions from Adrian.
Revision R03 reflects the action items and agreements in Hawaii.
2 Summary of Contribution

This contribution presents several use cases on mobile e–mail for inclusion (and initiation) of a first version of the mobile RD.
3 Detailed Proposal

The following proposes text for the mobile e-mail RD (section 5).
5. Use Cases
(Informative)

5.1 Use Case P2P / CORP, Receiving an E-mail on the go
	
	Affected Areas

	
	Device
	Connectivity
	Enabling Services
	Applications
	Content

	Tickmarks (X)
	x
	x
	x
	x
	

	Additional Keywords
	
	
	
	
	


Table 1: Affected Areas for 5.1
5.1.1  ASK  \* MERGEFORMAT Short Description

An e-mail arrives at the e-mail server of a mobile worker. The client on the terminal is made aware of the new email without excessive delay (based on preferences) and in a secure manner. We denote this as an event. Based on the preferences of the user, the event is made available to the user or the client that securely accesses the new e-mail or portions of it as needed (e.g., header, few first kBytes, whole body without attachment or whole e-mail). The mobile user experience of delay appears negligible (quasi-instantaneous) and they are at least comparable to desktop email. Events may include sending portion or all of the e-mail; in which cases, no separate access step takes place. In addition, the client may receive the event (a la notification) or fetch it.  The use case is general enough not to pre-suppose a technology solution.
5.1.2 Actors

· The user user of mobile e-mail (e.g. employee)
· The owner of the e-mail server (e.g. enterprise)

1.1.2.1 Actor Specific Issues

· The user of mobile e-mail:

· To receive new email (as desired as notification or full e-mail) as soon as possible and in ways that appear quasi-instantaneous (i.e. as soon as possible after the e-mail server receives the e-mail).  

· To have his client react on the event as set by preferences and based on the type of event
· To be able to set preferences so that:

· E-mail are automatically accessed and stored (in totality)
· Portions of the e-mail are accessed, e.g:
· Information about the email (e.g. header, subject, sender, date, …)

· A certain size

· Everything but attachments

· User may manually ask to access more of the e-mail (as above in whole or in parts) if it has not already been totally stored in the client
· E-mail can be accessed when online or offline, e.g.:

· Browsing WAP / browsing

· Secure MMS /SMS actionable exchanges

· On the device when out of radio coverage

· Voice
· The owner of the e-mail server:

· To allow users to set preferences on what to do when a new email is received 

· To generate an event to inform the user / user client of the new e-mail according to user preferences
· To deliver email to the user according to the user preferences

· To deliver the email in a manner is end-to-end secure 

· To allow the client / user to react accordingly to access and possibly download the e-mail as specified by the user preferences (and possible server settings).

1.1.2.2 Actor Specific Benefits

· The user of mobile e-mail:

· Immediate notification or delivery of new e-mail according to preferences
· Can immediately act on the e-mail

· The owner of the e-mail server:
· Enterprise: 

· Increase in responsiveness of employees

· Increase in productivity

· Service provider:

· Can provide secure “push e-mail” experience and service to its customers
5.1.3 Pre-conditions

· The user of mobile e-mail:

· Has an account with e-mail providers

· Has a device with a client able to receive / access new e-mail events

· Support settings / preferences from the users or has hard coded ways to:

· Receive or access events

· Access and possibly download e-mail

· Client is appropriately configured

· Account is appropriately configured

· The owner of the e-mail server (E.g. enterprise)

· User has account
· User preferences that affect the server are known

· Knows how to provide access to events, e.g.:

· what device

· device address 

· etc…

5.1.4 Post-conditions

· User is aware of the new e-mail (to the extent set by his or her preferences) and has or can access it.

5.1.5 Normal Flow
2. E-mail arrives in e-mail server (goes in inbox)
3. E-mail server generates an e-mail event
· This (and next step) may be based on user preferences / settings that influence how the event is generated

4. E-mail event is made available to the e-mail client:

· Via notification

· Or by making event available for access by the client (e.g. for retrieval by the client)
5. Client reacts to the event possibly based on the preferences of the user (e.g. vibrate to announce event, display email sender / subject in inbox etc…)
6. Clients checks preferences of the user 

7. Client access the e-mail and download the e-mail as specified by the settings / preferences

8. E-mail is downloaded in whole or in part (depending on settings or preferences)
9. User can read / manipulate the e-mail.

5.1.6 Alternative Flow

1. Step 3 may be skipped if the client performs traditional access to e-mail in the meanwhile (i.e. e-mail synchronization between client and server using appropriate e-mail protocol (e.g IMAP4rev1, POP3, webdav, …). For example, this could take place after establishing a de3dicated connection with server (e.g. LAN or dial-up)). 
2. Step 5 may be skipped if the client behaviour is hard coded (e.g. settings of client)
3. At step 6, the user may manually act on the event (to download, browse, ignore)
4. Step 7 may be replaced by graceful degradation to e-mail via browsing, messaging or voice as discussed above (step 6/7 combined). As a result, the e-mail may not be available offline at the difference of the other situations.
5. Step 7 may be iterated when the user wants to download more parts of an e-mail.
6. Step 7 may consist of downloading the whole body but not the attachment.

7. Steps 5, 6 anf 7 may be skipped if the event provides enough information about the e-mail to the user.

8. Step 3 may be secure end-to-end or not (based on settings or preferences)

9. Step 6 and 7 may be end-to-end secure or not (based on settings or preferences)
10. Steps 3 and after may be delayed is device is not online
5.1.7 Operational and Quality of Experience Requirements

· Delays should be transparent to the user who should have the impression that the e-mail or event arrives as soon that the e-mail arrives to the e-mail server

· Events and access should be secured or at least securable if desired by user, e-mail server owner or settings of the client

· The flows above show work with e-mail server behind a firewall

· The flows above should be supported on any target network technology including 2.5G, 3G and WLAN
· The solution should be able to handle devices that are temporary offline.

5.2 Use Case P2P / CORP, Receiving a e-mail server event on the go
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Table 1: Affected Areas for 5.2
5.2.1  ASK  \* MERGEFORMAT Short Description

An e-mail event takes place on the client. For example:

· An e-mail is deleted (e.g. via another client)

· A folder is created

· An e-mail is moved to a new folder

· An e-mail status is changed (read, unread, flagged, “has been replied to”, “has been forwarded to”, …)

The client on the terminal is made aware of the event without excessive delay (based on preferences) and in a secure manner. Based on the preferences of the user (e.g. are deletions or moves on the server to be reflected on the clients, are folder structures beyond inbox present on the client etc…), the event is made available to the user or, the client securely reflects the event. The mobile user experience of delay appears negligible (quasi-instantaneous) and they are at least comparable to desktop email.
5.2.2 Actors

· The user of mobile e-mail (e.g. employee)
· The owner of the e-mail server (e.g. enterprise)

5.2.2.1 Actor Specific Issues

· The user of mobile e-mail:

· To receive server events as soon as possible and in ways that appear quasi-instantaneous (i.e. as soon as possible after the event takes place on the e-mail server).  

· To have his client react on the event as set by preferences:
· Typically without informing the user unless if a conflict must be manually resolved or an action must be checked by the user

· The owner of the e-mail server:

· To generate an event to inform the user / client of the server event.

· To make available that event in a manner that is end-to-end secure, e.g.:

· Via notification (options for that will be discussed later)

· By making the event available for access by the user / client
· To allow the client / user to react accordingly as specified by the user preferences (and possible server settings).

5.2.2.2 Actor Specific Benefits

· The user of mobile e-mail:

· Immediate reflection of server side events
· The owner of the e-mail server:

· Enterprise: 

· Increase in responsiveness of employees

· Increase in productivity

· Service provider:

· Can provide secure “push e-mail” experience and service to its customers

5.2.3 Pre-conditions

· The user of mobile e-mail:

· Has an account with e-mail providers

· Has a device with a client able to receive / access new e-mail events

· Support settings / preferences from the users or has hard coded ways to:

· Receive or access events

· How to act on the events
· Client is appropriately configured

· Account is appropriately configured

· The owner of the e-mail server (E.g. enterprise)

· User has account

· User preferences that affect the server are known

· Knows how to provide access to events, e.g.:

· what device

· device address 

· etc…

5.2.4 Post-conditions

· Client reflects the server event (to the extent set by his or her preferences).

5.2.5 Normal Flow

10. E-mail server event takes place (e.g. e-mail is deleted from another client)
11. E-mail server generates an e-mail event
· This (and next step) may be based on user preferences / settings that influence how the event is generated

12. E-mail event is made available to the e-mail client:

· Via notification

· Or by making event available for access by the client
13. Client reacts to the event possibly based on the preferences of the user (e.g. vibrates)
14. Clients checks preferences of the user 

15. Client reflects the event as specified by the settings / preferences 

16. User can see impact of event on mobile e-mail repository.

5.2.6 Alternative Flow

1. Step 3 may be skipped if the server knows that the preferences of user or settings of the client are such that the event will not be acted upon or if the client performs traditional access to e-mail in the meanwhile (i.e. e-mail synchronization between client and server using appropriate e-mail protocol (e.g IMAP4rev1, POP3, webdav, …). For example, this could take place after establishing a de3dicated connection with server (e.g. LAN or dial-up)).
2. Step 5 may be skipped if the client behaviour is hard coded

3. At step 6, the user may intervene to confirm or resolve conflict/uncertainties on the action to take in answer to the event 

4. Step 3 may be secure or not

5. Steps 3 and after may be delayed is device is not online

5.2.7 Operational and Quality of Experience Requirements

· Delays should be transparent to the user who should have the impression that event arrives as soon that the events occurs on to the e-mail server

· Events should be secured (e.g. encrypted) or at least securable if desired by user, e-mail server owner or settings of the client

· The flows above show work with e-mail server behind a firewall

· The flows above should be supported on any target network technology including 2.5G, 3G and WLAN

· The solution should be able to handle devices that are temporary offline.

5.3 Use Case P2P / CORP, Viewing e-mails attachments on the go
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Table 1: Affected Areas for 5.3
5.3.1  ASK  \* MERGEFORMAT Short Description

The user views attachments in ways adapted to his or her device.
5.3.2 Actors

· The user of mobile e-mail (e.g. employee)

· The owner of the e-mail server (e.g. enterprise)

5.3.2.1 Actor Specific Issues

· The user of mobile e-mail:

· To be able to view attachments on a mobile devices, adapted as needed to the device form factor and viewer capabilities

· The owner of the e-mail server:

· To allow users to view attachments

· To adapt attachments to the needs of the device used by the user

5.3.2.2 Actor Specific Benefits

· The user of mobile e-mail:

· View attachments received with e-mail

· The owner of the e-mail server:

· Enterprise: 

· Increase in responsiveness of employees

· Increase in productivity

· Service provider:

· Can provide attachment manipulation to its customers

5.3.3 Pre-conditions

· The user of mobile e-mail:

· Has an account with e-mail providers

· Has a device with a client able to access / view attachments
· Support settings / preferences from the users or has hard coded ways to handle attachments
· Client is appropriately configured

· Account is appropriately configured

· The owner of the e-mail server (E.g. enterprise)

· User has account

· User preferences that affect the server are known

· Knows how to provide adapted attachments, e.g.:

· what device

· device address 

· device characteristics (form factor) and document viewing capabilities

· etc…

5.3.4 Post-conditions

· User can view the attachment on the devices
5.3.5 Normal Flow

17. An email with attachment arrives on the server for the user

18. The email is handled as described in section 5.1
19. Following 5.1, E-mail is been downloaded, but attachment has not
20. User selects to view the attachment.

21. Client requests to download the attachment
22. E-mail server adapts the attachment to 

· Device form factor
· Viewer capabilities
23. Client downloads attachment
24. User views attachment

5.3.6 Alternative Flow

1. The steps 5 to 7 may take place at step 3 if set so by user preferences or client settings
2. Steps 5 to 7 may be replaced by a request from the user to browse the document. In such case, the server adapts the document to the device form factor and browsing capabilities. As a result, the attachment may not be available offline at the difference of the other situations. 
3. Step 7 may be take multiple iterations (where only portions of the attachment would be downloaded till the user requests for more).

4. Steps 2 and after may be delayed is device is not online

5.3.7 Operational and Quality of Experience Requirements

· Exchanges should be secured (e.g. encrypted) or at least securable if desired by user, e-mail server owner or settings of the client

· The flows above show work with e-mail server behind a firewall

· The flows above should be supported on any target network technology including 2.5G, 3G and WLAN

· For quality of the user experience, while downloading attachment, the client should provide indication of the download and if possible it should provides estimates of the time needed to download.

· The solution should be able to handle devices that are temporary offline

5.4 Use Case P2P / CORP, Sending e-mails on the go
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Table 1: Affected Areas for 5.4
5.4.1  ASK  \* MERGEFORMAT Short Description

An e-mail is composed by a mobile worker. Upon selecting to send the e-mail, it is immediately securely sent from the e-mail server of the user (and not another server, e.g., operator provided SMTP server).
5.4.2 Actors

· The user of mobile e-mail (e.g. employee)

· The owner of the e-mail server (e.g. enterprise)

5.4.2.1 Actor Specific Issues

· The user of mobile e-mail:

· To be able to send e-mails from mobile devices

· The owner of the e-mail server:

· To allow users to send e-mail in a secure manner from the owner e-mail server

5.4.2.2 Actor Specific Benefits

· The user of mobile e-mail:

· Can send e-mail while mobile 

· The owner of the e-mail server:

· Enterprise: 

· Increase in responsiveness of employees

· Increase in productivity

· Send e-mail from e-mail server / corporate domain. This is important for:

· Audit / logging

· To control / monitor e-mail sent by employees

· To certify source of e-mails

· To satisfy legal requirements

· Service provider:

· Can provide secure ways to send e-mail its customers
5.4.3 Pre-conditions

· The user of mobile e-mail:

· Has an account with e-mail providers

· Has a device with a client able to compose and send e-mails
· Client is appropriately configured

· Account is appropriately configured

· The owner of the e-mail server (e.g. enterprise)

· User has account

· User preferences that affect the server are known

5.4.4 Post-conditions

· E-mail sent by user has been sent from the e-mail server (located in appropriate domain)
5.4.5 Normal Flow

25. User completes composition of an e-mail on mobile client
26. User selects to send the e-mail
27. Client connects with e-mail server and uploads the e-mail
28. E-mail is sent from e-mail server
29. E-mail may be saved in a sent folder (based on preference of user or behaviour/settings of e-mail server)

30. Sent e-mail in sent folder is reflected in e-mail sent folder as in 5.2 (based on preference of user or behaviour/settings of e-mail server). 

5.4.6 Alternative Flow

1. Step 7, may change with the e-mail saved from the client reconciled with the server as in 5.5. Other flows may be considered.

2. The steps 5 to 6 may each be skipped if the user does not want to save sent e-mail; that it be on the server or on the mobile client
3. Steps 3 and after may be delayed is device is not online. Based on settings or preference the e-mail can be queued and sent as soon that the connectivity is re-established or the user may be prompted to confirm desire to send them.
5.4.7 Operational and Quality of Experience Requirements

· Exchanges should be secured (e.g. encrypted) or at least securable if desired by user, e-mail server owner or settings of the client

· The flows above show work with e-mail server behind a firewall

· The flows above should be supported on any target network technology including 2.5G, 3G and WLAN
· The solution should be able to handle devices that are temporary offline

5.5 Use Case P2P / CORP, Client e-mail events
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Table 1: Affected Areas for 5.5

5.5.1  ASK  \* MERGEFORMAT Short Description

Changes (e-mail events as in 5.2) performed by the mobile worker in his or her e-mail client (e.g., deleting an e-mail or moving it from one e-mail folder to another) are properly reflected to the user mail box in the e-mail server, as prescribed by the user.
The events may also include saving a draft composed on the client.
5.5.2 Actors

· The user of mobile e-mail (e.g. employee)

· The owner of the e-mail server (e.g. enterprise)

5.5.2.1 Actor Specific Issues

· The user of mobile e-mail:

· To reflect changes / actions taken on the client to the e-mail server as prescribed by users preferences

· The owner of the e-mail server:

· To allow users to reflect changes performed on clients as prescribed by user preferences.

5.5.2.2 Actor Specific Benefits

· The user of mobile e-mail:

· Can reflect changes / actions taken on the client to the e-mail server as prescribed by users preferences

· The owner of the e-mail server:

· Enterprise: 

· Increase in responsiveness of employees

· Increase in productivity

· Service provider:

· Can provide e-mail server management from mobile device to its customers

5.5.3 Pre-conditions

· The user of mobile e-mail:

· Has an account with e-mail providers

· Has a device with an appropriate e-mail client 

· Support settings / preferences from the users or has hard coded ways to handle changes made on clients (e.g. are e-mail deleted on client also deleted on e-mail server)
· Client is appropriately configured

· Account is appropriately configured

· The owner of the e-mail server (e.g. enterprise)

· User has account

· User preferences that affect the server are known

5.5.4 Post-conditions

· User changes on the clients are reflected on the e-mail server as prescribed by the user preferences
5.5.5 Normal Flow

31. User performs a change (e.g. reads an e-mail that results into changing the read/unread status of the e-mail)
32. If prescribed by user preferences or client settings, the change is sent to the e-mail server
33. E-mail server reflects the changes 
5.5.6 Alternative Flow

1. Step 2 and 3 may be skipped if set so by user preferences or client settings

2. Step 3 may involve checking user preferences or settings. These check may take place on client, on server or on both

3. Steps 2 and after may be delayed is device is not online. Based on settings or preference the events can be queued and sent as soon that the connectivity is re-established or the user may be prompted to confirm desire to send them.

5.5.7 Operational and Quality of Experience Requirements

· Exchanges should be secured (e.g. encrypted) or at least securable if desired by user, e-mail server owner or settings of the client

· The flows above show work with e-mail server behind a  firewall

· The flows above should be supported on any target network technology including 2.5G, 3G and WLAN

· The solution should be able to handle devices that are temporary offline

5.6 Use Case P2P / CORP, Filtering Rules
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Table 1: Affected Areas for 5.6

5.6.1  ASK  \* MERGEFORMAT Short Description

While mobile, a user can set filtering rules that specify what, when and how e-mails arriving at the e-mail server or e-mail server events must be reflected or sent in the mobile client.
5.6.2 Actors

· The user of mobile e-mail (e.g. employee)

· The owner of the e-mail server (e.g. enterprise)

5.6.2.1 Actor Specific Issues

· The user of mobile e-mail:

· To be able to set what e-mail are to be sent/reflected to the client
· To be able to set what events should be sent to the client
· To be able to set what events should be immediately sent to the client and what event can wait other scheduled synchronization between the client and the e-mail server 
· 
· The owner of the e-mail server:

· To support filtering rules on e-mail / folder 
· To support filtering rules on events / notifications

5.6.2.2 Actor Specific Benefits

· The user of mobile e-mail:

· Can set filtering rules on e-mails seen on mobile client
· Can set filtering rules on events sent to client (which ones and when)

· The owner of the e-mail server:

· Enterprise: 

· Increase in responsiveness of employees

· Increase in productivity

· Service provider:

· Supports filtering rules

· Can provide management of filtering rules from mobile device to its customers

5.6.3 Pre-conditions

· The user of mobile e-mail:

· Has an account with e-mail providers

· Has a device with an appropriate e-mail client
· Client is appropriately configured

· Account is appropriately configured

· The owner of the e-mail server (E.g. enterprise)

· User has account

· User preferences that affect the server are known

· Filtering rules are known

5.6.4 Post-conditions

· Filtering rules are applied
· 
5.6.5 Normal Flow

34. Server event affects some e-mails (see 5.1 or 5.2)

35. E-mail server checks that the event should be reflected to client

36. E-mail server checks that the event should be sent to the client (instead of awaiting later access)

37. Event or e-mail are reflected as described in 5.1 or 5.2

38. 
39. 
5.6.6 Alternative Flow

1. Step 2 may determine that the event does not have to be reflected to the client (e.g. a folder that does not have to be synchronized with the client or an e-mail from a user that does not have to be sent to the mobile client)
2. Step 3 may determine that while the event should be reflected, it can wait later normal synchronization
5.6.7 Operational and Quality of Experience Requirements

· Exchanges should be secured (e.g. encrypted) or at least securable if desired by user, e-mail server owner or settings of the client

· The flows above show work with e-mail server behind a firewall

· The flows above should be supported on any target network technology including 2.5G, 3G and WLAN

· The solution should be able to handle devices that are temporary offline

5.7 Use Case P2P / CORP, Filtering rule changes while mobile
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Table 1: Affected Areas for 5.6

5.7.1  ASK  \* MERGEFORMAT Short Description

While mobile, a user can change filtering rules that specify what, when and how e-mails arriving at the e-mail server or e-mail server events must be reflected or sent in the mobile client.
5.7.2 Actors

· The user of mobile e-mail (e.g. employee)

· The owner of the e-mail server (e.g. enterprise)

5.7.2.1 Actor Specific Issues

· The user of mobile e-mail:

· To be able to change while mobile what e-mail are to be sent/reflected to the client

· To be able to change while mobile what events should be sent to the client

· To be able to change while mobile what events should be immediately sent to the client and what event can wait other scheduled synchronization between the client and the e-mail server 

· The owner of the e-mail server:

· To support changes while mobile of filtering rules on e-mail / folder 

· To support changes while mobile of filtering rules on events / notifications

5.7.2.2 Actor Specific Benefits

· The user of mobile e-mail:

· Can change while mobile filtering rules on e-mails seen on mobile client

· Can change while mobile filtering rules on events sent to client (which ones and when)

· The owner of the e-mail server:

· Enterprise: 

· Increase in responsiveness of employees

· Increase in productivity

· Service provider:

· Supports filtering rules

· Can provide management of filtering rules from mobile device to its customers

5.7.3 Pre-conditions

· The user of mobile e-mail:

· Has an account with e-mail providers

· Has a device with an appropriate e-mail client

· Client is appropriately configured

· Account is appropriately configured
· Has setup filtering rules as described in 5.6
· The owner of the e-mail server (E.g. enterprise)

· User has account

· User preferences that affect the server are known

· Filtering rules are known

5.7.4 Post-conditions

· Filtering rules have been changed (e.g. user is informed to expect an important e-mail from somebody. He updates the filtering rules to immediately (immediate notification) of the e-mail and to have the e-mail reflected in the mobile client)

5.7.5 Normal Flow

40. User decides to change a filtering rule

41. The new rule is transmitted to the e-mail server 

5.7.6 Alternative Flow

1. Step 2 may determine that the event does not have to be reflected to the client (e.g. a folder that does not have to be synchronized with the client or an e-mail from a user that does not have to be sent to the mobile client)

2. Step 3 may determine that while the event should be reflected, it can wait later normal synchronization
3. Step 2 may be delayed is device is not online. Based on settings or preference the changes can be queued and sent as soon that the connectivity is re-established or the user may be prompted to confirm desire to send them
5.7.7 Operational and Quality of Experience Requirements

· Exchanges should be secured (e.g. encrypted) or at least securable if desired by user, e-mail server owner or settings of the client

· The flows above show work with e-mail server behind a firewall

· The flows above should be supported on any target network technology including 2.5G, 3G and WLAN
· The solution should be able to handle devices that are temporary offline
5.8 Use Case P2P / CORP, DS synchronization between clients
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Table 1: Affected Areas for 5.7

5.8.1  ASK  \* MERGEFORMAT Short Description

The user can synchronize his e-mail over the air as mobile e-mail, using a pass through connection with another computer or client (e.g., cradle, Bluetooth, IRDA, over a direct LAN connection, …).
5.8.2 Actors

· The user of mobile e-mail (e.g. employee)

· The owner of the e-mail server (e.g. enterprise)

5.8.2.1 Actor Specific Issues

· The user of mobile e-mail:

· To be able to synchronize over the air or through data synchronization over cradle (with laptop)

· To be able to interrupt on mode and resume in the other

· To maintain synchronized mobile client, laptop client and e-mail server

· The owner of the e-mail server:

· To allow e-mail server to synchronize with different clients

· To allow clients to also synchronize among each others and still maintain consistency

5.8.2.2 Actor Specific Benefits

· The user of mobile e-mail:

· Can synchronize laptop over LAN or modem

· Can synchronize mobile client and laptop client over cradle instead of over the air

· Can then use client over the air as mobile e-mail:

· Save cost of complete synchronization

· Allow use of mobile client as a disconnected PDA when disconnected or on network that do not support mobile e-mail

· The owner of the e-mail server:

· Enterprise: 

· Increase in responsiveness of employees

· Increase in productivity

· Reduce cost

· Service provider:

· Support different access models
5.8.3 Pre-conditions

· The user of mobile e-mail:

· Has an account with e-mail providers

· Has two devices with appropriate clients
· Clients are appropriately configured

· Account is appropriately configured

· The clients can synchronize data between each others

· For this example, one client use conventional e-mail over IP (e.g. IMAP4 rev 1). It could also be using over the air mobile e-mail. What matters is that that the client can synchronize with the e-mail server 

· The owner of the e-mail server (E.g. enterprise)

· User has account

· User preferences that affect the server are known

5.8.4 Post-conditions

· The two clients are synchronized with the e-mail server
5.8.5 Normal Flow

1. First client synchronize with e-mail server

2. User synchronizes second client to the first using data synchronization (e.g. OMA DS)
3. Second client synchronizes with E-mail Server
5.8.6 Alternative Flow

1. Step 1 can be interrupted before completion
2. Step 2 can be interrupted before completion

3. Step 1 can involve mobile e-mail synchronization over the air or conventional e-mail over IP (e.g. IMAP4 rev 1)
4. Step 2 can involve data synchronization with the first client 
5. During step 2 the first client may be off line (synchronization is between the two clients) or online (the synchronization can be through the first client with the e-mail server).

5.8.7 Operational and Quality of Experience Requirements

· Exchanges should be secured (e.g. encrypted) or at least securable if desired by user, e-mail server owner or settings of the client

· The flows above show work with e-mail server behind a firewall

· The flows above should be supported on any target network technology including 2.5G, 3G and WLAN

· The solution should be able to handle devices that are temporary offline

5.9 Use Case P2P / CORP, events access
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Table 1: Affected Areas for 5.8

5.9.1  ASK  \* MERGEFORMAT Short Description

User can change the way that events are access (or sent) for example to adapt to the capabilities of the network or to manage the cost of relying for example on inband (same IP connection) versus out of band notifications like SMS, MMS, push etc…
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We propose to accept the proposed use cases and introduce them in the Mobile e-mail RD to generate a first version of the RD.
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