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Recommendations

	ID
	Open Date
	Section
	Description
	Status

	001
	2004.11.10
	6
	This requirement might justify the integration/use of MBMS security mechanisms when the OMA method is used over an 3GPP MBMS system. It seems to imply that if the underlying BDS supports service protection (i.e. conditional access to the channel) or content protection (i.e. DRM mechanisms) then these should be used in preference to any “generic” mechanisms provided by the OMA mobile broadcast solution. Or is this requirement only related to the efficient use of the broadcast bearer resource?

Vodafone
	CLOSED No  Change– Resolution of comment 8 resolves this comment as well.


	002
	2004.11.10
	6
	How will the BDS co-ordinate encryption? Does some sort of key management system have to be supported?. Alternatively, it might mean that IPsec is allowed (i.e. not barred) in the BDS. Does it mean that the underlying BDS (e.g. MBMS, BCMCS or DVB-H) will provide encryption of the “IP flow” and that this will not be provided by the OMA mobile broadcast solution? “IP flow” implies that this is encryption of the broadcast channel for conditional access purposes, rather than content encryption for DRM purposes. However this needs clarification. 

Vodafone
	Agreed to delete “(e.g. , quality of service, encryption) from HLFR-11.

	003
	2004.11.10
	6.1
	SEC-01

This requirement enforces security between all components in the architecture including the interfaces to BDS. It is not clear how OMA solution will work over BDSs that do not have any security built-into them. This requirement, and most of the following requirements in this section, are ambigious in the following sense: it is not clear whether the requirement includes security between OMA components, or just security between OMA components and the underlying BDS.

Vodafone
	Closed – No change needed. The requirement states that the BCAST solution SHALL be capable of providing signalling privacy between its components and the underlying BDS.Thus the target of the requirement is signaling between components of BCAST solution and BDS.It does not matter if the underlying BDS does not offer such security services, the BCAST solution will.

	004
	2004.11.10
	6.1.1
	SEC-01

Vodafone suggest to change the word privacy to confidentiality as this can be confused with identifier privacy.

Vodafone
	Agreed – Change Privacy to Confidentiality as indicated in BCAST 151 (Sec-01, 03) and adding confidentiality to Sec-05

	005
	2004.11.10
	6.1.1
	SEC-03

Similar comment to the SEC-01, this is a very generic requirement that might not apply to all possible BDS technologies used. OMA solution might end-up defining an BDS independent solution in order to meet this requirement. It is not clear whether this requirement includes security between OMA components, or just security between OMA components and the underlying BDS. If the latter is true then the requirement does not seem to be concerned with providing security as an overlay to the underlying BDS. However, it would be useful to consider whether such an overlay is needed in the following cases: (a) the underlying BDS does not provide content and/or service protection, (b) the underlying BDS content and/or service protection mechanisms are inadequate, (c) the “generic” overlay solution is preferred in a heterogeneous environment where several underlying BDS solutions are used.

Vodafone
	Closed – Add new requirements SEC-06a and SEC-06b from BCAST 151.

	006
	2004.11.10
	6.1.1
	SEC-07

Too generic, Does it meant that any two compenents in the architecture need to be able to authenticate each other. This would require either a group key management structure, n(n-1)/2 keys or component certificates. This needs to be made more precise.

Vodafone
	Closed – No change implied or needed.

	007
	2004.11.10
	6.2.7
	SPCP-20

Does out of band mean here Out-of-broadcast-channel? E.g. that delivery of keys and ROs can be done via the interactive channel?

Vodafone
	This comment was against an earlier version of the RD, and was removed in the final version.  Therefore this comment  is no longer valid.
No change required

	008
	2004.11.10
	6.2.7
	SPCP-21

This requirement (and SPCP-01) seems to contradict other requirements which imply that service and content protection shall be provided by the underlying BDS (e.g. HLFR-11).

Vodafone
	SPCP-01 no change
OMA-BCAST-2004-151 SPCP-x (Re-Use) is a new requirement will be included in the RD

SPCP-21 – was renumbered to SPCP-01 in final version of RD

	009
	2004.11.15
	1
	3rd paragraph

“The requirements contained in chapter 6 of this document address the whole end-to-end framework for mobile broadcast, and are structured along the following functions of the Mobile Broadcast Services Enabler: service discovery, and service guide, provisioning, content and service protection, real-time streaming distribution, file distribution, and charging.”

Sprint
	Agreed to delete “and”

	010
	2004.11.15
	1
	4th paragraph

“The enablers must be bearer independent in order to be useful for a diverse and heterogeneous infrastructure. The development of an enabler for Mobile Broadcast Services will consider a broad set of stakeholders from various industries, the varied business links between them, and may take into account any existing infrastructure.” 

Sprint
	Agreed to add “,”

	011
	2004.11.15
	2.1
	Add a reference to the OMA Dictionary [OMA DIC]

“Dictionary for OMA Specifications,” Open Mobile Alliance™, URL: www.openmobilealliance.org 

Sprint
	Agreed as proposed

	012
	2004.11.15
	2.2
	Need to add URL for the English version of [DMB-T] reference

Sprint
	Agreed:
Incorporate information from BCAST Doc 0134 for the reference, abbreviations, and in the requirement.

	013
	2004.11.15
	2.2
	Remove Note 1 below [DMB-T] 

Sprint
	Agreed to remove the Note

	014
	2004.11.15
	3.2
	Capitalize B, D, and S on first line of 3rd paragraph for broadcast distribution system

Sprint
	Agreed as proposed

	015
	2004.11.15
	3.2
	Capital B and S in 1st line 1st paragraph for broadcast service

Sprint
	Agreed as proposed

	016
	2004.11.15
	3.2
	Broadcast Distribution System – correct font size of the definition

Sprint
	Agreed

	017
	2004.11.15
	3.2
	Broadcast Service Area – correct font size of the definition

Sprint
	Agreed as receommended

	018
	2004.11.15
	3.2
	Broadcast Transport – Recommend deleting this definition – it is only used in the definition of Broadcast Channel.

If not removed then 1st line – Capitalize the “T” in Broadcast transport, and the last sentence. 

Sprint
	Closed – Move the definition of broadcast transport up to Broadcast Channel.

	019
	2004.11.15
	3.2
	Content Provider – Provides content to the Mobile Broadcast Service provider. The Content Provider may be the original source of the content, own the rights to the content distribution, and manage the charging, authorization, and/or subscriptions to content. 

Sprint
	Agreed as recommended

	020
	2004.11.15
	3.2
	End User – use the definition in the OMA Dictionary:

An Individual who uses services and content [OMA DIC] 

Sprint
	Term Multi-Media Service to be deleted.
Agreed 

	021
	2004.11.15
	3.3
	Delete MMS – Multi-Media Service.  There is also a MMS – Multimedia Messaging Service below it.  I believe that is the correct abbreviation. 

Sprint
	Agreed as recommended

	022
	2004.11.15
	3.3
	Delete the “(from 6.2) from OSR

Sprint
	Agreed as recommended

	023
	2004.11.15
	4
	“notifications”  add “addressing” at the beginning and delete the “:” so it reads “notification mechanisms that” to be consisting with the other enabler descriptions. 

Sprint
	Agreed as recommended

	024
	2004.11.15
	4
	First bullet under “notification” – 

· allow an End User to specify a set of rules that allow the mobile broadcast service to determine when broadcast contents exist which are of interest to the End User, and 

Remove the “s”

Same comment on 2nd bullet too! 

Sprint
	Agreed as recommended

	025
	2004.11.15
	4
	Service and Content Protection:

Add “and” between usage tracking and usage rights enforcement.   Add a “:” after usage rights enforcement. 

Sprint
	Agreed as recommended

	026
	2004.11.15
	5
	Delete (private) from the “End User” actor in a lot of the use cases. 

Sprint
	Agreed as recommended

	027
	2004.11.15
	5
	Verify correct capitalization if End User throughout the document.  There appears to be several instances of “End user” where users is not capitalized. 

Sprint
	Agreed as recommended

	028
	2004.11.15
	5
	Verify that “End User” is used consistently throughout the document.  There are several instances is “user” being used where “End User” should be used. 

Sprint
	Agreed as recommended

	029
	2004.11.15
	5.1.2.2
	End User – last word “required” change to “desired” 

Sprint
	Agreed as recommended

	030
	2004.11.15
	5.1.7
	Start of 2nd paragraph – delete “End User” and add “, by the End User” at the end of the paragraph

Sprint
	Agreed as recommended

	031
	2004.11.15
	5.1.7
	Delete (x seconds) in the first paragraph

Sprint
	Agreed as recommended

	032
	2004.11.15
	5.4.1
	Second paragraph

The mechanism used for mobile broadcast file distribution as used for news distribution can almost identically be used for electronic learning lessons. An End User subscribes to a course and on a regular basis, e.g. over night, the lessons of a course are broadcast. Since the End User can work on the lessons on his speed the terminal stores only the next relevant lessons. For verification the lessons include tests, but however, no results. Thus, the End User needs to contact the service platform via the interaction link for verification of his test results and probably obtaining hints for improving his learning. 

Sprint
	Agreed as recommended

	033
	2004.11.15
	5.19.1
	The philosophy of this type of game is to create communities which can be joined or left at any time. A gaming session can be played over a long time, even weeks, involving a large number of players. An End User whishing to play can join the service and remain an individual or can join a group. The kind of interactions is not meant to be time critical like in racing games, but is possible until a certain time. An example of such a game is to move a figure into a certain position in order to win, where the movements are the result of a majority vote. The display is rendered in a gaming engine in the backend and streamed to the End User. Once 3D rendering engines are available on phones, the modified nodes of the scene graph can be broadcast and the terminal renders the scene, which leaves more freedom to the End User to view and navigate within scene. Other games out of the gaming community may be suitable as well, such as simulation games or “singing” to a current hit in the charts within a virtual group (karaoke style) 

Sprint
	Agreed as recommended

	034
	2004.11.15
	5.22.1
	This use case can be applied for cellular mobile network based Broadcast Distribution System( e.g. MBMS or BCMCS). In cellular mobile network based BDS, available radio resource or the radio transmission condition can be different per cell. In this use case, a network operator will inform a Service Provider of the appropriate data rate of the Broadcast Service. With this information, a Service Provider provides a network operator with a Broadcast Service having multiple data rate. A network operator delivers a Broadcast Service with appropriate data rate to each cell. Consequently, an End User will receive BCAST service, whose data rate is suitable for a cell where an End User is located. [3GPP2 BCMCS]
Sprint
	Agreed as recommended

	035
	2004.11.15
	6
	Change will and will not to SHALL and SHALL NOT

Sprint
	Open:
Dominique to propose wording to clear up this requirement and to make it normative.

Agreed with the following text provided by Dominique via email “The mobile broadcast solution SHALL be able to make use of the following functionality that can be expected to be provided by the underlying BDS: 1. the transmission of IP flows to all parts of the associated wireless network 2. the coordination of transmission requirements of those IP flows”

	036
	2004.11.15
	6
	Ensure that shall/shall not is capitalized in all requirements. 

Sprint
	Agreed as below:

HLRF-01 capitalize shall

SPCP-19 change “shall be able to” to have

	037
	2004.11.15
	6
	Verify that Broadcast Service is consistently capitalized in the requirements.  It appears that it is not capitalized in all requirements. 

Sprint
	Agreed as recommended

	038
	2004.11.15
	6
	Verify that Service Provider is consistently capitalized in the requirements.  It appears that it is not capitalized in all requirements. 

Sprint
	Agreed as recommended

	039
	2004.11.15
	6
	Verify that Content Provider is consistently capitalized in the requirements.  It appears that it is not capitalized in all requirements. 

Sprint
	Agreed as recommended

	040
	2004.11.15
	6
	Verify that Mobile Broadcast is consistently capitalized in the requirements.  It appears that it is not capitalized in all requirements. 

Sprint
	Agreed as recommended

	041
	2004.11.15
	6
	Verify that Terminal is consistently capitalized in the requirements.  It appears that it is not capitalized in all requirements. 

Sprint
	Agreed as recommended

	042
	2004.11.15
	6.1
	HLFR-04 – Quality of Service does not need to be capitalized. 

Sprint
	Agreed as recommended:
quality of service

	043
	2004.11.15
	6.1.3
	Delete the section – there are no requirements in it. 

Sprint
	Agreed to delete

	044
	2004.11.15
	6.2.2
	End of requirement – move “with” from BEFORE “possibly” to AFTER “possibly” 

Sprint
	Agreed as recommended

	045
	2004.11.15
	6.2.3
	SD-20 – change user to “End User” 

Sprint
	Agreed as recommended

	046
	2004.11.15
	6.2.6
	PROV-15 – Change to:

The End User SHALL be able to purchase a subscription to content from a Content Provider.

Sprint
	Closed - Resolution of comment #53 resolves this comment

	047
	2004.11.15
	6.2.7
	SPCP-11 – add “Channels” at the end of the requirement

Sprint
	Agreed as proposed

	048
	2004.11.15
	6.2.7
	SPCP-12 – add “a” after “SHALL provide” 

Sprint
	Agreed as recommended

	049
	2004.11.15
	6.2.7
	SPCP-17 – Change “client devices” to “Terminals” 

Sprint
	Agreed as modified only change to Terminals
Also make change to other references of client devices to Terminals throughout the document.

	050
	2004.11.15
	6.2.7
	SPCP-23, 24, and 25 – Change “client” to “End User” 

Sprint
	Withdrawn based on agreements in comment 49

	051
	2004.11.16
	6.2.6
	PROV-07 (relevant wording in 79R02, based on 55R04, and change suggested in 0082 [not 0082R01!]; "context" was a typo from the very beginning, should have been "content")
Nokia
	Agreed:
Reword Requirement to read:

The Mobile Broadcast Service Provider SHALL be able to specify and provide the rights to services and content particular to each individual End-User.



	052
	2004.11.16
	.2.6
	PROV-12 (relevant CR according to me: 55R04, PROV-31)
Nokia
	Agreed:

Reword Requirements to read:

The Mobile Broadcast Service Provider SHALL be able to offer subscriptions based on content.



	053
	2004.11.16
	6.2.6
	PROV-15 (not found in any approved CR or meeting minutes)
Nokia
	Not agreed based on document OMA-BCAST-2004-0174.  Requirement Modified to : The Content Provider SHALL be able to offer for purchase a subscription to content

	054
	2004.11.16
	6.2.6
	PROV-16 (not found in any approved CR or meeting minutes)
Nokia
	Agreed to Delete

	055
	2004.11.16
	6.2.6
	Add Requirements defined in OMA-BCAST-2004-0144

[image: image1.emf]C:\Documents and  Settings\mlipfo01\Desktop\BCAST\Comment Files\OMA-BCAST-2004-0144-CR-RD-Terminal-Provisioning.doc


Nokia
	Agreed – Accept BCAST 144 for comment #55 resolution

	056
	2004.11.17
	Section 6.x.y
	The issues that we still believe needs to be addressed are as follows:

There needs to be a mechanism to allow for the application of “bug fixes” to deployed devices

There needs to be a mechanism to allow for upgrading the key management systems if new business models are required to be supported

There needs to be a method to allow for the key management system to be replaced if (and when) it gets compromised.

There needs to be a mechanism that can complement device revocation, as revocation has many negative operational implications e.g. an annoyed user base
The system SHALL support the defined key management system, and SHALL allow for an open standard secure mechanism to allow for system recovery, upgrades, and bug fixes
SPCP-2 Openness - All functions needed for service and content protection, including e.g. the key management, the delivery, and encryption and decryption operations of keys and content, and interfaces, SHALL be fully specified so that no proprietary extension to any part of the system are required
(See OMA-BCAST-2004-0145)
NDS, Irdeto Access, Gemplus, Axalto
	The clear majority of the group considered that the agreed document OMA-BCAST-2004-0166 addresses this comment sufficiently in this stage of standards process. 15 companies supported this view while 2 companies did not feel the original comment was addressed sufficiently. To accommodate these concerns, we may or may not need to address this requirement in a more detailed way in later stages of the BCAST work

	057
	2004-11-17
	
	"It should be possible to attach Rights to user identity and not only to the device."

User identity as provided by credentials present in the phone, or a removal media (e.g. SIM card), that are used for identifying the user.  This can be in the form of a subscription identity or other credentials that identify the user (and not only the device)."

This is also minuted in the "OMA-REQ-2004-1057-Minutes24-Barcelona" document page 21: "Axalto, should be a requirement saying the rights should also be attached to the user identity."
Axalto
	Agreed to add a new requirement to SPCP
1. [User Identity]It SHOULD be possible to attach Rights Object to user identity and not only to the device.

	058
	2004-11-10
	
	There is a need  to clarifiy the relation of the OMA mechanism to already existing mechanisms to achieve security by the underlying BDS.
Vodafone
	Closed – Resolution of comment #8 resolves this comment.

	059
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1 Reason for Change


This change request presents two new requirements to be added into BCAST RD. Terminal provisioning aspect has been missing from BCAST RD.


2 Impact on Backward Compatibility


None.


3 Impact on Other Specifications


None.


4 Intellectual Property Rights


Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.


5 Recommendation


The change request is presented within the BCAST RD formal review. We request to get it noted in the review process and resolved in the final BCAST RD.


6 Detailed Change Proposal


		PROV-15
Terminal Provisioning using DM

		The terminal provisioning function for mobile broadcast services SHALL build on OMA Device Management (DM).



		PROV-16
Terminal Provisioning over Broadcast

		The terminal provisioning function SHALL enable delivery of software updates over broadcast channel.
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