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1 Reason for Contribution

This contribution proposes a new set of life cycle requirements that have been derived from all existing OSPE life cycle use-cases.

2 Summary of Contribution

See section 3.

3 Detailed Proposal

6. Requirements

6.1 High-Level Functional Requirement

Service Life-Cycle Management Requirements

	[LCM-HL-1]
	The Service Provider environment MUST support the ability to perform automated configuration, installation and removal of components and applications.

	[LCM-OSR-1]
	The Service Provider environment MUST support the ability to modify the components and applications with the objective that ongoing sessions and transactions are not disrupted.

	[LCM-HL-3]
	The Service Provider environment MUST support interoperable, replaceable and reusable components.

	[LCM-HL-4]
	The Service Provider environment MUST provide mechanisms to support the replacement of multi-vendor components (NOTE: To achieve this requirementof this replacement requirement a list of components will be identified and each component will be standardised within OMA)

	[SLCM-HL-5]
	The Service Provider environment MUST support the ability to deploy, withdraw and publish services in an automated manner.

	LCM-HL-New
	The Service Provider environment MUST have a mechanism that makes available to the Service Provider all information associated to the existence of Services, applications and components, and the relationship between components and applications.

	LCM-SEC-1
	The OMA Service Provider Environment MUST support mechanisms that protects against security threats such as the discovery and registration of unauthorized components, applications and services.

	LCM-AC-1
	In the OMA Service Provider environment, there should exist mechanism capably of directing request to the appropriate component based on rules set by the Service Provider.

	LCM-AC-2
	The OMA Service Provider environment MUST provide the means to manage the activation, registration, authentication, and authorization of the components, applications and interfaces within the OSPE

	LCM-SEC-2
	The OMA Service Provider environment MUST provide the means to authentication and authorization users of the OSPE (e.g. a system administer)

	LCM-AC-3
	The OSPE MUST support a “Refresh” mechanisms, which when initiated will update all entries in the OSPE catalogues in order to accurately reflect the status of the OSPE.

	LCM-USE-1
	The OSPE MUST not prohibit different component upgrade models, e.g. live upgrade model, cluster upgrade model. (NOTE: To achieve this requirement a list of upgrade models will be identified and described within OMA)

	LCM-COM-1
	It MUST be possible for each components to make available, information such as charging and O&M information, for use by backend systems that cater for, e.g. charging, accounting, payment, provisioning, Operations & Management.

	LCM-HL-New
	The OSPE MUST provide a mechanism to support the discovery and registry of a component, interface, application and Service.

	[LCM-OSR-2]
	When an application or component is removed from the Service Provider environment the resources within the Service Provider environment relinquished by the component (e.g. IP ports of components) MUST be made available for other components and applications.

	[LCM-AC-3]
	The Service Provider environment MUST provide a mechanism to manage data related with subscriptions to services (e.g. user profile information).

	[LCM-AC-4]
	The Service Provider environment MUST provide the capabilities to enable the Service Provider to perform component life-cycle functions, e.g. install, upgrade, downgrade, stop and start, of the component.

	[LCM-OSR-3]
	The Service Provider environment MUST support the ability to simultaneously operate multiple versions (e.g. multiple instances, defined according to different releases of the OMA specifications) of interfaces, components and applications.

	[LCM-AC-5]
	Through a standardised interface the Service Provider MUST be able to manage information related to the existence of components, applications and the relationship between components and applications.

	LCM-AC-6
	It MUST be possible for the Service Provider to extract through a standard interface the characteristics of a component.

	[LCM-COM-2]
	Each component and associated interfaces in the Service Provider environment SHOULD support versioning mechanisms that to allow both forward and backward compatibility, and to allow both sending and receiving ends to determine the required/provided version of an interface. In order to allow for continuous evolution of Services, it must be possible have concurrent interface versions and component versions.

	
	


	[LCM-COM-3]
	Each component in the Service Provider environment MUST support the capability to expose  a standardized interface that allows the Service Provider to perform the following life-cycle functions on that component: 

Install;

Refresh (e.g. to initiate a update current component data to the component catalogue)
Remove;

Stop;

Start;

Upgrade;

Downgrade;

Security (e.g. permission settings)

Activation & deactivation;

Configuration (including the connectivity and configuration between components, and between components and applications)
Management of component data including the modification and configuration of, e.g. charging data.

Fault management (e.g. logging and SNMP traps);

Performance management (e.g. measuring, usage monitoring).
Data Provisioning

	LCM-AC-7
	If an error condition is experienced during a life-cycle management process, e.g. the configuration or upgrade of a component, it MUST be possible for the Service Provider to reverse the attempted process ensuring that the state of that component is reversed back to the state before the process was initiated.

	LCM-OSR-4
	If an error condition (e.g. failure of a service or component) is experienced during life cycle management, e.g. the installation, de-installation, upgrade, downgrade, configuration modification, the OSPE MUST provide information that allows the Service Provider to determine the cause of the error condition.

	LCM-COM-4
	Each component in the OSPE SHOULD support dynamic configuration.

	LCM-HL-New
	When a Service, application, component or interface is removed from the Service Provider environment all associated catalogue entries MUST be deleted.

	LCM-HL-New
	It MUST be possible for the Service Provider to configure a component without affecting the services that it supports.

	LCM-COM-5
	Each component MUST be uniquely identifiable in the OSPE.

	LCM-COM-6
	It MUST be possible to register, discover, and retrieve information associated with each component (e.g. the address of a component) using a resource identifier (e.g. an identifier).


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

1. To review, agree and include the new and modified requirements as described in section 3 in section 6 of the OSPE RD.

To create a new subsection in section 6.3 called “Components” (e.g. LCM-COM-1).
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