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1 Reason for Contribution

Upon receiving an invitation for an ad hoc PoC group call, the ability for the invitee to see who the other invitees are is a very important feature from operators’ perspective. It will ensure improved user experience and to avoid potential trouble arising from participants being brought into a conversation with someone whom they do not wish talk to. This feature is missing from the current PoC specification and must be included in PoC2.
Nokia has made a contribution addressing this issue (REQ-2005-0097R03). It is a very good contribution but it is not sufficient to address the issue from operators’ perspective. Thus, this contribution proposes requirements in order to augment their proposal, thereby enhancing the ad hoc group call capability. 

2 Summary of Contribution

Mandating sending identities of all the invitees for an ad hoc group call along with an invitation may be a simple solution to enable this feature. However, mandating such information to be sent all the time may raise concerns for privacy of such invitees. In particular, ad hoc group calls may be used across different operator networks, where each operator may have different policy for such privacy, including the operator of the initiating side as well as that of the terminating side. In addition, ideas for privacy may vary depending on culture, geography, market, etc. 
In order to solve this complex issue for a PoC ad hoc group call and privacy is to adopt a principle to observe the privacy policy of the initiating side and that of the terminating side as much as possible, acknowledging the fact that privacy policies will be different from each other. 
3 Detailed Proposal

Nokia input reads as follows based on the latest RD draft, RD_PoC-V2_0-20050317:

· PoC server SHALL be able to include identity information of invited participants to an ad hoc group session invitation. This does not prohibit that inviting party inserts the identity information.
· The terminating side MAY be able to configure the policy for PoC server to understand, whether or not to receive invited party identity information.  
· Participant identity information SHALL be subject to privacy rules.
The following requirements are proposed to be added to the PoC2 Requirement Document:
(1) Each identity of the inviting party and that of every invitee SHALL be able to be set as "Shown" or "Hidden", based on the inviting party’s choice. In case where "Shown" is selected, the original identity SHALL be included in the list. In case where "Hidden" is selected, the original identity SHALL be replaced by "Anonymous" that SHALL be included in the identity information list in place for the original identity. Upon receiving an invitation, thus, the terminating side receives the identity information list that contains the original identities and/or the anonymous replacements.

(2)  The policy of the participating PoC server MAY be configured to process the received invited party identity information list based on the policy of its own.
Description:
The first requirement of Nokia’s ensures the ability to send an identity information list upon an invitation is received, but it does not ensure if such a list is actually sent when an invitation is sent. (2) is similar to the original Nokia’s wording but slightly changed. Either the original Nokia’s second requirement or (2) will provide ability for the terminating side to accept or reject such lists. Therefore, it addresses the case where an identity list is sent and receiving side does not want to receive it. However, the combination of original first and second requirements in Nokia’s proposal does not address the case where identity information is not always sent, based on the interpretation of the Nokia’s first requirement, but the terminating side does want such a list for the reasons stated above. 

(1) is proposed to address this problem. Based on the choice of the initiating side, (1) provides choice to make the identity “anonymous”. Using this proposal, the content of the list may be all original identities on one end, and all anonymous on the other extreme, allowing mixture of original identities and anonymous in the middle ground. The capability to support anonymity addresses the concern of the privacy on the initiating side. On the terminating side, the number of anonymous invitee that was received by the list, while they do not reveal identities, provides meaningful information for the invitee to make a decision whether or not to accept the invitation.
It should be noted that this model, allowing the initiator to determine Show or Hide, resembles the most well accepted practice of emails where a sender can use CC and BCC for Shown and Hidden email addresses respectively.
(2) ensures the ability for the terminating side to properly process the received identity lists. The received list will be either all original identities, mixture of original ones and anonymous replacements, or all anonymous replacements. Now it is up to the policy on the terminating side how to process this information and how to present it to the targeted invitee in order to best achieve its objectives.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the two requirements in Section 3 shall be included in the OMA PoC Release 2.0 RD
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