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1 Reason for Contribution

This contribution proposes various corrections throughout the OSPE RD. 

Changes of SLT definitions and requirements are proposed.

This contribution contains updates as agreed during the OSPE breakout sessions in Singapore. It should have been uploaded as document OMA-REQ-2005-0174R02-OSPE-Clean-up but this was not possible because of a break-down of Zdravko’s computer, so I therefore had to create a new document. 
Changes from the 0174R02 version are shown with revision marks. 
2 Summary of Contribution

See section 3
3 Detailed Proposal

3. Terminology and Conventions

3.2 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Error! Reference source not found.
” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.3 Definitions

Definitions contained in [Dictionary] are not repeated here.

	Application
	See description in [OMA-DICT]

	Catalogue
	A logical collection of information associated to services, components, and applications and interfaces deployed in the OSPE. 

	Component
	A replaceable/reusable unit in the service provider system that is responsible for a particular set of functionality and associated information. A component forms part or all of an enabler. See also the description in [OSE].[AGREED]

	Control Plane
	The control plane provides for the initiation, termination, management, maintenance and supervision of connections.

	Device
	A device is a voice and/or data terminal used for information transfer. Device types may include (but are not limited to): mobile phones (GSM, CDMA, 3GSM, 802.11 etc.), data-only terminals, PDAs, laptop computers.

	Enabler
	See description in [OSE]

	
	

	End user visible events
	Those events that are visible to the end-user consuming a service. A user-visible event may be a diverted-to-number; Browsing-Redirect URL; MMS Content-to-person; Messaging Notification of delivery or submission.

	Execution environment
	The set of application programming interfaces (APIs) and semantic constraints in which program logic executes.

	Marking
	The operation of enabling a device or component to subsequently initiate the Service Level Tracing.

	Marking request
	A request initiated by the Service Provider or other authorized actor, which marks a device or component. The marking request contains the SLT start trigger event. [AGREED]

	Marked device/component
	A device or component that has been marked and has not been unmarked

	OMA Service Provider environment
	A system that consists of applications and multiple standardized components that are used to construct end-user services. Examples of an OSPE may include an Enterprise network, Mobile Network, or Third Party Service Provider.

	Plug and Play
	A capability of an entity to recognize the introduction of a new entity and make use of services offered by that new entity, or to provide services to the new entity, without human intervention. [TMF]

	Publish
	The process involved with making information available about a service, component, application, or interface available to its intended audience, when they have been deployed in the Service Provider environment.

	Quality of Service
	The collective effect of service performances that determine the degree of satisfaction of a user of the service. [TMF]

	Registration
	The process of providing information related to a service, an application, a component, and interfaces in the Service Provider environment.

	Resource
	A resource is any component, enabler, function or application that can receive and process requests. A Resource is an abstract concept that represents a capability, e.g. a network element, in a Service Provider’s domain. [OSE]

Resources represent physical and non-physical components used to construct Services. They are drawn from the Application, Computing and Network domains, and include, for example, Network Elements, software, IT systems, and technology components [TMF]

	Service
	See description in [OMA-DICT]

	Service chain
	A concatenation of components that are used to support a service.

	Service deployment
	Process of deploying the service in the service provider’s environment. It includes every step to get the service up and running and ready to be subscribed by end-users (from the service installation to the final tests and service activation).

	Service level agreement
	A formal negotiated agreement between two parties, sometimes called a Service Level Guarantee. It is a contract (or part of one) that exists between the Service Provider and the Customer, designed to create a common understanding about services, priorities and responsibilities [TMF]. In OMA the term Customer is used to represent the Service consumer.

	Service life cycle
	The process a service goes through from idea, to creation, to introduction in the Service Provider environment, to retirement (when a service is removed from the Service Provider environment) [ARCH-REQ].

	Service level tracing
	Service Level Tracing is the ability to capture and log all relevant information at each component within a service chain, associated with a specific service that is initiated either by an end user or a component.

	SLT global unique identifier
	An identifier that uniquely identifies an individual service level trace

	SLT sequence number
	A number that is incremented each time the service level tracing trace trigger request is propagated through each component forming the service chain. The sequence number is used to help the Service Provider order the retrieved logged information

	SLT start trigger event 
	The SLT start trigger event contains criteria that identify the service to be traced and additional criteria such as the time of day that it is to be initiated. [AGREED AS MODIFIED]

	SLT trace token
	SLT trace token is transported in signalling messages. When a component receives a signalling message containing the SLT trace token, it invokes its service level tracing functionality
. The SLT trace token is passed on to other components in the service chain. SLT trace token may contain additional information elements such as required level of granularity of the logged information.[AGREED]

	Service provisioning
	Configuration of Service Software (i.e. setting of its system-wide parameters). This is part of the Service Deployment.

	Service subscription provisioning
	Process that includes all the steps needed in order to fulfil a service subscription request from a user/subscriber. The process may include the following steps: provisioning of some information in the end user profile (e.g. traditional settings in the HLR), provisioning of some user information and preferences into the service platforms (e.g. in “restaurant finder service”, I like to get Spanish restaurants), settings in the charging rules for the user, setting for policies to allow request for the pair user/service, etc.

	Trace recording period
	Time interval within a Trace Period while trace records are generated for a specific service chain.

	Trace period
	The Period from the marking of a device or component to the unmarking of that device or component.

	User plane
	The user plane supports the transfer of user information (e.g. media) between components used to support end-user services.

	User profile
	See description in [OMA-DICT]

	User provisioning
	Provisioning of user data into some system. User provisioning may refer to the registration of the end user into a Service Provider domain (as a new customer), or it may be the provisioning of user information into some service as part of the service subscription provisioning process, etc.


3.4 Abbreviations

***** NEXT CHANGES *****

4. Requirements

4.2 High-Level Functional Requirement

Service Life Cycle Management Requirements

	[LCM-HL-1]
	The OSPE MUST support the ability to perform automated deployment (including configuration, installation, activation, publishing) and removal/withdrawal of components, applications and services.

	[LCM-HL-2]
	The OSPE MUST provide mechanisms to support the replacement of multi-vendor components.

	[LCM-HL-3]
	The OSPE MUST have a mechanism that makes available to the Service Provider all information associated to the existence of Services, applications and components, and the relationship between components and applications.

	[LCM-HL-4]
	The OSPE MUST ensure that all entries in the OSPE catalogues accurately reflect the status of OSPE.

	
	

	[LCM-HL-6]
	Each component in the OSPE MUST support the capability to allow the Service Provider to perform life cycle functions, e.g. install, upgrade, downgrade, stop and start, of the component.

	[LCM-HL-7]
	The OSPE MUST have a mechanism that enables the components in the OSPE to make available their O&M information, for use by backend systems. [AGREED IN CC]

	[LCM-HL-8]
	The OSPE MUST have a mechanism to support the discovery and registry of a component and an interface, application and Service. [AGREED BUT MAYBE NOT IN CC]

	[LCM-HL-9]
	The OSPE MUST provide the means to perform the configuration, registration, publication and activation (start and stop) of the components, applications and services within the OSPE.

	
	


Service level tracing requirements

	[SLT-HL-1]
	Each enabler with in the OSPE MUST support Service Level Tracing (SLT).

	[SLT-HL-x]
	It must be possible to specify in the marking request a time at which the marking request takes affect, i.e. Trace token is inserted in a signalling message.

	[SLT-HL-2]
	A device/component supporting Service Level Tracing (SLT) MUST invoke its SLT functionality when it receives a marking request. When a user initiates the service that has been indicated in the marking request, the component/device MUST insert the SLT trace token into the outgoing signalling messages (e.g. SIP Invite) to other components in the service chain.[AGREED WITH NO CHANGE WHATSOEVER!]

	[SLT-HL-3]
	An SLT Trace Token MUST be uniquely identifiable.[AGREED PREVIOUSLY.]

	[SLT-HL-4]
	SLT functionality supported by an SLT compliant component MUST include:

1. An interface that allows the initiation of an SLT; [AGREED PREVIOUSLY.]
2. A standardised logging capability for all traced information as requested by the SLT token; [AGREED AS MODIFIED.]
3. Ability to propagate the SLT trace token and its additional information elements onwards to other components within the Service chain (even if the outbound protocols are different from the incoming protocols);

4. [AGREED PREVIOUSLY]
5. Ability to increment the SLT sequence number before the SLT trace trigger request is propagated through each enabler forming the service chain;

6. The ability to identify a component’s “entry” and “exit” point to enable a Service Provider to initiate an SLT within a specific part of the Service chain;

7. The ability to indicate the component’s responsiveness, e.g. determine the time spent executing an enabler;

8. Ability to populate the additional Information Elements belonging to an SLT Trace Token with information associated with the component that supports the SLT functionality and the environment in which it runs (e.g. when a component resides on an end-user device).[AGREED]

	[SLT-HL-5]
	It MUST be possible to store and retrieve SLT logged information pertaining to any specific instance of the SLT from each component through a standardised interface.[AGREED PREVIOUSLY]

	[SLT-HL-6]
	A component’s logged trace information MUST contain information including but not limited to:

1. A mechanism to allow the ability to understand the order of records captured through invocation of SLT;

2. A mechanism to unique identify a specific instance of an SLT;

3. Component characteristics (e.g. enabler Id, supported protocol and protocol version, key enabler performance indicators such as statistics);

4. Incoming and outgoing service attributes (e.g. IP Port address, hostname, destination address etc);

5. All signalling messages, for example end user-visible events.

	[SLT-HL-7]
	There MUST be at least two levels (e.g. amount or granularity) of logged information captured by a component.

	SLT-HL-New
	The encoding of the SLT logged trace information SHALL be defined in a standard manner across all components and MUST clearly distinguish the two levels of logged information i.e.  control messages and information elements
 [TAKEN FROM 0058R02]

	[SLT-HL-8]
	It MUST be possible to be able to identify the actors and actions involved with a Service Level Trace, e.g. the end-user device, the components of the Service chain.

	[SLT-HL-9]
	After a component receives a signalling message for a service session, which contains an SLT trace token, the component MUST forward the SLT trace token to its adjacent components within the service chain.[AGREED AS MODIFIED]

	[SLT-HL-10]
	Each SLT trace token MUST be uniquely identifiable across all Service Providers at all times (i.e. Globally unique).[AGREED AS MODIFIED]

	

	
[AGREED]

	[SLT-HL-12]
	
The specification of SLT SHOULD  be done in such a way as to maximise the chance for the SLT trace token to be passed through a service chain, which includes an SLT non-compliant component. [AGREED AS MODIFIED]

	[SLT-HL-13]
	Upon the reception of an SLT trace trigger request, the component MAY provide, other than that requested by the SLT trace trigger request, a different level (i.e. finer detail) and type of logged information (e.g. information that may not be directly associated with the service being invoked).

	[SLT-HL-14]
	Service Level Tracing MUST apply to both control and user plane and aid in identifying issues related to, e.g. timing misalignments between the user plane and control plane.[AGREED PREVIOUSLY]

	[SLT-HL-15]
	It MUST be possible to retrieve from the marked device/component application specific information such as application version and information specifically associated with the service with which the end-user experiences problems.

	
	[DELETED, NO NEED TO PRE-JUDGE THE LEVEL OF INFORMATION TO BE LOGGED, BETTER TO LOG IT ALL. AND RETRIEVAL IS ENOUGH. ALREADY IN SLT-HL-15.]

	
	[DELETED, SAME REASON AS FOR SLT-HL-16.]

	[SLT-HL-18]
	It MUST be possible to correlate traced information across components of a service chain.[AGREED AS MODIFIED]

	[SLT-HL-19]
	The encoding of the SLT logged trace information MUST be defined in a standard manner across all components and MUST clearly distinguish the two levels of logged information i.e. control messages and information elements.

	[SLT-HL-20]
	NOT AGREED, WE DON’T UNDERSTAND THE PURPOSE OF IT. BRING IT BACK IN THE REVIEW, IF NEEDED.]


4.2.2 Security

Service Life Cycle Management Requirements

	[LCM-SEC-1]
	The OSPE MUST support mechanisms that protect against security threats, e.g.  the discovery and registration of unauthorized components, applications and services.

	[LCM-SEC-2]
	Only authorized users MUST be allowed to manage the OSPE (e.g. system administrator).


Service level tracing requirements

	[SLT-SEC-1]
	Security MUST be applied to SLT to protect against security threats such as unnecessary service processing and/or fraudulent use of SLT.[AGREED AS MODIFIED]

	[SLT-SEC-2]
	Security MUST be applied to ensure that it is only be possible for a Service Provider to mark an end-user’s device when that end-user is authorised by the Service Provider.


4.2.3 Charging

	[SLT-CRG-1]
	All services that are subjected to SLT MUST be indicated as such in the charging information (e.g in the CDR.) [AGREED AS MODIFIFED]


4.2.4 Administration and configuration

Service Life Cycle Management Requirements

	[LCM-AC-1]
	The OSPE MUST support the authentication and authorization of components and applications making use of life cycle management interfaces.

	[LCM-AC-2]
	The OSPE MUST provide a mechanism to manage data related with subscriptions to services (e.g. user profile information).

	[LCM-AC-3]
	The Service Provider MUST be able to manage information related to the existence of components, applications and the relationship between components and applications.

	[LCM-AC-4]
	Each component MUST expose through a standard interface the characteristics of that a component, which includes:

1. Supported Interfaces;

2. Version of the interfaces;

3. Configuration data.

	[LCM-AC-5]
	If an error condition is experienced during a life cycle management process, e.g. the configuration or upgrade of a component, it MUST be possible for the Service Provider to reverse the attempted process ensuring that the state of that component is reversed back to the state before the process was initiated.

	[LCM-AC-6]
	It MUST be possible to perform life cycle functions on execution instances of components and applications


Service level tracing requirements
	[SLT-AC-1]
	It MUST
be possible for the Service Provider to activate or de-activate SLT  on a component.[CHANGED INTO TWO SEPARATE REQUIREMENTS TO ACTIVATE AND DEACTIVATE SLT AND TRACE TOKEN PROPAGATION RESPECTIVELY.]


	[SLT-AC-1]

	It MUST be possible to activate or de-activate the propagation of the SLT Trace Token on each component.

	[SLT-AC-2]
	OSPE MUST provide a mechanism to allow a Service Provider or other authorized actor to initiate a marking request.[AGREED AS MODIFIFED]

	[SLT-AC-3]
	It MUST be possible for the Service Provider to unmark a marked device/component.

	[SLT-AC-x]
	It MUST be possible for the Service Provider to request a permission from an end-user to “mark” a device.

	[SLT-AC-4]
	It MUST be possible for the Service Provider to mark a device with or without the end-user’s permission.

	[SLT-AC-5]
	It MUST be possible for the Service Provider to restrict the transfer of the SLT Trace Token between multiple Service Providers in order to satisfy National and International legislation, e.g. Legislative law may mean that SLT information is not allowed to be passed between Service Providers across different countries. [AGREED AS MODIFIFED]

	[SLT-AC-6]
	In the case where it is not possible to mark the end-user’s device, it MUST be possible for the Service Provider to initiate SLT at any component that forms part of the service chain. [AGREED]

	[SLT-AC-7]
	It MUST be possible for the Service Provider to specify the criteria (i.e. service andtime) when SLT is to be initiated from a device/component.[AGREED AS MODIFIED]


4.2.5 Usability

Service Life Cycle Management Requirements

	[LCM-USE-1]
	The OSPE MUST not prohibit different component upgrade models, e.g. live upgrade model, cluster upgrade model. (NOTE: To achieve this requirement a list of upgrade models will be identified and described within OMA).


4.2.6 Interoperability

Service level tracing requirements

	[SLT-IOP-1]
	It MUST be possible to propagate the SLT trace trigger request onwards to other components within the Service chain (even if the outbound protocols are different from the incoming protocols).

	[SLT-IOP-2].
	An SLT trace trigger request MAY (e.g. depending on Service Level Agreements between Service Providers) be propagated outside the boundaries of an OSPE, e.g. an SLT trace trigger request may be passed from a Mobile Operator’s network to a 3rd Party Service Provider network.

	[SLT-IOP-3]
	It MUST be possible for a Service Provider to mark an end-user’s device when that device is compliant to SLT.


4.2.7 Privacy

Service level tracing requirements

	[SLT-PRV-1]
	For Privacy requirements see OMA Privacy Requirements for Mobile Services [Privacy].


4.3 Overall System Requirements

Service Life Cycle Management Requirements

	[LCM-OSR-1]
	The Service Provider environment MUST support the ability to modify and replace the components and applications without disrupting ongoing sessions and transactions.

	[LCM-OSR-2]
	When an application or component is removed from the Service Provider environment the resources within the Service Provider environment relinquished by the component (e.g. IP ports of components) MUST be made available for other components and applications.

	[LCM-OSR-3]
	In order to allow for continuous evolution of services, the Service Provider environment MUST provide a mechanism to allow concurrent interface versions, component versions and application versions to exist and be accessible in the Service Provider environment.

	[LCM-OSR-4]
	If an error condition (e.g. failure of a service or component) is experienced during life cycle management, e.g. the installation, de-installation, upgrade, downgrade, configuration modification, the OSPE MUST provide information that allows the Service Provider to determine the cause of the error condition.


Service level tracing requirements

	[SLT-OSR-1]
	Service Level Tracing SHOULD NOT unduly impact component capacity and performance and the live services that are supported by the enabler.

	[SLT-OSR-2]
	The capacity of a component MUST not restrict the transfer of the SLT trace trigger request.

	[SLT-OSR-3]
	The maximum number of simultaneous SLT test routines SHOULD be configurable by the Service Provider. However, the maximum number MAY also be influenced by legislation.

	
	
[AGREED]


4.4 System Elements

4.4.2 Components and network interfaces

Service Life Cycle Management Requirements

	[LCM-COM-1]
	Each component and associated interfaces in the Service Provider environment SHOULD support versioning mechanisms that allow both forward and backward compatibility, and to allow the requesting component to determine the version of an interface that belongs to a receiving component.

	[LCM-COM-2]
	Each component in the Service Provider environment MUST expose a standardized interface to support the following mangement functions:

1. Install;

2. Refresh (e.g. to initiate a update current component data to the component catalogue)

3. Remove;

4. Stop;

5. Start;

6. Upgrade;

7. Downgrade;

8. Activation & deactivation;

9. 
10. 
[AGREED AS MODIFIED]

	[LCM-COM-3]
	Each component in the Service Provider environment MUST expose the standard interface that performs the following:

1. Fault management (e.g. logging and SNMP traps);

2. Performance management (e.g. measuring, usage monitoring).

3. Security management(e.g. permission settings);
4. Configuration management;
5. 
6. Service Subscription Provisioning (data that may include user preferences for a service, as support of the subscription provisioning process).

[AGREED AS MODIFIED]

	
	


Service level tracing requirements

	[SLT-NI-1]
	The Service Provider MUST is able to retrieve SLT logged information from all components through a standardised interface. (Note: the logged information may be stored in a common logging function or in individual components).

	[SLT-NI-2]
	The procedures across the SLT interface MUST either allow for the retrieval of all or part of the logged SLT information, e.g. logged information on a component may have resulted from several test cases but only logged information associated with one SLT Trace initiation request is required to be retrieved.

	[SLT-NI-3]
	The Service Provider MUST be able to initiate a Service Level Trace at any component through a standardised interface exposed by that component.


Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA


A.2 Draft/Candidate Version 1.0 History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-RD-OSPE-V1_0
	21-Mar-2005
	6
	Included agreed contributions: OMA-REQ-2005-032R01, 134R01, and 141R01.

	Draft Versions

OMA-RD-OSPE-V1_0
	16-Mar-2005
	3.2, 6
	Included agreed contributions: OMA-REQ-2005-0118R03; 131, 133, 135, 136, 137, 138.

	Draft Versions

OMA-RD-OSPE-V1_0
	08-Mar-2005
	6.1, 6.3, 3.2
	Included agreed contributions: OMA-REQ-2005-0058R02; 0120R01; 0060R01; 0143R01.

	Draft Versions

OMA-RD-OSPE-V1_0
	24 Feb 2005
	All
	Included agreed contributions: OMA-REQ-2005-0049R02; 0048R04.Rename of requirements identifiers (SCM<-> LCM); corrected requirements numbering.

	Draft Versions

OMA-RD-OSPE-V1_0
	20 Jan 2005
	All
	Alignment of use-cases with agreed definitions. Merger of use-case A and D (Deploying new services in an existing environment); Removal of use-cases sub-actors; alignment of actors across use-cases. Editorial changes including the insertion of the requirements into boxes. A global change of “Enabler implementation” to “component”.

Inclusion of OMA-REQ-2005-0003R03; 0030R01; 0029.

	Draft Versions

OMA-RD-OSPE-V1_0
	14 Dec 2004
	All
	Editorial changes to add bulleted numbers to requirements

	Draft Versions

OMA-RD-OSPE-V1_0
	13 Dec 2004
	All
	Editorial changes and removal of obsolete use-case (SV Requirements) following agreements during 2004-12-13 OSPE CC. Also, corrected document name.

	Draft Versions

OMA-RD-OSPE-V1_0
	6 Dec 2004
	Section 3
	Added missing definitions from 2004-0892R04

	Draft Versions

OMA-RD-OSPE-V1_0
	3 Dec 2004
	Section 4,5 and 6 and App B
	Added contributions approved in Barcelona and remove Appendix B (now covered in section 6).

	Draft Versions

OMA-RD-OSPE-V1_0
	20 Sept 2004
	Section 5.6 to 5.10
	Added contributions approved on the September 17 conference call as per the minutes OMA-REQ-2004-0870. 

	Draft Versions

OMA-RD-OSPE-V1_0
	4 Jun 2004
	Section 4.4
	Added OMA-REQ-2004-0249R01previously approved.

	Draft Versions

OMA-RD-OSPE-V1_0
	2 Apr 2004
	Section 5.4 & 5.5
	Added OMA-REQ-2003-0869R02 and OMA-REQ-2003-0872R01 approved at the Kansas City meeting

	Draft Versions

OMA-RD-OSPE-V1_0
	15 Mar 2004
	Section 5.3
	Added OMA-REQ-2004-0017R01 approved during Feb 27 conference call 

	Draft Versions

OMA-RD-OSPE-V1_0
	25 Feb 2004
	Section 1, 4, 5 & Appendix B
	Incorporated approved contributions from the Beverley Hills meeting

	Draft Versions

OMA-RD-OSPE-V1_0
	21 Jan 2004
	Section 4 & 5
	Incorporated approved contributions from the Singapore meeting

	Draft Versions

OMA-RD-OSPE-V1_0
	12 Dec 2003
	All
	Initial release.











�PAGE \# "'Page: '#'�'"  ��“Scope” shall not be deleted!





�PAGE \# "'Page: '#'�'"  ��We may not need this text here? What do you think?


�PAGE \# "'Page: '#'�'"  ��Does service level tracing recording make sense? Is there a definition?


�This text was agreed during the OSPE CC (2005-02-28) and to be inserted into the OSPE RD.


�PAGE \# "'Page: '#'�'"  ��	This is covered by SLT-HL-5.


�PAGE \# "'Page: '#'�'"  ��See Monday’s meeting minutes


�PAGE \# "'Page: '#'�'"  ��Why do we really need to delete this requirement??


�PAGE \# "'Page: '#'�'"  ��What shall be achieved? “Additonal security” doesn’t say so very much.


�PAGE \# "'Page: '#'�'"  ��Changed from MAY to MUST


�PAGE \# "'Page: '#'�'"  ��Needs to be expressed that “deactivation of SLT” in this requirement does not imply that the propagation of the SLT Trace Token is deactivated. These are two separate things.


�PAGE \# "'Page: '#'�'"  ��Revised to align wit the changes


�PAGE \# "'Page: '#'�'"  ��Why do we need to delete this one?





NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 13)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20040917]

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 13 (of 13)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20040917]

