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1 Reason for Contribution

OMA MEM sent a liaison to IETF Lemonade that pointed to a draft version of the Mobile e-mail RD (OMA-RD-MobileEmail-V1_0-20050614-D). Lemonade replied in OMA-MEM-2005-0020-ILS-regarding-MWG-MEM-RD. This liaison was presented at the MEM interim meeting in Paris.

2 Summary of Contribution

This contribution presents a few issues discussed in OMA-MEM-2005-0020-ILS-regarding-MWG-MEM-RD or when OMA-MEM-2005-0020-ILS-regarding-MWG-MEM-RD was disposed by MEM that we believe may not yet have been addressed as part of the disposition of the RDRR / Formal review comments received so far on the mobile e-mail RD. 
3 Detailed Proposal
3.1 End-to-end
3.1.1 Comments

Lemonade WG suggested that we make sure that the use of end to end be carefully defined and consistent throughout the RD. They understand it as between the client and e-mails server, while in IETF terminology it would be client to client. Therefore they recommend that this be clearly identified throughout the text to avoid confusion. A proposed update terminology would be: “a secure connection from the client to the server”.

3.1.2 Proposed disposition

WG should assign an AI on Editor to check.

3.2 SEC-1 etc

3.2.1 Comments
Lemonade WG suggests possibly detailing what is expected by confidentiality and integrity. Does it imply to require messages to be signed or encrypted at the sending endpoint and verified or decrypted at the receiving endpoint?

3.2.2 Proposed disposition

It should be noted that these are ways to achieve integrity and confidentiality; therefore typically material outside the scope of an RD. We could therefore not further qualify. If we wanted we may also add a note below the table that provides items above as examples.
3.3 ADMIN-2
3.3.1 Comments
Lemonade WG suggest clarifying if across clients implies multiple parallel, sequential or both usage of clients to access mail boxes.

3.3.2 Proposed disposition

Qualify the text of ADMIN-2 state across clients “that may be used sequentially or in parallel”.
3.4 USAB-1
3.4.1 Comments

The Lemonade WG suggests that requirements on implementations to optimize for wireless environments may be appropriate.
3.4.2 Proposed disposition

RDs are not about implementations. We should either ignore or state that enabler MUST support optimizations for wireless environments.

3.5 USAB-21 (and 23)
3.5.1 Comments

Discussions in Paris pointed out that we should qualify that this does not imply full download of any part to the client (e.g. not the whole address field).

3.5.2 Proposed disposition

Qualify a partially downloaded e-mail as a partially downloaded (any part of the e-mail) e-mail.
Apply same to USAB-23.
3.6 USAB-22 (and 25)
3.6.1 Comments

Discussions in Paris pointed out in addition to previous observation that when replying we should be able to minimize amount of information sent to server.

3.6.2 Proposed disposition

Qualify a partially downloaded e-mail as a partially downloaded (any part of the e-mail) e-mail 

Add text at the end: “… while minimizing the amount of data to be sent to the server (e.g. sending the differences)”.
Apply same to USAB-25.

3.7 USAB-26

3.7.1 Comments

Discussions in Paris pointed out that it is not clear if this means uploading differences to server. If it is, we should qualify in requirements. It was assumed that it is the case considering the other requirements.

3.7.2 Proposed disposition

Add at the end “and minimize the amount of data to send to the server”.
3.8 IOP-10

3.8.1 Comments

Discussions in Paris pointed out that IOP-10 is confusing and should be re-phrased. It was agreed that the explanation given in Paris should rather be the basis for the requirement. It was suggested not to mention DS explicitly as it would require DS changes also and might be understood as implying that DS would not be the mobile e-mail enabler protocol. This was not the gist of the requirement, hence the need to re-phrase.
3.8.2 Proposed disposition

We propose rephrasing the requirement (to be updated by any other re-phrasing agreed as part of RDRR disposition) as:
“

The mobile e-mail enabler MUST allow the e-mail repository on the mobile client to be synchronized with the appropriate backend server through multiple ways:

· Sometimes via the OMA Mobile e-mail enabler specifications (between client and server)
· Sometimes via a synchronization protocol between the client and another client, that can itself be
· Connected to the server
· Previously synchronized with the server and later resynchronized with the server (three way synchronization)

“
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that the breakout considers this feedback from the Lemonade WG and the following MEM discussions. 

We recommend agreeing to the proposed disposition
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