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1 Reason for Contribution

This contribution provides the comments for the review of the CBCS V1.0 RD
2 Summary of Contribution

See above.
3 Detailed Proposal

	ID
	Open Date
	Edit
	Section
	Description
	Status

	
	
	
	3.2
	Source: Telcordia

Form: INP doc

Definition of “Categorization-Based Content Screening User”, reads “The person or the entity, using a device, whose content is subject to categorization based content screening”.  In that sentence “whose content” may be construed as content generated by the user.  Would “The person or the entity, using a device, whose receivable or transmitted content is subject to categorization based content screening” be better?
	Status: OPEN

<provide response>

	
	
	
	6.1
	Source: Telcordia

Form: INP doc

FUNC-06 says “The CBCS Enabler SHOULD be able to generate or retrieve content screening criteria”. Not sure what content screening criteria generation means.  
	Status: OPEN

<provide response>

	
	
	
	6.1
	Source: Telcordia

Form: INP doc

FUNC-08 says “The CBCS Enabler SHALL provide the CBCS Service Provider the ability to create, modify or delete screening rules or delegate any kind of permissions associated with screening rules to authorized principal(s)”.  Any kind of permissions seems rather broadly worded.  Would the following be better? “The CBCS Enabler SHALL provide the CBCS Service Provider the ability to create, modify or delete screening rules or delegate such permissions associated with screening rules to authorized principal(s) “
	Status: OPEN

<provide response>

	
	
	
	5.5.1
	Source: Telcordia

Form: INP doc

The use of the defined term content scanning in section 5.5.1 seems inconsistent with its definition.  Content scanning in 5.5.1 attempts to find malicious code rather than “determining the category of the content”.
	Status: OPEN

<provide response>

	
	
	
	6.1
	Source: Telcordia

Form: INP doc

Content scanning in FUNC-17: “The CBCS Enabler MUST offer the Content Scanning as a subscription-based service” appears to have two uses: 1) as defined in section 3.2 and as used in section 5.5.1.  Consistency of this requirement must be verified given the two uses of ‘content scanning’
	Status: OPEN

<provide response>

	
	
	
	
	Source: Telcordia

Form: INP doc

IOP-03 reads “The CBCS Enabler MUST be independent of the enablers or protocols used to deliver the content”. I found a definition for independent and it reads “free from external control and constraint”. I assume that the intent of IOP-03 is to convey that the CBCS enabler must not modify enablers or protocols.  In that case, would “Enablers or protocols used to deliver the content MUST NOT be altered by the CBCS enabler” be better?

If that is the intention, then that leads me to the following concern: I had understood CBCS also to take into account pre-categorized content.  The above requirement could prevent that the pre-categorization information is delivered using the content delivery enabler or content delivery protocol.
	Status: OPEN

<provide response>

	
	
	
	
	Source: Telcordia

Form: INP doc

SYS-01 (“The CBCS Enabler SHALL be agnostic to the content delivery protocol or enabler.”) appears to conflict with a requirements such as FUNC-11 and 15.  In FUNC-11 is stipulated that for certain enablers or protocols particular screening actions (e.g. informing the user using HTML that the explicitly requested content was found inappropriate) are applicable.  Conversely, these actions may not be applicable (if an inappropriate SMS is intercepted, it may be dropped silently) to other protocols/-enablers.  Hence, the CBCS enabler MAY be agnostic to the content delivery protocol or enabler.
	Status: OPEN

<provide response>


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss the review comments in the next possible REQ/ REQ-CBCS meeting for resolution.
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