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1 Overview

The OMA Requirements Working Group would like to thank the ETSI HF for the request of clarifications, indicating a fruitful collaboration.

The OMA Requirements Working Group have analysed the requests received in conjunction with OMA Architecture Working Group
 and the result is enclosed in section 2.

2 Proposal

 OMA Requirements WG and OMA Architecture WG have reviewed the ETSI HF Liaison Statement, and have arrived to the following conclusions:
· The ETSI TF activity seems to focus on creating an end-to-end service/system (referred to as architectural framework) for access, use and management of User Profile data. The focus seems to be both on end-to-end aspects, as well as on personal usability.
· OMA focus is mainly on granular enablers, and it is not on creating end-to-end services/systems, nor on end-user usability aspects (e.g. User Interfaces) since such standardization runs contrary to the OMA desire to allow vendors and operators to differentiate themselves. Indeed, OMA believes that the granular enablers it specifies can be used by operators and vendors to create such differentiated end-to-end services/systems. In addition, OMA specified enablers indicate whether the use of other enablers represent a dependency for a newly developed enabler. The review of the documents indicated in the ETSI HF liaison recognized many functionalities already specified or in course of being specified by OMA. The following is a non-exhaustive list of OMA enablers that seem to be relevant to the ETSI HF activity:
· OMA XML Document Management (XDM)
· OMA Presence
· OMA Location
· OMA Policy Evaluation, Execution and Management
· OMA Global Permissions Management
· OMA Device Management
· OMA Device Profile Evolution
· OMA Dynamic Content Delivery
· Parlay/OSA Profile
· General Service Subscription Management (GSSM)
· Service User Profile Management (ServUserProf)
In particular, OMA ServUserProf is an enabler currently being developed in OMA (the requirements are currently under review), with the intent of specifying a common logical data model and unified point of access for management (create, view, modify, delete) of Personal and Contextual User data, in support of Service Customization. ServUserProf enabler may be dependent on other OMA enablers (e.g. some of those listed above), but the focus of the enabler will be to define an interface and a data model that can be exposed in a common way to applications/services to allow customization and personalization of their service logic.
OMA recognizes as value for the entire industry to avoid creating overlapping User Profile Information related enabler standards. As OMA has already commenced creating granular enabler specifications in this area (as detailed above), OMA kindly recommends that such standardization work continues through OMA specification efforts so that it lead to a converged single specification for the industry.
3 Requested Action(s)

OMA kindly requests ETSI HF to take into consideration the information given in section 2 and to continue on seeking any possibility of reusing the OMA technology where appropriate, rather than creating overlapping specifications.

4 Conclusion

OMA thanks ETSI HF for the continuous support and collaboration in the development of valuable specifications to the market.










� If the “Confidential LS” box is selected, this liaison statement is intended to be Confidential per agreement by OMA and the addressed organization. Neither side should make this communication available to non-members.


� Please note that recently OMA Security Working Group has been moved inside OMA Architecture Working Group as AHG (Ad-Hoc Group).
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