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1 Reason for Change

Gap analysis is an important part of MSN white paper. This contribution try to focus on identity features gap analysis.
R01: Do some changes about the wording to make it clearer.
R02 edited online during the Honolulu meeting
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

<provide a description of the intended actions to be taken by the group>

6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

8.1Gap Analysis
<< Create a table listing all the main identified SN features, and the corresponding technologies available, either from OMA or from the ‘web’ paradigm (the ones cited in section 5.2.1), and some “brief” comment on a specific recommendation (e.g. use OMA enabler x as is, make OMA enabler evolve to add standard X support, create OMA MSN enabler endorsing standard Y to support these features, etc)

The recommendation section can gather such specific recommendations into high-level indications.

DELETE THIS COMMENT >>
Below is a summary of functionalities related to MSN for which available technologies are identified, also reflecting relevant OMA-enablers and possible recommendations.

For each feature, a short explanation is further provided to illustrate concretely the current situation within the OMA and provide recommendation.

	Feature
	Most relevant OMA enablers or initiatives
	Other most relevant initiatives
	Recommendation

	Identity
	-
	OpenID, WebFinger
	Adopt MSISDN or user@domain as primary identity; reuse OpenID and WebFinger as basis to support one identity for Federated SNs.

	Profile
	
	
	

	Privacy
	
	
	

	Relationships
	
	
	

	Content sharing
	
	
	

	Activities
	
	
	

	Follow-up actions
	
	
	

	Private messages
	
	
	

	Groups
	
	
	

	Search
	
	
	

	Client Web API
	
	
	

	Data Portability
	
	
	


<< Note: need to understand how to address “underlying”/facility features such as identity/profile discovery, push notifications, etc that may be used transversally. Should we add a similar table with ‘non-functional aspects’?
DELETE THIS COMMENT >>
8.1.1 Identity



A user only needs one account for Federated social networks, and it could be used to interact with other social networks. OpenID can support this mechanism, while URL format is not good readable for a user. How to enable unified identity by supporting multiple human readable identity format (e.g. email, telephone number, user name) need further study. 

User identity in the OMA has various meanings, representations & formats depending on the enablers and in some cases on the underlying infrastructure they build upon (e.g. SIP-based OMA enablers). Over the last years, a consistent approach has been undertaken to rationalize user addressing throughout OMA enablers, which has resulted in leveraging both email-base formats (user@domain) and user international phone numbers. Whenever useful, URL schemes are used for representation of these formats.
In the context of Internet-based services, many types of networks (email, SIP, XMPP & many current Social networks) rely on the user@domain format for its wide use and understanding amongst users, besides its easy addressability, resolution & routing. The approach of addressing users per username only (without the domain part) is decaying rapidly.
It is therefore recommended to adopt MSISDN or user@domain (where the “user” part may be alphanumeric or the MSISDN) as primary user identification format. The user@domain format can further easily be integrated with the WebFinger [WEBFINGER] profile discovery protocol. Other types of user identities (e.g. OpenID) may be associated with that identity as part of the user profile and possibly used as search criteria for user lookup. 
8.1.2 Profile
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