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1 Reason for Change

Gap analysis is an important part of MSN white paper. This contribution tries to focus on private message gap analysis.
R01：editorial changes in line during Mar 8th CC.
R02:  make clear about which part of SN architecture can be addressed by some existing technology. Such as: OMA PUSH only can be used between server and client.

 HTTP POST method is too gerneral, the private message should depend on some purticular technology over HTTP.
R03: edited online during 20110315 call
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group discuss and accept the proposed changes.
6 Detailed Change Proposal

Change 1:  Add the recommedation into gap analysis table
8.1Gap Analysis
Below is a summary of functionalities related to MSN for which available technologies are identified, also reflecting relevant OMA-enablers and possible recommendations.

For each feature, a short explanation is further provided to illustrate concretely the current situation within the OMA and provide recommendation.

	Feature
	Most relevant OMA enablers or initiatives
	Other most relevant initiatives
	Recommendation

	Identity
	-
	OpenID, WebFinger
	Adopt MSISDN or user@domain as primary identity; reuse OpenID and WebFinger as basis to support one identity for Federated SNs.

	Profile
	CAB, Profile XDM, SUPM
	XRD, WebFinger, HCard, FOAF, POCO, OpenSocial, OpenID
	WebFinger can be used to discovery the type of user profile.

XML based initiatives like FOAF are recommended data format for Mobile Social Networks.

OMA-CAB can be used for profile, however, it needs to be evolved to support SNS features like relationships

	Privacy
	Privacy Requirements for Mobile Services, Autho4API  
	IETF OAuth v2.0
	Consider IETF OAuth v2.0 and OMA Autho4API Work Item

	Relationships
	
	
	

	Content sharing
	CMI
	AtomPub,

OASIS CMIS,

OExchange
	Consider use of AtomPub for content sharing & ActivityStream for referencing

Consider OExchange for sharing from external sites with MSN

	Activities
	OMA Push (notifications)
	ActivityStreams

AtomPub

XMPP

PubSubHubbub
	Consider use of ActivityStreams for representation & AtomPub for publication

Consider use of OMA Push for push notifications

	Follow-up actions
	
	
	

	Private messages
	OMA PUSH, SIMPLE IM, CPM
	AtomPub, Salmon, IETF XMPP
	Consider use AtomPub or Salmonfor one-shot message and OMA PUSH for message delivery.

Consider use MSRP or XMPP for conversation message.

	Groups
	
	
	

	Search
	MSF, Profile XDM, Group XDM, CAB, CMI
	
	Use MSF as basis for overall search.

Allow for back-end interconnection with specific OMA enablers for vertical search functionality

	Client Web API
	
	
	

	Data Portability
	OMA CAB
	AtomPub, ActivityStreams, FOAF, OpenSocial, SIOC 
	Consider use of AtomPub for data portablity between SNs.

Use OpenSocial API to provide data for applications.


<< Note: need to understand how to address “underlying”/facility features such as identity/profile discovery, push notifications, etc that may be used transversally. Should we add a similar table with ‘non-functional aspects’?
DELETE THIS COMMENT >>
Change 2:  Add detail gap analysis for Data Portability
8.1.8 Private messages
Private Messaging is a way to communicate with other members inside social networks. It enables to send messages privately between members, and is somehow similar to e-mail service. Private messages cannot be read by any other member except by the person it was sent to. As such,private messages are always only available for registered users. From the conversation perspective, we can classify the private messages into two kinds of messages: one-shot messages and conversation messages. One-shot messages refer to  messages sent to another user not related to a conversation session. On the other side, conversation messages enable users to exchange messages in a conversation session. 
From the domain perspective, private messages can be classified into intra-domain message and cross-domain message:
· Intra-domain private messages: here refer to send a private message to another registered user in the same social network. Although it could use any format and methods depending on the social network specific deployment, it could benefit from a standard approach to allow interoperability between client and server on the same SN. 
· Cross-domain messages: refer to send private message to a user on another social network. For this type of interaction, standard cross domain protocols are to be used to enable interworking. 
Different technologies may be used for one-shot messages and conversation messages:
· One-shot message: HTTP POST method is an easy way to realize this based on existing IP connection. A format like XML can facilitate different SNs when parsing the message. Between client and server or between servers, one-shot message can be considered by posting a message in the receiver’s inbox over AtomPub. The use of Salmon needs to be investigated both for client-server and server-to-server communication. It is also possible to use other social network APIs such as Opensocial API for one-shot message. Opensocial java script API defines local API that can be exposed by SN Client. Opensocial REST API is possible to be used for server-to-server or server-to-application. OMA PUSH [OMAPUSH] can enable message delivery to the receiving user via various communication methods or protocols from server to client to complete the overall delivery of the message between sender and receiver. Even if the user is not a subscriber of the social network, it is also possible to push a message through short message to that user’s client using OMA PUSH. 
· Conversation message: The IETF Extensible Messaging and Presence Protocol (XMPP) is an open technology for real-time communication, which covers a wide range of applications including instant messaging, presence, multi-party chat, voice and video calls, collaboration, lightweight middleware, content syndication, and generalized routing of XML data. Unlike most instant messaging protocols, XMPP uses an open systems approach of development and application, by which anyone may implement an XMPP service and interoperate with other organizations' implementations. Alternatively, IETF MSRP [RFC4975] (Message Session Relay Protocol) is a protocol for transmitting a series of related instant messages in the context of a session, and it is the basic protocol can be used for conversation message. OMA SIMPLE IM [OMA-SIMPLE-IM] is a set of capabilities allowing exchange of instant messages between users in near real-time, it based on the IETF SIP protocol with SIMPLE extensions. OMA CPM [OMACPM] is the Converged IP Messaging and provides the convergence of multi-media communication services while leveraging standardized service functionalities from existing OMA communication enablers like OMA SIMPLE IM or OMA POC. IETF SIMPLE, OMA SIMPLE IM and OMA CPM are all based on SIP technology. 
The use of protocols based on IETF SIP may introduce a level of complexity for MSN scenarios, and are to be evaluated it it might be appropriate.

According to previous analysis, it is recommended to:

· For one-shot message, consider private messages using AtomPub or Salmon between OMA-compliant SNs and between the MSN Client and the OMA-compliant SN. Further consider OMA PUSH for delivery of the message from OMA-compliant SN to MSN Client. 

· For conversation message: IETF XMPP and MSRP, and protocols specified in OMA SIMPLE IM and OMA CPM are potential candidate protocols for cross-domain messages, i.e. between OMA-compliant SNs. It is for further study if it can be suitable  conversation message between clients and the OMA-compliant SN.
· Security mechanisms are to be taken into account to keep messages private and preserve integrity, especially across SN domains.
Change 3:  Add related references into section 2
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