[image: image6.jpg]«“+OMa

Open Mobile Alliance




OMA-IOP-Process-V1_1-20031030-D
Page 40  V(40)


	OMA Interoperability Policy and Process

Draft Version 1.1 – 30 Oct 2003

	

	Open Mobile Alliance

OMA-IOP-Process-V1_1-20031030-D

	


Use of this document is subject to all of the terms and conditions of the Use Agreement located at http://www.openmobilealliance.org/UseAgreement.html.

Unless this document is clearly designated as an approved specification, this document is a work in process, is not an approved Open Mobile Alliance™ specification, and is subject to revision or removal without notice.

You may use this document or any part of the document for internal or educational purposes only, provided you do not modify, edit or take out of context the information in this document in any manner.  Information contained in this document may be used, at your sole risk, for any purposes.  You may not use this document in any other manner without the prior written permission of the Open Mobile Alliance.  The Open Mobile Alliance authorizes you to copy this document, provided that you retain all copyright and other proprietary notices contained in the original materials on any copies of the materials and that you comply strictly with these terms.  This copyright permission does not constitute an endorsement of the products or services.  The Open Mobile Alliance assumes no responsibility for errors or omissions in this document.

Each Open Mobile Alliance member has agreed to use reasonable endeavors to inform the Open Mobile Alliance in a timely manner of Essential IPR as it becomes aware that the Essential IPR is related to the prepared or published specification.  However, the members do not have an obligation to conduct IPR searches.  The declared Essential IPR is publicly available to members and non-members of the Open Mobile Alliance and may be found on the “OMA IPR Declarations” list at http://www.openmobilealliance.org/ipr.html.  The Open Mobile Alliance has not conducted an independent IPR review of this document and the information contained herein, and makes no representations or warranties regarding third party IPR, including without limitation patents, copyrights or trade secret rights.  This document may contain inventions for which you must obtain licenses from third parties before making, using or selling the inventions.  Defined terms above are set forth in the schedule to the Open Mobile Alliance Application Form.

NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

© 2003 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms set forth above.

Contents

51.
Scope

2.
References
6
2.1
Normative References
6
2.2
Informative References
6
3.
Terminology and Conventions
7
3.1
Conventions
7
3.2
Definitions
7
3.3
Abbreviations
7
4.
Introduction
9
4.1
Ownership
9
4.2
Errata
9
4.3
Comments
9
5.
Interoperability Testing Principles
10
6.
Interoperability Testing Purpose
11
7.
Enabler Interoperability Development
12
7.1
Enabler Test Documentation
12
7.2
Initiating new activity
14
7.3
Enabler Test Plan
14
7.4
Financial Review
14
7.5
Consistency Review
14
7.6
Candidate Approval
14
7.7
Task Transfer to IOP
15
7.8
Test Case Development
15
7.9
Interoperability Test Case Review
16
7.10
Test Tool Development
16
7.10.1
Evaluation of Test Tools
17
8.
Enabler Validation and Testing
18
8.1
Determining Program launch
18
8.2
EICS Submission
19
8.3
Conformance testing
19
8.4
Interoperability testing
19
8.4.1
Entry Criteria for OMA Test Methods
20
8.4.2
Test Fest
20
8.4.3
Vendor Bi-lateral testing
22
8.4.4
OMA Approved Test Houses
23
8.4.5
Enabler IOP Program Exit Criteria
24
9.
Multi-enabler Interoperability development
25
10.
Multi-enabler Interoperability validation and testing
26
11.
Enabler Interoperability Reporting
27
11.1
Product Test Report
27
11.2
Enabler Test Report
27
11.3
Enabler IOP Report
28
12.
Enabler Release Approval Criteria
29
13.
Product Declaration
30
14.
Issue Resolution
31
14.1
Problem Reports
31
14.1.1
Rules for Problem Reports
31
14.1.2
Required Problem Report content
32
14.2
Appeals Process
32
Appendix A.
Specification of Conformance Requirements
33
A.1
Defining Conformance Requirements
33
A.1.1
Static Conformance Requirements (SCR)
33
A.1.2
Implementation Conformance Statement (ICS)
33
A.1.3
SCR Rules
34
A.1.4
Dependency Grammar
34
A.1.5
SpecScrName
35
A.1.6
FeatureType
35
A.1.7
GroupType
35
A.2
Example Usage
35
Appendix B.
Test Fest Preparation Guidelines
37
Appendix C.
Change History (Informative)
40
C.1
Approved Version History
40
C.2
Draft/Candidate Version <current version> History
40


Figures

11Figure 1 - Enabler Interoperability Development (part 1)


14Figure 2 - Enabler Interoperability Development (part 2)


17Figure 3 - Enabler Interoperability Validation


20Figure 4 - Test Fest Preparation and Operation


22Figure 5 - Bilateral Testing Preparation and Operation




Tables

6Table 1 - Abbreviations


19Table 2 - Entry Criteria for OMA Interoperability Program




1. Scope

The scope of this specification is to define the Interoperability processes, policies and principles for OMA.

The principles, policies and processes described in this specification apply to OMA Interoperability Program across all OMA Enabler Release testing activities.

The Interoperability activities in OMA shall provide for the verification of technologies in products against the technical specification requirements, with global recognition and acceptance of results, and aims to avoid multiple testing structures and to achieve cost efficiencies.

The interoperability testing shall not cover commercial, quality or performance aspects of any devices beyond any requirements present in the technical specifications. Any such testing shall remain a part of the commercial agreement between the customer and the vendor. New test requirements and test cases may be incorporated only after an Enabler Release specification has been published and the associated tests have been validated. 

It is intended that the OMA Interoperability Program will evolve as the OMA Enabler Releases evolve and will be extended and modified to encompass future technologies as determined by OMA.

OMA Interoperability Process is described as a stand-alone process, but is very closely linked at many points to the OMA Workflow Process [OMAPROC] and to OMA Release Handling Process [OMAREL].

The figures describing the OMA IOP Process flow in the following sections have numbered labels in reference to OMA work flow stages as described in [OMAPROC].

2. References

2.1 Normative References

	[ISO9646]
	“Conformance testing methodology and framework”. The International Organization for Standardization, ISO/IEC 9646. URL:http://www.iso.ch/

	[OMADICT]
	“Dictionary for OMA Specifications”. Open Mobile Alliance™.
OMA-Dictionary-V1_0. URL:http://www.openmobilealliance.org/ 

	[OMAPROC]
	“OMA Organization and Processes”, Open Mobile Alliance™.
OMA-Process-V1_1. URL:http://www.openmobilealliance.org/ 

	[OMAREL]
	“OMA Release Handling Process”, Open Mobile Alliance™.
OMA-ReleaseHandling-V1_0. URL:http://www.openmobilealliance.org/ 

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
November 1997. URL:http://www.ietf.org/rfc/rfc2234.txt


2.2 Informative References

	None.
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

Conformance
Adherence to the normative requirements described in the appropriate technical specifications (according to the intent of the specification authoring body)

Device
Product that has an implementation of an OMA enabler, i.e. a Client or a Server
Enabler IOP Report
A document prepared by IOP WG to propose that the Technical Plenary would move an enabler to Approved status
Enabler Test Program
Test activity to execute testing for an OMA Enabler
Enabler Test Report
A document that contains enabler-specific observations from an OMA test event
Interoperability
The ability of the elements (product, content, bearers) of a service chain to provide a consistent, predefined service to meet a specific expectance criteria

IOP Process
A process that defines the framework and model how OMA delivers quality specifications and helps in delivering interoperable products
IOP Program
A managed collection of activities used to improve the quality of OMA Enabler Release specifications and devices deploying implementations of them.
Product Test Report
A document that contains detailed test information, owned by the product vendor
Quality Qualified
A qualification of an organization that can show evidence of an ISO9000 series or an equivalent quality standard. Used primarily as a qualification criteria for Test Houses and vendors using bi-lateral testing.
Technical Working Group
A working group or sub-group creating normative specifications
Test Case
A description of an operation and its expected result to verify a function of OMA Enabler
Test Fest
A multilateral test event for testing interoperability
Test House
An OMA approved third party that is responsible for execution of OMA test suites and reporting of test results according to OMA Interoperability Process.
Test Plan
A document that specifies the objectives, resources and schedule for a series of tests
Test Requirement
A feature or functionality that requires testing
Test Responsible
Someone who is responsible for the logistics and the reporting of the test activities
Test Specification
A documment that defines the goals, resources, step-by-step procedures and pass/fail criteria
Test Suite
A collection of Test Cases with a particular scope and aim and which is considered to be independent in its scope.
Test Tool
A tool that executes predefined test cases and analyses the results
3.3 Abbreviations

Table 1 - Abbreviations
	AD
	Architecture Document

	BNF
	Backus Naur Form

	BoD
	Board of Directors

	DC
	Drafting Committee

	DUT
	Device Under Test

	EICS
	Enabler Implementation Conformance Statement

	EIR
	Enabler Interoperability Report

	ETR
	Enabler Test Requirement

	ETS
	Enabler Test Specification 

	GCF
	GSM Global Certification Forum

	IOP
	Interoperability

	ISO
	International Organisation for Standardisation

	NDA
	Non-disclosure Agreement

	OMA
	Open Mobile Alliance

	PR
	Problem Report

	RD
	Requirement Document

	RFC
	Request for Comments

	SCR
	Static Conformance Requirement

	TWG
	Technical Working Group

	UMTS
	Universal Mobile Telecommunications System


4. Introduction

This document is focused on establishing a common framework and understanding of the OMA Interoperability processes and its elements that will be used for interoperability testing of OMA Enabler Releases as well as of products based on OMA Enabler Releases.

This specification establishes procedures for both interoperability testing of the OMA Enabler Releases and commercial products or software.

The overall testing effort for interoperability requires the existence of agreed and approved interoperability test suites. This need is addressed by IOP WG effort for all of the respective OMA Enabler Releases.

The guidelines provided to IOP WG regarding the interoperability test suites is to focus on interoperability aspects present in OMA Enabler Release specifications and in actual implementations to come out to the market. The scope and aims of testing will be restricted to cover only the issues defined in OMA Enabler specifications.

A goal of IOP WG is to ensure interoperability of end-user services based on OMA Enabler Releases, and to this end IOP WG will work to cover also the testing aspects of integrating multiple technologies into a service within the scope defined previously.

4.1 Ownership

The IOP Process is owned and maintained by the OMA Interoperability Working Group and approved by the OMA Technical Plenary. The role and responsibilities of the Interoperability Working Group is outlined in the charter of the group and in the OMA Technical Activities Work Process document [OMAPROC].

4.2 Errata

Known problems associated with this document are published at http://www.openmobilealliance.org/
4.3 Comments

Comments regarding this document can be submitted to the OMA Interoperability Working Group by use of the committee’s mailing address  which is available at http://www.openmobilealliance.org/.

5. Interoperability Testing Principles

This section is informative.

Interoperability is key to the success of services launched based on the standards defined by the Open Mobile Alliance and has been recognized by both operators and vendors who will deploy and develop these technologies. In order to accomplish the goal of achieving interoperability it is imperative that the following principles be agreed as the basis for the creation of the interoperability policy and process:

1. Scalable: The process should allow for scalability considering the following:

· The number of specifications (enablers).

· The frequency and geographic availability of testing.

· The number of products brought to these events (physically or virtually).

2. Streamlined: Given that proving interoperability is going to be desirable for introduction of products into the market, it is essential that the OMA IOP Process be not such that it leads to any unnecessary delays. It is preferable that testing opportunities are available without ties to fixed schedule or geographical location.

3. Repeatable: The OMA IOP process should be standardized and the applicable tests should defined to be consistent for all parties participating in interoperability testing under OMA so that it is possible to repeat the same tests whenever necessary.

4. Flexible: Allow for vendors to use multiple, alternative methods for official testing of OMA Enabler Releases:

· Test Fests (physical or virtual participation)

· Testing in a commercial test house

· Bilateral testing between vendors

5. Confidential: Product test results should be held under strict confidentiality. Vendors should be comfortable in bringing their products to any test events, without fear of confidential information being released to competitors or to the industry.

6. Financially Sustainable: OMA has limited finances at its disposal. In order for the OMA IOP program to be successful it is therefore imperative that the IOP process can be put in place without requiring significant portion of the work to be delegated to entities outside of OMA or require a small subset of member companies to share a significant share of the costs.

6. Interoperability Testing Purpose

This section is informative.

In line with the principles of OMA, it is assumed that the application/service is transparent to the underlying bearer service. It is also assumed that the underlying technologies have been adequately verified outside OMA IOP Process (for example, GCF testing for UMTS or interoperability testing between vendors). The OMA IOP Process provides for the verification of interoperability of OMA Enabler Releases.

Providing means for achieving interoperability in OMA Enabler Releases paves the way for the eventual goal, reaching true interoperability in the real world, delivering the service-level, end-to-end application interoperability. The high-level phasing of OMA includes interoperability as one of the key elements in progressing the market-driven work items towards completion while retaining high quality.

The input from the market perspective will also be a key driver for inclusion of new tests into OMA IOP program. Real coverage of the IOP Program & test development efforts will be guided based on identified market needs and focus.

Criteria of success for the IOP Program of OMA is that an implementation that has successfully passed the tests is unlikely to cause interoperability problems in everyday use of that Enabler Release technology.

Since the interoperability of an OMA enabler service may be dependent on implementation details that may not be addressed within the OMA Enabler specification, it is essential to include testing for the end-to-end services perspective and to feed back the results to the relevant OMA technical working group (TWG), according to the PR and Change Request process, or to any other responsible standardization body for further improvement of the corresponding technical specification.

It is also important to acknowledge the impact of integrating multiple OMA Enabler Releases in to a complete service deployment as defined by OMA, and to be able to test different combinations and configurations of Enablers for a service within the scope of the IOP Process.

7. Enabler Interoperability Development

The ownership of the activity to develop the needed specification validation and testing capability for each OMA Work Items and Enabler Release lies with IOP WG.
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Figure 1 - Enabler Interoperability Development (part 1)

7.1 Enabler Test Documentation

The development of the Enabler test documentation for each OMA Enabler Release SHOULD be parallel to the actual specification writing activity.

With these documents completed for the Work Item, the preparation for validation of the Enabler SHOULD begin in order to keep it from becoming the bottleneck phase of the high-level process of OMA. Throughout the process, the technical expertise of the TWG will be utilized to complete the development of Enabler-specific interoperability test documentation.

In order to accurately and consistently capture the test requirements and strategy for each OMA Enabler Release, IOP WG will use of the following types of documents:

Enabler Test Requirements (ETR)

The ETR is a document created and maintained by TWG responsible for the technical specifications for the Enabler under consideration.

The ETR SHALL cover at least those requirements documented in the RD & AD in addition to any other items TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.

It SHOULD also include prioritisation guidance for testing from TWG perspective. Prioritisation SHALL be applied with mandatory features and functionality being allocated higher priority.

A template for ETR is available at http://www.openmobilealliance.org/.

Enabler Test Plan (ETP)

The ETP is a document created and maintained by IOP WG.

The ETP SHALL define test strategy and test methodologies for meeting the requirements in the associated ETR and recommendations on mapping the OMA IOP Process for the Enabler under consideration.

The ETP SHALL include a definition of scope for testing of the Enabler including Interoperability testing details, re-prioritisations if identified and a preliminary proposal on the high-level requirements for a test tool for the Enabler.

In addition to the above, the ETP will be used to identify the financial and legal requirements and communicate with the BoD IOP Steering Committee so that the interoperability efforts can continue without additional delays.

The ETP document SHALL contain only that which can be referred in general terms to ETR.

In the situation that IOP WG or TWG does not see value in including a particular Enabler Release into OMA IOP Program, it will be described with details in the ETP.

A template for ETP is available at http://www.openmobilealliance.org.

Enabler Test Specification (ETS)

The ETS is a document created and maintained by IOP WG.

The ETS SHALL define the test cases for the Enabler in question, including the methodology to test, expected inputs and outputs, responses and behaviour for each specified test.

The ETS SHALL include references to any test tools to be developed to be able to execute the defined test cases.

The ETS document SHALL contain nothing that cannot be referred in general terms to ETR and ETP.

A template for ETS is available at http://www.openmobilealliance.org/.

Enabler Implementation Conformance Statement (EICS)

The EICS is a document that captures the conformance requirement structure of an OMA Enabler Release and can be used to describe an implementation against that structure according to rules specified in Appendix A.

EICS will be used to determine which implementations can be matched against each other for testing.

7.2 Initiating new activity

The activity for any new Work Item from OMA Technical Plenary SHALL be initiated when TWG contacts IOP WG regarding Enabler Test Requirement document and test planning. This SHOULD happen as soon as possible, but no sooner than stage 10.1 as described in [OMAPROC].

IOP WG SHALL review ETR to ensure that it contains sufficient information to start planning the testing for the Work Item.

In order to ensure the progress and quality of test development in OMA, IOP WG and TWG responsible for the Work Item will work closely together during the Enabler Interoperability development phase.

7.3 Enabler Test Plan

The ETP will be produced by the TWG or IOP WG or jointly based on agreement between both groups.

The ETP review SHALL be organised by the IOP WG. The participants of the review SHALL consist of representatives from the TWG but it is also open to all members and representatives of other working groups.

The review goal is to ensure that it meets the requirements specified in the ETR and represents a valid technical strategy for testing the functionality of the Enabler.

ETP is described in more detail in section 7.1.

7.4 Financial Review

When ETP is complete and reviewed by TWG, IOP WG will present the document to Board of Directors IOP Steering Committee.

The IOP Steering Committee SHALL review the plan and will approve it from a financial and contractual perspective within the IOP budget OMA has planned and has available.

If approval to proceed can’t be given, proposed prioritisation should be followed in selecting focus areas. The BoD IOP steering committee SHOULD provide justification to the decision, since it invalidates the scope of the ETP.

7.5 Consistency Review

Availability of completed ETR is required for the Consistency Review according to Stage 11.1 as described in [OMAPROC].

7.6 Candidate Approval

After Technical Plenary has approved the content of the Candidate Enabler Release, the Interoperability process will continue to its next phase.
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Figure 2 - Enabler Interoperability Development (part 2)

7.7 Task Transfer to IOP

This activity corresponds to stage 15 as described by [OMAPROC].

IOP WG will assess the need for validation of a new Candidate Enabler and will make a recommendation to the Technical Planery either to validate the Candidate Enabler Release or let it proceed directly to Approved status when the nature of the Enabler Release is not requiring any validation, due to either budgetary, scheduling or technical reasons.

The responsibility for the Enabler Release is only transferred to IOP WG if it has been previously determined that Enabler IOP is required.

7.8 Test Case Development

This activity corresponds to stage 16 as described by [OMAPROC].

Test cases for Enabler Release specifications will be included in the ETS.

Test case structure is described in more detail in the ETS template according to section 7.1.

The IOP WG SHOULD develop the test cases for the ETS in close cooperation with TWG.

If decision is taken for OMA to use other means for developing test cases, e.g. subcontracting to a 3rd party developer, then this should be specified in the ETP and be accepted by the BoD IOP steering committee that this development is funded by OMA.

If any executable test code is needed to perform the test cases, e.g. an xHTML page, it SHOULD be developed to guarantee usability of the test cases in ETS.

The executable test code files should be stored on the IOP WG web site, and named according to specific test case identifier.
There are different options for the work to be completed:

Development within OMA: This option can be taken if the executable code required for the test cases are not too complex and at the time when the requirements are ready, there is a company volunteering to champion to this work to be done inside IOP WG. All other members of the IOP WG can freely participate in the work. In this model, IOP WG systematically follows work progress.

Development by OMA member(s): This option is available if there is one or more OMA member companies that are willing to make test cases available to OMA. Any test cases donated to OMA should use the OMA ETS template according to chapter 7.1. The donated test cases will undergo an IOP Test Case Review as described in chapter 7.9. After the donated test cases have been reviewed and approved according to the chapter 7.9, the donating company is no longer liable for the donated test cases and is not required to provide any maintenance or support, if not otherwise agreed.

Development funded by OMA: This option remains for those activities that are needed by OMA but cannot be facilitated using any of the models above. Funding is based on available IOP budget of OMA and is controlled by OMA BoD IOP Steering Committee.

7.9 Interoperability Test Case Review

Once all of the test documents (ETP, ETS) are completed and reviewed by the IOP WG, they will be socialized with both Requirements Working Group and the appropriate technical working group for their initial comments. These comments are collected and addressed by the IOP WG before starting the appropriate review and approval of the final test documents.

Once there are no unresolved comments, IOP WG will submit the documents for review and approval by the Technical Plenary.
The participants of the review are requested to consider at least the following viewpoints: 


· To ensure that the test documents meet the requirements specified in the ETR and represents a valid detailed interpretation of testing the functionality of the Enabler. 

· To ensure that the test documents define tests for as many of the original requirements as seen possible and testable.


After review and approval by the Technical Plenary, the test documents are considered ready to be used in OMA enabler testing.

7.10 Test Tool Development

Depending on the particular complexity of the Enabler technology and the identified priorities and requirements for testing, test tool development may be needed. The information has already been presented in the ETP, and will be reassessed at this point. IOP WG will do assessment and the compilation of test tool requirements for this work.

Depending on the requirements, there are different options for the work to be completed:

Development within OMA: This option can be taken if the test tool requirements are not too complex and at the time when the requirements are ready, there is a company volunteering to champion this work to be done inside IOP WG. All other members of the IOP WG can freely participate in the work. In this model, IOP WG systematically follows work progress.

Development by OMA member(s): This option is available if there is one or more OMA member companies that are prepared to bear the burden of developing the needed tool and making the tool (& maintenance) available to OMA in such manner that OMA can rely on the development schedule and future-proof nature of the deliverables. This model can also include test development by any companies, with a licensing model that’s acceptable to OMA.
Note: Test tools must be available for a long period and OMA must be able to secure maintenance for any tools in use.

Development funded by OMA: This option remains for those activities that are needed by OMA but cannot be facilitated using any of the models above. Funding is based on available IOP budget of OMA and is controlled by OMA BoD IOP Steering Committee.

Test tools available commercially: This option is usable if test tools are commercially available at the time when OMA IOP Program test capability is required for an Enabler.

All test tool development done for OMA MUST be able to support structuring and categorization of test cases according to Enabler Release Definition and specification Static Conformance Requirement logical structure, with mandatory and optional test cases logically separated.

Obtaining revisions and maintenance for the test tools may require additional financial commitments from OMA and will be managed by BoD IOP Steering Committee. Revision information MUST be issued for each revision of the tool stating the differences between the different revisions.

7.10.1 Evaluation of Test Tools

For evaluating test tools for OMA, they need to be assessed from two different aspects:

A. Tool development fulfils contractual requirements

B. Tool functionality sufficient for use in OMA IOP Program

Fulfillment of condition A is dependent on the requirements OMA had specified for the development. This is the responsibility of the BoD IOP Steering Committee.

Fullfillment of condition B is dependent on the requirements of OMA IOP Program for the Enabler. This is the responsibility of IOP WG.

The following principles SHOULD be followed when evaluating test tools.

Each Test Tool that will be used in OMA sanctioned testing needs to be evaluated by OMA members.

IOP WG and TWG SHOULD be involved in reviews for condition A before expiry of the beta testing period as well as final approval in order to determine if the tool development requirements have been met.

The Test Tools can be evaluated only after the corresponding Test Cases have been approved. The approved test cases are used to develop any Test Tools needed for testing. The developed Test Tools must undergo an evaluation period before they are approved for use.

There MUST be a beta period for each release of test tool versions.

During the beta period it will be required to use the beta-level test tools in testing in addition to the approved test tools. The information contained in the Enabler Test Report, as described in section 11.2, forms the basis for validating the test tools for condition B.
After a beta period expires, IOP WG will make a decision on condition B whether the criteria have been met or if there needs to be a new beta period for the test tool. The responsibility for the evaluation of the test tools lies with IOP WG, but participation from all OMA members is required for the activity to be successful.

The following criteria are used for approving a test tool:

· The test tool has been used in 8 successful, independent tests for each test case covered by the test tool.

· No unaddressed Problem Reports exist.

8. Enabler Validation and Testing

This section will explain the process and policies for the operational testing phase of the enabler level.

It will outline the available methods for testing and any prerequisites defined.

It will define testing applicable both for approving candidate releases as well as validating implementations of the enablers in commercial products.
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Figure 3 - Enabler Interoperability Validation

8.1 Determining Program launch

The Enabler Interoperability Program will be made available to the membership and general public according to the OMA membership matrix (Appendix A [OMAPROC]) and openness guidelines.

In order to be able to provide the test program for OMA Enablers as soon as possible based on real market situation, IOP WG SHALL implement a quarterly anonymous poll to all vendors to query their testing needs and product availability.

The poll will be implemented as a quarterly poll to all vendor members of OMA to query their interest in conducting IOP testing of OMA Candidate Enablers in the following four quarters. Query will ask for interest for each applicable type of device.

Sufficient interest (as defined in the Enable Test Plan for minimum testing requirements) will then trigger the scheduling of an OMA Test Fest, either as a pure engineering event or an interoperability test event, depending on the readiness of the appropriate interoperability tests for the Enabler in question.

After there is sufficient interest indicated by the polls, the IOP WG and the Marketing Committee will publicly launch any new Enabler Interoperability Program as a co-operative effort. This requires that certain elements and issues are in place for enabling the testing. The testing program SHOULD be publicly launched only after the test cases and test tools have been accepted by OMA for the specific Enabler.

The list of issues that need to be in place for launching may include but is not limited to the following:

· Any technology-specific issues related to testing strategy

· Legal or commercial agreements to cover the logistics of OMA sponsored testing

· Availability of document templates & tools for ICS statements, test reports, NDAs

· Commonly agreed model for dealing with any possible confidentiality issues related to testing

After the public launch for the Enabler Interoperability Program, IOP WG will enable testing and start to schedule testing availability in the form of Test Fests or remote testing based on input & requirements from vendors.

IOP WG is committed to operating testing for at least two revisions per Enabler Release, the current and the previous release, provided that there is clear demand for existence of parallel test programs. Bug fix releases needs to be treated on a case-by-case basis if they should be treated as official releases according to the classifications of Change Requests.

8.2 EICS Submission

EICS SHALL be completed by vendors, and submitted to Test Responsible when entering the operational testing phase. 

All items that are mandated by the EICS needs to be supported, by the implementation, as a minimum before entering the operational testing phase. Those items are marked in the EICS with an M, which indicates Mandatory. If an implementation claims to support an optional item that has Mandatory items associated, also those items needs to be supported by the implementation.

Still need to solve how to actually implement the entry criteria for Fests?

8.3 Conformance testing

As the nature of conformance testing is exhaustive, time consuming and requires considerable resources both for test development and test execution, it is recommended that the responsibility for conformance testing is left for vendors.

If and when OMA has conformance test cases and/or test tools available, they SHALL be used in official OMA testing as a gating function for interoperability testing. Any issues SHOULD be reported on Enabler Test Reports.

8.4 Interoperability testing

Defined by the IOP principles listed above in the document, multiple alternate methods will exist for testing of OMA Enablers to guarantee flexibility and sustainability. During the life cycle of each activity, actual technical and market conditions will determine how each method can and will be applied to OMA Enabler Release testing.

In order to create the desired framework for executing OMA Enabler testing, IOP WG is attempting to create an environment that is clearly defined but flexible. At the same time, there is a common interest to ensure there exists a single testing method as the clear mainstream alternative.

The goal is a flexible framework and policies that will enable all parties to work with uniformly agreed terms of reference.

To this end, IOP WG has selected the following methods to be available for testing, regardless of OMA Enabler technology:

· OMA Hosted Test Fests – to follow the tradition established by other standards bodies

· Bilateral testing between vendors – to leverage the existing co-operative effort

· Testing by an OMA Approved Test House – to enable alternatives in flexibility and cost effectiveness

8.4.1 Entry Criteria for OMA Test Methods

The entry criteria to take part in OMA Interoperability Program using one or more of the different methods are described in the table below.

Table 2 - Entry Criteria for OMA Interoperability Program

	Test Method
	Entry Criteria

	OMA Test Fest
	Availability of EICS,
Stable functionality in implementation matching to Enabler ICS, and
Conformance tests done, if available from OMA

Note: Test Fest mechanism requires sufficient participation in order to be able to function. Vendors are strongly recommended to participate as much as possible. Products that have already been tested are needed as well to provide some reference to newcomers.

	Vendor Bilateral Testing
	Regular vendor participation to Test Fests for this Enabler,
Sufficient information to determine test case applicability, for example the EICS, and
Quality Qualified

	Testing in a Test House
	Vendor:
Vendor participation to a previous Test Fest for this Enabler,
Availability of EICS
Approved Enabler Releases only,


Test House:
Fulfillment of OMA Test House criteria, and
Quality Qualified


8.4.2 Test Fest

The testing process when using the Test Fest approach consists of two phases: Test Fest preparation and Test Fest operations. IOP WG is responsible for providing ETS and any needed tools.

OMA has the right to charge participants at the Test Fest a registration fee for all Enabler tests to cover the expenses of the Test Fest events.

In Test Fests, Test Responsible is the administrative group authorized by OMA.
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Figure 4 - Test Fest Preparation and Operation
8.4.2.1 Test Fest Preparation

Test Fests will be organized by OMA according to Appendix B.

Up-to-date information about current events, their scope and future schedule can be found from http://www.openmobilealliance.org/.

8.4.2.2 Test Fest Operations

The Test Responsible SHALL provide a testing schedule for each test event.

Vendors MUST perform testing as defined by the ETP and according to a defined schedule provided by the Test Responsible.

The main purpose of scheduling is to enable testing with as many counterparts as possible.

Testing is done using the latest approved version of the ETS, including any applicable test tools.

A vendor may be allowed to perform testing remotely during the Test Event if the vendor has participated in at least one Test Event. A vendor participating remotely needs to be accessible by instant messaging, telephone or similar means of communication.

Results from the Enabler testing have to be filed from each testing session. Completed test session reports are returned to the Test Responsible.

Based on the outcome of the test sessions conducted, the following reports are generated by the Test Responsible:

Product Test Report: A report specific to each product tested during the Test Fest is provided to the vendor. Details of the Product Test report are described in section 11.1.

Enabler Test Report: A report compiling issues observed with respect to Enabler Release specifications, ETS test cases or any other Test Fest arrangements and logistics is provided to IOP WG. Details of the Enabler Test Report are described in section 11.2.

8.4.2.3 Test Event Policies

Confidentiality

· It must be possible to bring un-announced products to Test Fests. This means that vendors have the right to take actions in order to protect the confidentiality of their products. Other vendors have to respect this right. All kinds of competitor intelligence activities are strictly prohibited.

· Test Events are purely technical events and it is therefore strongly discouraged to attend the event with intentions other than technical product testing.

Test Resources

· It is recommended that each vendor with products to be tested would send at least one person per product to the Test Fest. This ensures ability to keep up with the defined test schedule.

Test Fest NDA

· In order to be allowed to participate in a Test Fest the vendor must execute the Test Fest NDA and submit it to OMA Test Fest responsible before entering the Test Fest premises. Normally the NDA is submitted together with other Fest documents like EICSes. Note this requirement also applies to remote participation in Test Fests.

Test Fest Area
· Persons that are allowed to enter the Test Fest Area are:

· Persons belonging to the Trusted Zone

· Test persons which:

· represents a vendor company, and 

· have a signed NDA for the event, and

· have brought products to test which have passed the conformance requirements.

8.4.3 Vendor Bi-lateral testing

As with the other test methods available, bilateral testing between vendors will follow the principles and guidelines set by IOP WG.
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Figure 5 - Bilateral Testing Preparation and Operation
In order to be able to participate in OMA bi-lateral testing, a vendor MUST be a regular attendee in OMA sanctioned Test Fests. Attending at least every other Test Fest for that OMA Enabler fulfills regular attendance.

If a vendor fulfills the entry criteria for this method, they can co-operate with other vendors and leverage their already existing co-operational relationships and efforts to OMA Enabler testing as well.

In OMA Enabler context, participating vendors MUST use the latest versions of any test cases and test tools available from OMA.

In Bi-lateral testing, Test Responsible is one of the test parties, as agreed between the vendors.

Participating vendors SHALL submit an Enabler Test Report from testing of any OMA Enabler. A separate report SHOULD be submitted from each enabler-specific bi-lateral test session.

The results of the bi-lateral testing SHALL be considered comparable to test results achieved in Test Fests, once a DUT has completed testing against at least two independent implementations.

Participating vendors are solely responsible for ensuring the confidentiality of the testing and all related information and for bearing all of the costs incurring from testing.

These policies and requirements are valid only if such test results will be leveraged towards any vendor declaration with respect to one or more OMA Enablers.

8.4.4 OMA Approved Test Houses

TBD

8.4.5 Enabler IOP Program Exit Criteria

IOP WG will monitor the participation in Enabler IOP activities after the Enabler Release has been promoted to Approved status. When there is significant decrease in participation and future demand as indicated by periodical polls to the vendor community, IOP WG will gradually phase out any such Enabler Releases from the OMA IOP Program.

This has the following results:

· Enabler testing will no longer be included in upcoming Test Fest scopes

· IOP WG will no longer maintain the ETS document

· Any tools developed for the Enabler Release will be phased out of maintenance mode

Approval for IOP WG recommendations to proceed with closure will be sought from the Technical Plenary and BoD IOP Steering committee.

9. Multi-enabler Interoperability development

TBD

10. Multi-enabler Interoperability validation and testing

TBD

11. Enabler Interoperability Reporting

This section will describe all reports included in the operational part of the OMA IOP Process.

11.1 Product Test Report

Product Test Report is a product-specific document that is generated from all OMA testing activities as needed. It is the property of the vendor of the product in question.

The Product Test Report will describe the test activity by detailing the properties of the tests used and by listing the result for each applicable test case executed.

The Product Test Report will contain:

· Concerned enabler including revision

· Product details and version identifier

· Type of testing (E.g. Test fests, Bi-lateral etc.)

· Detailed information about executed tests and their result including possible reasons for failure

· Version of test cases used

· Version of test tools used (if any)

A template for Product Test Report is available at http://www.openmobilealliance.org/.

11.2 Enabler Test Report

For each test activity covering a Candidate Enabler Release or specifications thereof an Enabler Test Report needs to be created and submitted to IOP WG. In case of testing being performed in a Test Fest a common report covering all test sessions performed during the Test Fest should be issued. For test house or bi-lateral testing one report per test session should be submitted. This report will be delivered as a joint submission from all of the parties that were involved in the testing activity (Test Fest participants, vendors using a Test House or vendors from bilateral testing). 

Each report should include information on coverage of the testing (which parts of the enabler specifications were tested), issues or problems discovered in the specifications if any and any other observations about the specifications or the OMA test cases made during the testing.

Irrespective of the method of testing employed, the format of the report should be the same. This report should identify the versions of the tests used, number and names of participating vendors and total tests executed and the fraction that were successful. 

Note: Product- or Vendor-specific issues should not be reported in Enabler Test Reports to maintain confidentiality.
The Enabler Test Report will contain:

· Concerned enabler including revision

· Type of testing (E.g. Test fests, Bi-lateral etc.)

· A summary of times each test case has been executed by different technologies and a result breakdown

· Version of test suite used

· Version of test tool used (if any)

· PRs issued (against the specifications, test specifications or test tools)

· Participating companies

A template for Enabler Test Report is available at http://www.openmobilealliance.org/.
11.3 Enabler IOP Report

IOP WG creates an Enabler IOP Report by collecting Enabler Test Reports for as long as it takes for the test coverage of the Enabler in question to fulfil the requirements described in section 12.

When the Enabler IOP Report is complete, IOP WG will present it to the Technical Plenary as the recommendation of approval of the OMA Enabler Release.

The required content of the report includes:

· Concerned enabler including revision

· Type of testing (E.g. Test fests, Bi-lateral etc.)

· A summary of times each test case has been executed by different technologies and a result breakdown

· Version of test suite used

· Version of test tool used (if any)

· PRs/Change Requests issued

· IOP WG recommedation for approval of enabler

A template for Enabler IOP Report is available at http://www.openmobilealliance.org/.

12. Enabler Release Approval Criteria

This section of the document will specify IOP WG policies in defining the criteria for what needs to be done to recommend a Candidate Enabler Release to be promoted to Approved status by the Technical Plenary.

The main guidelines are:

· Functionality in the specifications of a Candidate Enabler Release has been tested according to its ETP, and

· Any identified interoperability issues have been addressed in the specifications.

The criteria for approving a candidate enabler release should encourage as much test coverage as possible of the specifications concerned.
To be able to have consistent criteria for recommending the Candidate Enabler Release to be approved we need to secure that all mandatory prioritised areas of the specifications have been covered by a number of tests.

It is also desirable that as much as possible of the optional functionality of the specifications should be covered during the testing. 

The main rule for how many test sessions that needs to be performed on all features are that all mandatory features needs to be covered by three different test sessions, using different combinations in sense of technology. Since the goal in specification development should be to limit the number of optional features, the coverage of optional features should be aimed to represent at least one test session run on all optional features.

The testing of the candidate enabler needs to be documented in an Enabler IOP report as described in section 11.3.

For Enabler Release specifications that have a very high number of optional features the critical part of the optional features should be covered by at least three different test sessions, using different technology implementations.

The critical mass of the optional features needs to be agreed between the Specification WG and the IOP goup and documented in the ETP.

The proposed approach will require that vendors need to participate with products to ensure the quality of the specifications at an early stage. It will then also ensure to some extent that we will have interoperable products at the introduction of the specification.
13. Product Declaration

The details of the Product Declaration structure and contents will be clarified in a future version of the process.

14. Issue Resolution
14.1 Problem Reports

All potential errors found should be reported using the Problem Report tool located at OMA web site. If the error is clearly a product related error the error reporting should be reported by the testing party using any exisiting tools for that purpose.

Errors or ambiguities may be discovered in:

· the OMA Specifications or

· the underlying standards referenced by OMA Specifications

Errors may also be found in

· the OMA Test Suites/Tools or

· other test suites/tools referenced by the OMA (if any).

Problem Reports may be filed with OMA to obtain resolution to such issues. When filing the Problem Report the concerned enabler should also be stated if known.

Each IOP WG/SWG as well as TWG/DC should have main contact persons that the PRs could be assigned to. To obtain redundancy each group should appoint at least 2 contact persons responsible for reviewing PRs. This also applies for test tool developers.

The PR will then be sent to the IOP subgroup handling the specific enabler for preliminary review. If the concerned enabler is not known the PR will be sent to the IOP WG. The desired maximum time for this review is 10 working days. The review will look for potential Test Suite Deficiencies. The preliminary review will provide an initial response to the applicant. 

If the preliminary review does not resolve the issue, a more detailed review will be undertaken. During this review the PR will be sent to the concerned WG/DC handling the specific enabler/specification concerned. The desired maximum time for this review is 20 working days.

Possible outcomes of the review process are that a Problem Report is either accepted as an error in the OMA Specifications (an Interpretation) or the OMA test suites (a Test Suite Deficiency), or rejected.

OMA will publish an up-to-date list of Problem Report Resolutions.

If the applicant is not satisfied with the result, review and appeals processes will be available.

The Problem Report resolution process will allow the requester to remain anonymous.

14.1.1 Rules for Problem Reports
Test Suite Deficiencies are permanent against the version of the test suite(s) to which they apply.

The existence of any Test Suite Deficiency with respect to a test suite does not absolve an applicant from running the test in question, or any part thereof.

The Problem Reports web repository will be publicly accessible. The accessible information will contain the technical details such as the nature of the problem and its current status of resolution, but will not contain product or submitter details.

The effective date for a Problem Report resolution is the date recorded for the OMA final opinion in the Problem Report system. 

Interpretations are always against a particular version of an OMA Specification to which they apply. Interpretations remain in force until the OMA specification is updated, which means that they are permanent against a particular issue of a OMA specification.

OMA is responsible for deciding the meaning of conformance to normative referenced specifications, such as IETF RFCs. Problem Reports regarding such underlying or referenced specifications will be processed as normal. Problem Reports regarding underlying or referenced specifications in any other context will be rejected.

14.1.2 Required Problem Report content

Every Problem Report needs to contain some mandatory input.

At least the following should be included:

· Affected enabler, including version of the enabler

· Affected specification and part thereof, including version of the specification

· Test suite used including revision

· Eventual test tool used including revision

· Description of the error

· Proposed interpretation of the error (if any)

· Submitters opinion if it is an error in the specification or in the test framework (test cases, tools etc.).

Each Problem Report will be assigned a unique number so that tracking of the PR is possible using the web based PR tool.

14.2 Appeals Process

Only the validated tests identified by IOP WG are relevant for the Issue Resolution as described in section 7.9.

In case the party submitting the Problem Report disagrees with OMA’s resolution of a Problem Report, the answer can be appealed.

There are to be 2 levels of appeal: a Technical Review and a Technical Plenary Review.

A party wishing to dispute a OMA review decision, may ask for a Technical Review by the OMA. If this takes place, the application will automatically have details of applicant and product removed before being passed to the OMA for review. Technical Review requires the responsible OMA working group to consider the matter and produce a response with a recorded vote according to OMA’s voting rules. The applicant may choose to be represented during the Technical Review meeting to present the technical case, but is not required to do so. The working group may commission reports from independent experts, and may seek input from other committees within OMA as it sees fit. If the applicant does not wish to be present, the resolution may be achieved by OMA’s normal electronic voting process.

Within 14 days of being notified in writing by the OMA of the result of the Technical Review, the applicant may invoke an appeal to the OMA Technical Plenary. The applicant has the right to representation to make the technical case. The OMA Technical Plenary may ask for technical reports from the relevant working groups and may also ask for reports from independent experts. The OMA Technical Plenary decision will be in accordance with OMA policies and procedures.

Appendix A. Specification of Conformance Requirements

This section is normative.

A.1 Defining Conformance Requirements

To retain clarity of conformance definitions and their dependencies, it is required that the conformance requirements for a OMA Enabler Releases are specified in an unambiguous manner with explicit dependencies and validation rules for the requirements such that implementations can be statically validated for conformance prior to testing. Various documents and conventions used for this purpose are discussed next.

A.1.1 Static Conformance Requirements (SCR)

SCR enables specification of conformance requirements for each OMA specification. The SCR for a given specification defines the list of mandatory and optional features of the specification to be supported by an implementation conformant to that specification.

The mandatory features represent the minimum set of features that facilitate usability and interoperability of an implementation conforming to the given OMA specification. As an example, the connect PDU for WSP needs to be defined as a mandatory feature, since otherwise, a WSP connection cannot be established and will prevent interoperability. Similarly, if the “A” element is not a mandatory feature, an xHTML User Agent is not very useful.

An SCR needs to be carefully designed to have the appropriate resolution in the list of features it contains relative to the specification at hand. While a mandatory feature is likely to reference a section of the specification containing a MUST support feature, enumerating each and every specification text having a MUST in it as a SCR line item feature would probably be too much resolution. Similar comment applies for optional features, i.e., they are likely to correspond to SHOULD or MAY support features in the specification, but each SHOULD or MAY text in a specification would not be appropriate for the SCR.

Section 8.5 of [ISO9646] provides some guidelines for protocol stack related elements that would be appropriate as SCR line items.

A SCR for a given OMA specification also expresses dependencies on other OMA specifications. A SCR feature of a given OMA specification can indicate that SCR features from other OMA specifications are required to be implemented, irrespective of whether the SCR of those specifications mark those features to be mandatory or optional for an implementation. This enables construction of a dependency hierarchy of features across OMA specifications, and validation of a given implementation as having all the inter-dependent features required to make it conformant to a given OMA Enabler Release. 

A.1.2 Implementation Conformance Statement (ICS)

ICS is a statement of the capabilities and options that have been implemented so that an implementation can be properly matched for testing against relevant requirements only. This translates to an implementation indicating the set of mandatory and optional features it supports for each specification and class in an Enabler Release.

An ICS is reviewed during testing to ensure that all mandatory features are supported. In addition, for each supported feature (mandatory or optional) static review checks whether all features required by it  (i.e., features it depends on) are also supported.

The above concepts of SCR and ICS have been adapted from similar concepts of SCR and Profile ICS defined and discussed in [ISO9646]. Section 9 in [ISO9646] defines a notation for expressing conformance requirements and dependencies between them. However, since the ISO9646 notation allows for use of natural language prose, the process of statically reviewing the Profile ICS needs to be manual if ISO9646 notation is used.

The rest of this document specifies the rules for specifying the SCR for OMA. In particular, unlike ISO9646, a machine-readable notation is defined for the requirements and dependencies.

A.1.3 SCR Rules

The SCR for a given OMA specification MUST be included in the specification itself, in a separate and clearly identifiable appendix titled “Static Conformance Requirements”.

The SCR appendix MUST NOT contain anything other than one or more SCR table(s). 

Each SCR table MUST have a title and MUST have only the following columns:

· Item:
Identifier for a feature. It MUST be of type ScrItem in the dependency grammar in Section 1.4.

· Function:
Short description of the feature.

· Reference:
Section(s) of the specification(s) with more details on the feature. 

· Status:
Whether support for the feature is mandatory or optional. MUST use “M” for mandatory support and “O” for optional support in this column. 

· Requirement:
Other features required by this feature, independent of whether those other features are mandatory or optional. The notation in the dependency grammar in Section 1.4 MUST be used for this column when other features are required, else the column MUST be left empty. 

Each SCR table SHOULD be used to represent related SCR entries (e.g. create tables according to the system component such as device, proxy, origin server etc. to which they apply).. For specifications involving client and server features, the client related SCR features MUST be in separate SCR table(s) from the server related SCR features.

A.1.4 Dependency Grammar

This section describes the dependency grammar notation to be used in the Requirement column of the SCR and CCR tables using ABNF [RFC2234].

TerminalExpression = ScrReference
/ NOT TerminalExpression
/ TerminalExpression LogicalOperator TerminalExpression
/ “(“ TerminalExpression “)”

ScrReference = ScrItem
/ ScrGroup

ScrItem = SpecScrName “–“ GroupType “–“ DeviceType “–“ NumericId
/ SpecScrName “–“ DeviceType “–“ NumericId

ScrGroup = SpecScrName “:” FeatureType
/ SpecScrName “– “ GroupType “–“ DeviceType “–” FeatureType

SpecScrName = 1*Character; See Section 1.5
GroupType = 1*Character; See Section 1.7
DeviceType = “C” / “S”; C – client, S – server

NumericId = Number Number Number

LogicalOperator = “AND” / “OR”; AND has higher precedence than OR and OR is inclusive

FeatureType = “MCF” / “OCF” / “MSF” / “OSF”; See Section 1.6
Character = %x41-5A ; A-Z

Number = %x30-39 ; 0-9

A.1.5 SpecScrName

The value for SpecScrName and the corresponding specification SCR to be referenced is found at http://www.openmobilealliance.org/documents/.

A.1.6 FeatureType

The values for FeatureType and the corresponding meaning are listed below:

FeatureType
Meaning

MCF:
All mandatory client features of the specification SCR.

OCF:
All optional client features of the specification SCR

MSF:
All mandatory server features of the specification SCR.

OSF:
All optional server features of the specification SCR.

A.1.7 GroupType

GroupType can be used in naming related SCR items such that the SCR table is easier to read by humans. For example, all the validation features of a Push Proxy Gateway SCR can be sub grouped as VAL, leading to SCR line items of the form PPG-VAL-S-001, PPG-VAL-S-002 etc. 

A.2 Example Usage

This section provides a hypothetical example of WAE, WSP and WDP SCR table with WAE requirements on WSP and WSP requirements on WDP.

WAE SCR

	Item
	Function
	Reference
	Status
	Requirement

	WAE-C-001
	Something mandatory
	Section x.x
	M
	

	WAE-C-002
	Something optional
	Section x.y
	O
	

	WAE-C-003
	Requires something
	Section x.z
	O
	WSP-C-002


WSP SCR

	Item
	Function
	Reference
	Status
	Requirement

	WSP-C-001
	Something mandatory
	Section x.x
	M
	WDP-C-001 OR WDP-C-002

	WSP-C-002
	Something optional
	Section x.y
	O
	WDP: OCF


WDP SCR

	Item
	Function
	Reference
	Status
	Requirement

	WDP-C-001
	Something optional
	Section x.x
	O
	

	WDP-C-002
	Something optional
	Section x.y
	O
	


WAE-C-001 is a mandatory WAE feature and WAE-C-002 is an optional WAE feature. Note that the ‘C’ in the middle represents that these are client device features.

WAE-C-003 is an optional feature, but if implemented, it requires WSP-C-002 to be implemented, i.e., WSP-C-002 becomes mandatory in the presence of WAE-C-003, though WSP SCR stipulates WSP-C-002 to be optional.

WSP-C-001 is a mandatory feature that requires WDP-C-001 or WDP-C-002, i.e., one of them is mandatory in the presence of WSP-C-001, though WDP SCR itself only requires both to be optional.

WSP-C-002 is an optional feature, but if present, requires all optional client features of WDP to be implemented. In other words, if WAE-C-003 is implemented, it would end up requiring all optional client features of WDP to be implemented since it requires WSP-C-002.

Appendix B. Test Fest Preparation Guidelines

	Item
	Time 
	Description

	Test Fest schedule
	-12 weeks
	The regions of the Fests must be decided

	Fest announcement
	-8 weeks
	Notification of the date and location of the Fest to OMA.

	Event venue
	-8 weeks
	Room allocation must take into account technical requirements for each enabler in scope

	Test documentation approval
	-8 weeks
	EICS template, test cases, test tools, NDA template

	Registration Opens 
	-8 weeks
	On-line web registration for Test Fest via OMA web site.

	Registration Closes
	-2 weeks
	Deadline for registration to allow cancellation for Fest programs if the criterion for the minimum number of participants has not been reached.

	Deadline for submitting test material
	-1 week
	Deadline for registrants to submit technical material for entry into the Fest.

	On-site information sent to participants
	-1 week
	Participants are provided with on-site information for the Fest event (i.e.travel info, location of room, registration times etc.)

	Detailed On-site information available to participants
	-
	Participants are provided with detailed on-site information for the Fest event (i.e. network set-up, IP numbers, test schedule, on site logistics etc.)

	Test Fest testing
	-
	Execution of the Fest

	Notification of Test Fest Results
	+1 week
	Delivery of Product Test Reports to participants and publication of Enabler Test Report to IOP WG.

	Publish Test Fest information on OMA website
	+2 weeks
	


Test Fest preparation and operation are described also in section 8.4.2.

Task descriptions

Test Fest Schedule

When the schedule for the next events have been agreed the Fest schedule for the calendar year will be published on the IOP WG website.

IOP WG responsibility will be to provide Fest admin with requested locations and dates for the Test Fests and to secure operator support when needed.

Test Fest admin responsibilities include selection of the location and facilities including planning for possible cancellation.

Fest Announcement

Test Fest admin responsibilities include publishing Test Fest information to OMA with registration details and timelines.

Test Fest admin will also determine applicable cancellation plan.

Registration page should be created before announcement. IOP WG will define any technical details that need to be captured in the registration page.

Selecting Test Fest Venue

The Test Fest venue must be selected to meet the technical requirements of each enabler specified in OMA scope. Radio coverage must be verified, as it can be low inside buildings.
Test Fest admin responsibilities include securing the venue for the dates specified, making preparations for all necessary arrangements for the Test Fest logistics on site. They will also publish detailed venue information to OMA.

Test documentation approval

IOP WG responsibility will be to define the versions of the test documentation to be used at the Test Fest and make them available to the Test Fest admin.

Registration Opens

Registration for a Test Fest will be via the IOP WG website.

Test Fest admin responsibilities include publishing registration information to OMA and tracking and reporting of registration status.

Registration Closes

Typically, registration will close two weeks prior to the event. At this point the number of registrants for the Test Fest will be reviewed against the financial recovery criteria. If the criteria are not met, then the event may be cancelled at this point and all registrants will be notified of the cancellation.

Test Fest admin responsibilities include providing final registration report to IOP WG, reviewing cancellation criteria as set by OMA BoD IOP Steering Committee and informing registered participants of the Test Fest status and deadlines.

Deadline for submitting test material

The registration page will provide the list of materials that need to be submitted to the Trusted Zone prior to a Test Fest. This may consist of an Implementation Conformance Statement (ICS) for the product and test results from a conformance test tool. This information needs to be submitted prior to the Fest to allow the test schedule to be devised and for a static conformance review of the submitted material to take place.

Trusted Zone responsibilities include reviewing all submitted material and informing registered participants of any omissions. Trusted Zone will also create the test schedule for the Test Fest.

On-site information sent to participants

Test Fest admin responsibilities include providing on-site information to participants.

Detailed On-site information available to participants

Test Fest admin responsibilities include providing information regarding the Test Fest registration, meeting room location, network set-up, virtual IM information, travel information and general on-site logistics, to participants 3 working days prior to the Test Fest.

Test Fest testing

Test Fest admin responsibilities include welcoming participants, ensuring required NDAs are in place and collecting any payments due from registrations.

Participant responsibilities include testing according to the defined schedule and returning test session forms to Trusted Zone.

Notification of Test Fest Results

Trusted Zone responsibilities include producing all Test Fest reports (Enabler Test Report, Product Test Reports) from test session forms and delivering them to participants and IOP WG.
Publish Test Fest information on OMA website

IOP WG responsibilities include publishing Enabler Test Report to OMA.
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