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1. Overall Description:

At TSG SA WG1 #24 the need for protecting 3GPP networks against malicious applications in terminals was discussed. These discussions lead to the drafting and accepting of a new Work Item on the subject of “Network Protection against Virus Infected Mobiles” (Attached). The aim of this new work item is to specify a mechanism which, in the event of an infected mobile, allows the operator to limit the mobile’s capability to establish connections, which, e.g., could overload the network. 

It is understood that there is work going on in OMA on "Content Screening", which may be partly related to the present work item. However, the present work item is intended to focus on a network protection mechanism in the 3GPP specific protocols (layer3), whereas it is understood that the work in OMA focuses on application layer protection. Thus it is considered the work can progress independently.

TSG SA WG2 and TSG CN WG1 are invited to review the work item and provide comments if any. As soon as TSG SA WG1 has established a stable set of requirements for this functionality, TSG SA WG1 will forward these as appropriate.

2. Actions:

To TSG SA WG2 & TSG CN WG1 group.

ACTION: 
TSG SA WG2 and TSG CN WG1 are invited to review the work item and provide comments, if any.

3. Date of Next TSG-SA1 Meetings:

SA1#25
28 June - 2 July 2004   
Montreal, Canada

