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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

The objective of this work item is to create a specification for support of WAP Proxy-Based HTTP Redirect (called here “proxy-based redirect” for simplicity), which is defined as HTTP redirect handling by WAP proxies on behalf of WAP clients.  This will be an optional capability of WAP proxies and clients, and applicable under specific circumstances. Therefore, the work item should: -

· Develop use cases that illustrate how the feature can be applied in the WAP service architecture for typical web services

· Consider relationship of this feature to work of other standards bodies

· Define the WAP proxy and client capabilities enabling the feature

· Define how WAP proxy and client capabilities related to the feature can be managed and coordinated to ensure interoperability

· Define the WAP protocol support enabling the feature and management of it

Proxy-based redirect avoids the need to transmit HTTP redirect replies over the air. When applied where appropriate, proxy-based redirect can both increase quality of experience and reduce service costs. Examples of the need for and effects of this feature include:

· Web services often make use of HTTP redirect for parameter and control passing. Some services can involve several redirects in serving a single user request. In the wired web the impact of such redirects is only a slight delay in response to the user request. In the wireless web however, over-the-air transmission of redirect replies and subsequent client requests can have significant service effects. 

· Over-the-air redirects cost the user significantly in all but flat-rate data services, as the overhead for delivery of redirect locations can exceed 1KB, especially when URL parameter passing is used. In not-uncommon cases, e.g. origin server “A” redirecting to origin server “B”, which adds information in the URL and redirects back to origin server “A”, this overhead can triple the usage for the user request in both the incoming and outgoing directions. In flat-rate data services the service provider bears this cost. 

· Over-the-air redirects increase the delay from a user viewpoint as compared to the wired web, since over-the-air data rates are typically less than the wired web, contention for the uplink increases the delay, and more over-the-air transmission increases the probability of errors and subsequent retransmissions.

Following are use-case examples of HTTP redirect as it can be applied in mobile web services. In these cases it should be noted that proxy-based redirect eliminates all over-the-air usage and related delay between the initial user request and the ultimate response.

1. A wireless service provider provides a menu system that allows the service provider to manage links to external content providers, or the user to manage network-based bookmarks, through a set of indexed links. The fetch of an indexed link by the user results in a redirect from the service provider’s server to the external content provider’s server. Since the user often traverses the service provider’s menu system, a significant number of redirects are involved.

2. A user accesses a link for which the content provider requires authentication from another service provider. The content provider server redirects the user to the service provider’s server, including information in the URL as necessary, e.g. user identification or service information. The service provider validates the user for the content provider. The service provider server redirects the user to the content provider server, including information in the URL as necessary, e.g. indication of authentication success. 
3.  A user accesses a location-based service link. The content provider redirect server redirects the user to the wireless service provider to retrieve the location of the user, providing any information needed by the service provider in the redirect URL.  The service provider determines the user location. The service provider server redirects the user to the content provider server, adding the location to the redirect URL.
Deliverable(s):

Create a specification that enables rapid introduction of the feature while ensuring interoperability.

Define the use cases and requirements specifications to support WAP proxy and device capabilities enabling this feature.

Define the feature's management and interoperability requirements.

Existing Specifications or Documents Affected:

none

Linked Work Items:

none
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Requirements, BAC
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Service Impacts:

Service requirements must define the applicability and management of proxy-based redirect.

Terminal and server (WAP proxy) requirements must define the capabilities enabling the feature.

Architecture Impacts:

The architecture must define the protocol enabling the feature.

Charging/Billing Impacts:

none

Security Impacts:

Security aspects of proxy-based redirect will be included as part of the requirements.

Privacy Impacts:

TBD

IOT Impacts:

Interoperability aspects will be included as part of the requirements
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