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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

The Session Initiation Protocol (SIP) is an application level protocol for establishing multimedia sessions between two or more participants. The SIP capabilities that may be relevant to this work are:

· User reachability

· User availability 

· Session setup

· Session management

However, the applicability of the protocol extends well beyond multimedia sessions and call control, and several extensions for specific usages have been developed. The objective of this work item is to specify a SIP-based Push architecture. The SIP Push specification covers the following areas:

· Server initiated asynchronous push to an endpoint

· Application addressing and capability negotiation

· Exchanging push control information between the client and the server

· Authentication and authorization

· Access independent rendezvous and discovery

The scope of this work item is to introduce a SIP-based Push mechanism 

The resulting SIP Push specifications preferably utilize already existing SIP extensions, namely SIP for Instant Messaging or the SIP events framework. It is also important to maintain alignment to other activities in this problem space, e.g., those activities in the IETF, 3GPP, and 3GPP2 that plan to use SIP in similar scenarios.

The main use cases that illustrate the justification for this work are:

· Ability to receive MMS notifications, delivery reports and read reports when using a number of different accesses, or when roaming between different access networks, e.g., GPRS and WLAN.

· Ability to have a single addressing scheme that is independent of any network access characteristics, i.e., a single SIP URI.

· Ability to advertise acceptance of certain push messages and route push messages from a single SIP address to a number of different locations, e.g., when roaming in a different network, using a different access technology, etc.

Deliverable(s):

The work item contains the following tasks:

· High Level Requirements Definition

· The existing or original WAP push requirements may need to be investigated and refined

· Requirements Document

· Detailed Specification Definition

· The existing WAP push architecture and protocols need to be investigated with regards to the SIP protocol

· SIP mechanisms need to be evaluated and adopted for WAP push
· Detailed Specification, or change requests to existing specifications
Existing Specifications or Documents Affected:

IETF SIP Specifications

RFC 3261 (SIP: Session Initiation Protocol)

RFC 3265 (Session Initiation Protocol (SIP)-Specific Event Notification)

RFC 3428 (Session Initiation Protocol (SIP) Extension for Instant Messaging)

WAP 2.0 Push Specifications

WAP-250-PushArchOverview-20010703-a (Push Architectural Overview)

WAP-235-PushOTA-20010425-a (Push OTA Protocol Specification) WAP-247-PAP-20010429-a (Push Access Protocol Specification) 
WAP-249-PPGService-20010713-a (Push Proxy Gateway Service Specification) 

WAP-251-PushMessage-20010322-a (Push Message Specification)

WAP-167-ServiceInd-20010731-a (WAP Service Indication Specification)

WAP-168-ServiceLoad-20010731-a (WAP Service Loading Specification)

WAP-175-CacheOp-20010731-a (WAP Cache Operation Specification)

3GPP Specifications

TS 22.174 (Push Service, Stage 1)

TR 23.976 (Technical Report on Push Architecture)

3GPP2 Specifications

To be added.

Linked Work Items:

WI-0024 (WAP-Push Security)

Linked Affected OMA Groups and External For a

OMA REQ, OMA MAG, MAG-PUSH, IP MM BoF

3GPP SA1, SA2

IETF SIP, SIMPLE, SIPPING
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Service Impacts:

The outcome of this work item will have indirect effects on any enablers that currently make use of the WAP push specifications. This work will allow for an access independent push mechanism.

Architecture Impacts:

The SIP-based Push architecture uses components defined in RFC 3261. Hence it is assumed that the work does not affect the existing WAP Push architecture.  

Charging/Billing Impacts:

There may be further charging/billing considerations for this work item related to the usage of SIP as a mechanism for push.

Security Impacts:

There may be further security considerations for this work item related to the usage of SIP as a mechanism for push.

Privacy Impacts:

There may be further privacy considerations for this work item related to the usage of SIP as a mechanism for push.

IOT Impacts:

There may be further privacy considerations for this work item related to the usage of SIP as a mechanism for push.
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