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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

The MWS working group has partially addressed the network identity requirements approved in document OMA-RD_MWS_NI-V1_0-20031120-A as a part of the candidate enabler OWSER Version 1.0. This work was undertaken based on WID 0072. The above-referenced requirements document was approved by the TP in 2003 and has also recently been reviewed by the REQ group, which has recommended (please see OMA-MWS-2004-0029-REQ-NI-Breakout-summary-report-from-Munich.zip) that the OMA-MWS working group complete the specifications for the remaining requirements not handled as a part of OWSER 1.0. This WID is provided to support the creation of additional specifications to handle these remaining requirements. 

As part of its phase 1 OWSER specifications, MWS included a network identity specification (OMA-OWSER-Network_Identity-Specification-V1_0-20040216-D) addressing the first 22 requirements in section 6.2.1 of OMA-RD_MWS_NI-V1_0-20031120-A. This specification provided an interoperable solution for identity federation, single-sign-on (SSO) and single sign out based on the standardization work done by the Liberty Alliance Project. This specification work was undertaken based on WID 0072.

We now propose in this new work item #0103 to address the remaining network identity requirements, beyond the first 22 requirements in section 6.2.1 of the approved OMA-RD_MWS_NI-V1_0-20031120-A. Part of these additional requirements deal with enhancements to the identity federation framework defined in the OWSER version 1.0 to support the concept of affiliations and the brokering of trust across authentication domains. The rest of the additional requirements focus on attribute sharing aspects of a network identity. Attribute sharing is a key part of service enabler composition for the purposes of providing sophisticated, identity-rich services to users. As a part of creating specifications for these remaining requirements, this approved requirements document will be used as a baseline, reviewed, and maintained through the Change Request (CR) process during the time the work proposed in this work item progresses.

As with its previous work, we believe OMA should leverage existing work in various industry fora (both in the area of attribute sharing and identity-based web services framework) to respond to the remaining NI requirements and any additional requirements that may be added through the CR process. 
Deliverable(s):

1. Additional specification(s) and / or change requests on OMA-OWSER-Network_Identity-Specification-V1_0-20040216-D to address the attribute sharing requirements and relevant non-implemented requirements from OMA-RD_MWS_NI-V1_0-20031120-A (subject to its review and possible evolution based on the CR process)
2. Any additional documents (e.g., Overview, Best Practices, User’s Guides) as may be found necessary to provide a comprehensive set of documents for operators and implementers.


(It is not yet determined if there will be a separate “Architecture” document, or if the architecture for identity-based Web Services will be handled as a part of the main specifications.)

Existing Specifications or Documents Affected:

The OWSER 1.0 specifications will be referenced as foundations for the deliverables of this work item.  There may be changes in the phase 1 NI specifications (OMA-OWSER-Network_Identity-Specification-V1_0-20040216-D), in which case it will be handled through CRs per the OMA process. 

The new specifications package will be released as part of the OWSER phase 2 specifications.

Any Web Services specifications by other working groups may be affected, as this work will provide  interfaces  for identity-usage by other enablers.

Linked Work Items:

<OMA-MWS WI 0005>

<OMA-MWS NI WI 0049>

<OMA OWSER NI 0072>

Linked Affected OMA Groups and External Fora

The Requirements WG.

2 Working groups that are affected are those service enabler working groups which wish to provide identity-based composable service enablers exposed/accessible through Web Services technologies.Impacts
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Service Impacts:

Provides an important enabler for web service access to identity-based services.

Architecture Impacts:

Provides a general foundation for identity-based web services.

Charging/Billing Impacts:

To be determined.

Security Impacts:

Will provide models for authorization of attribute sharing.

Privacy Impacts:

Attribute sharing requirements implicitly address many privacy concerns. The specifications that address them should be flexible enough to comply with various regulatory restrictions and user desires.

IOT Impacts:

Interoperable protocols for attribute sharing will be defined. An identity-based web services framework will be defined which can be used for more effective service enabler composition. 

3 Document History

3.1 Approved Versions

	Version
	Date
	Notes

	<tbd>
	xx mmm yyyy
	<provide info related to approval by TP>


3.2 Draft Version 1.0 Revisions

	Date
	Notes

	20-05-2004
	M. Mortazavi (first draft)

	27-05-2004
	M. Mortazavi (second draft): Modifications according to OMA-MWS meeting minutes for May 27, 2004. Changes other than M. Pallares' are in change tracking mode. 

	6/3/04
	M. Mortazavi (third draft): Included Colleen Evans and Joe McIntyre's suggestion as recorded in the June 2, 2004 meeting notes. 

	6/27/04
	N. Mitra: Added WID number and registered name as agreed to with secretariat. Added comments from the REQ review and made final minor cleanup for TP approval.
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