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1 Description

Market Issues:

There are currently two issues in the market place:

1. When a sender sends a MMS message, the expectation is that the message is delivered as is, to the intended recipient, In the event the message is severely tampered with along the way, then it is the right of the sender to know how the message was tampered with. 

2. When the recipient handset has limitations with respect to the incoming message and the message gets tampered with automatically (due to UAProf settings) by the server then perhaps the user would have preferred to forward (via Server) the original (un-tampered message) to an alternate address while the user still receives the tampered message.

Benefits:
Imagine the user had important content that he or she was sending but now that important content is lost and on top of it the user is not even notified. This could potentially give rise to some legal situations as well, especially when the user received delivery report about the message delivery. 
The recipient user would also benefit that he or she would not miss out on the actual content in case it was important to them.

Will the proposed solution infer major cost on vendors and operators to deploy the solution?
The solution will most likely be handled in Software at the MMS client and MMS server side and would not incur any new CAPEX. The solution in software will be of low to medium complexity.
If the MMS specification allows for providing the solutions to the above problems then it would make the user happy. 

Use Case with current specifications and implementations:
User A is a Video Handset/MMS Client

User B is a Non-Video Handset/MMS Client

User A composes a Video message (e.g. 300KB size) addressed for User B and submits the message.
The MMS Server receives the video message from User A and sends a notification message to User B.

User B responds to the notification message

MMS Server, based on the notification response, looks up the UAProf of User B and determines that User B has listed no support for Video.

MMS Server, according to MMS conformance document V1.3, performance major content adaptation. (in some market implementations this major content adaptation is to remove the video and other implementations convert the video into a pre-defined set of slides e.g. 10 slides).
User B receives the adapted message i.e. either a message with no video or some slides instead of video or some other variance of the implementation but most likely no video.

Use Case with new Specifications and Potential Implementations:

User A is video handset/MMS Client

Profile: User A would like to be notified when his or her messages are severely adapted.

User B is a non-video handset/MMS client

Profile: User B would like to have an alternate email address pre-defined in a server profile to forward all the messages that are severely adapted for termination to User B.

Use Case Sequence of Events:

User A composes a Video message (e.g. 300KB size) addressed for User B and submits the message.

The MMS Server receives the video message from User A and sends a notification message to User B.

User B responds to the notification message

MMS Server, based on the notification response, looks up the UAProf of User B and determines that User B has listed no support for Video.

MMS Server looks up profile for User B, which identifies an alternate address for delivery of the message as is.

MMS Server forwards the video message to the alternate address

MMS Servers then adapts the message (e.g. removes the video) and sends the remainder of the message to User B.

MMS Server then looks up the profile for User A, which states that User should be notified when his her message is severely adapted.

MMS Server sends a message back to User A, notifying him or her that the message was delivered without video (this is example text. Actual notification message needs to be agreed in OMA MMSG)

User B may wish to request the server for the actual message that was delivered to User B, in which case the Server will forward the adapted message to User A.

[Note: details of could be discussed if a notification is sent to User B or the User B has a wish for receiving the adapted message itself as the first step.]
Deliverable(s):

OMA MMS RD, version 1.4

OMA MMS AD, version 1.4

OMA MMS Functional Description (Stage 2) Specification, version 1.4
OMA MMS Conformance Document, version 1.4

OMA MMS Client Transaction (CTR), version 1.4

OMA MMS Encapsulation Protocol (ENC), version 1.4
Existing Specifications or Documents Affected:

OMA-MMS-RD

OMA-MMS-ENC

OMA-MMS-CTR

3GPP TS 22.140

3GPP TS 23.140

3GPP TS 32.240

3GPP TS 32.270
3GPP2 TSG-S S.R0064

3GPP2 TSG-X X.S0016-000
3GPP2 TSG-X X.S0016-200
3GPP2 TSG-X X.S0016-310

3GPP2 TSG-X X.S0016-311
3GPP2 TSG-X X.S0016-312

Linked Work Items:

None
Linked Affected OMA Groups and External For a

OMA-REQ

OMA-MWG-MMSG

3GPP CT
3GPP SA5
3GPP2 TSG S

3GPP2 TSG X
2 Impacts

	Service Requirements
	Arch
	Charging
	Security
	Privacy
	IOT

	Smart Card
	Terminals
	Servers
	Access
	
	
	
	
	

	
	x
	x
	
	
	
	
	
	x


Service Impacts:

The service impact will be towards the user experience. 

For the Sending User, he or she will feel more confident that there data will be delivered with integrity and in the even parts of the data is removed or tampered with then they are notified.
For the recipient user, he or she will always have access to the data.

This, can improve the overall MMS service where there is so much fragmentation from the handset capabilities perspective.
Architecture Impacts:

None known at this point
Charging/Billing Impacts:

This is an operator specific issue.
Security Impacts:

None known at this point
Privacy Impacts:

None known at this point
IOT Impacts:

This will generate Interoperability problems but rather would help facilitate some gaps due to capabilities mis-match.
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