Doc# OMA-DM-LightweightM2M-2012-0117-CR_remove_example_objects_and_resources[image: image1.jpg]"sOMaQa

Open Mobile Alliance



.doc
Change Request

Doc# OMA-DM-LightweightM2M-2012-0117-CR_remove_example_objects_and_resources.doc
Change Request



Change Request

	Title:
	LWM2M remove example objects and resources
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	DM LightweightM2M

	Doc to Change:
	OMA-TS-LightweightM2M-V1_0_0-20121219-D

	Submission Date:
	21 Dec 2012

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Friedhelm Rodermund, Vodafone, friedhelm.rodermund@vodafone.com
Zach Shelby, Sensionde, zach@sensinode.com

	Replaces:
	n/a


1 Reason for Change

Now that we have some real Objects, this CR proposes to remove Appendix A  „Example Objects and Resources” completely to avoid any confusion. 
2 Impact on Other Specifications

None

3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

DM WG to review and agree this CR
5 Detailed Change Proposal
Change 1:  Remove example objects and resources
Appendix A. 

	
	

	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	





Appendix B. LWM2M Object Template and Guidelines   (Informative)

Editor’s Note: Add an example about how to access multiple instances of resource.

Editor’s Note: Reserve range for OMA, other SDO, vendors for object ID registration

Editor’s Note: How to reuse the existing management objects need further study

This Appendix provides the template to be used for the specification of LWM2M objects. Furthermore, guidelines for the creation of LWM2M objects are provided.
B.1 Object Template

Appendix C.x
 LWM2M Object: <LWM2M object name>
Decription: 

Object  info:

	Object
	Object ID 
	Object URN
	Multiple Instances?

	
	
	
	


Resource info:
	Resource Name
	Resource ID
	Access Type
	Multiple

Instances?
	Type
	Range or Enumeration
	Units
	Descriptions

	Resource Name
	0
	R, W, E
	Yes/No
	String,

Integer,

Decimal,

Boolean,

Binary,

Time,

Date
	If any
	If any
	Descriptions


B.2 Guidelines

LWM2M objects must be registered with OMNA. The registration process is outlined here:   <link

Appendix C. LWM2M Objects defined by OMA   (Normative)

This Appendix provides LWM2M Objects defined by OMA. Other organizations and companies may define additional LWM2M according to the guidelines and template provided in Annex B

The following LWM2M objects have been defined by OMA

· LWM2M Server

· Access Control

· Device

· Connectivity

· Firmware

C.1 LWM2M Object: LWM2M Server

Description: This LWM2M objects provides the data related to a LWM2M server, the initial access rights, and security related data.
Object Info:
	Object
	Object ID 
	Object URN
	Multiple Instances?

	LWM2M Server
	0
	
	Yes


Resource Info:

	Resource Name
	Resource ID
	Access Type
	Multiple

Instances?
	Type
	Range or Enumeration
	Units
	Descriptions

	LWM2M Server URI
	0
	R, W
	No
	String

	0 – 255 bytes
	-
	Uniquely identifies the LWM2M Server, and is in the form:

“coaps://host:port”, where host is an IP address or FQDN, and port is the UDP port of the Server. 

	Security Mode
	1
	R, W
	No
	Integer
	8-bit
	-
	Determines which security mode of CoAP is used
0: Pre-Shared Key mode
1: Raw Public Key mode
2: Certificate mode

	Security Key
	2
	R, W
	No
	Binary
	Variable
	-
	Stores security key of security mode. The format of the keying material is defined by the security mode.

	Short Server ID
	4
	R
	No
	Unsigned Integer
	16-bit
	-
	Short integer ID, assigned by the LWM2M Client. This identifier uniquely identifies each LWM2M Server configured for the LWM2M Client.

default Short Server ID (i.e. 0) MUST not be used for identifying the LWM2M Server

	Default Minimum Period
	5
	R, W
	No
	Unsigned Integer
	16-bit
	s
	The default value the Client should use for the Minimum Period of an Observation in the absence of this parameter being included in an Observation.

	Default Maximum Period
	6
	R, W
	No
	Unsigned Integer
	16-bit
	s
	The default value the Client should use for the Maximum Period of an Observation in the absence of this parameter being included in an Observation.

	Disabled
	7
	R, W
	No
	Boolean
	1-bit
	
	If true, this LWM2M Server is disabled for a certain period defined in the Disabled Timeout Resource. In this period, the LWM2M Client MUST NOT send any message to the Server and ignore all the messages from the Server. When disabled, Client MUST perform de-registration process and underlying network connection between the Client and Server MUST be disconnected.

	Disabled Timeout
	8
	R, W
	No
	Unsigned Integer
	32-bit
	s
	A period to disable the Server. After this period, the LWM2M Client MUST set false to the value of Disabled Resource and perform registration process to the Server. If this Resource is not set, a default timeout value is 86400 (1 day).


C.2 LWM2M Object: Access Control

Description: Access Control Object is used to check whether the LWM2M Server has access right for performing an operation. Each Access Control Object Instance contains ACL for a certain Object or Object Instance.

Object Info:

	Object
	Object ID 
	Object URN
	Multiple Instances?

	Access Control
	1
	
	Yes


Resource Info:

	Resource Name
	Resource ID
	Access Type
	Multiple

Instances?
	Type
	Range or Enumeration
	Units
	Descriptions

	Object ID
	0
	R, W
	NO
	Unsigned Integer
	16-bit
	-
	See Table 3.

	Object Instance ID
	1
	R, W
	NO
	Unsigned Integer
	16-bit
	-
	See Table 3.

	ACL
	2
	R, W
	YES
	Binary
	8-bit
	-
	Resource Instance ID MUST be the same with Short Server ID of a certain LWM2M Server which has an access right.

Resource Instance ID 0 is for default ACL entry.

Value corresponding to the Resource Instance ID is 1 byte access right value specified as below.

1st lsb: Read

2nd lsb: Write

3rd lsb: Execute

Other bits are reserved for future use

	Access Control Owner
	3
	R, W
	NO
	Unsigned Integer
	16-bit
	-
	Short Server ID of a certain LWM2M Server. This LWM2M Server only can manage these Resources of Object or Object Instance.


Editors’note: Add Example of Object or Object Instance

C.3 LWM2M Object: Device

Description: This LWM2M objects provide a range of device related information which can be queried by the LWM2M server, and a device restart function.

Object info:

	Object
	Object ID 
	Object URN
	Multiple Instances?

	Device
	2
	
	No


Resource Info:

	Resource Name
	Resource ID
	Access Type
	Multiple

Instances?
	Type
	Range or Enumeration
	Units
	Descriptions

	Resource Name
	0
	R, W, E
	Yes/No
	String,

Integer,

Decimal,

Boolean,

Binary,

Time,

Date
	If any
	If any
	Descriptions


C.4 LWM2M Object: Connectivity

Description: This LWM2M objects enables management of parameters related to connectivity.

Object info:

	Object
	Object ID 
	Object URN
	Multiple Instances?

	Connectivity
	3
	
	No


Resource Info:

	Resource Name
	Resource ID
	Access Type
	Multiple

Instances?
	Type
	Range or Enumeration
	Units
	Description

	Resource Name
	0
	R, W, E
	Yes/No
	String,

Integer,

Decimal,

Boolean,

Binary,

Time,

Date
	If any
	If any
	Descriptions


C.5 Firmware

Description: This LWM2M objects enables FW management incl. querying the installed FW, updating FW and activate FW.

Object Info:

	Object
	Object ID 
	Object URN
	Multiple Instances?

	Firmware
	4
	
	No


Resource Info:

	Resource Name
	Resource ID
	Access Type
	Multiple

Instances?
	Type
	Range or Enumeration
	Units
	Description

	Resource Name
	0
	R, W, E
	Yes/No
	String,

Integer,

Decimal,

Boolean,

Binary,

Time,

Date
	If any
	If any
	Descriptions


Appendix D. Change History
(Informative)
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	04 Sep 2012
	all
	TS baseline agreed as in

   OMA-DM-LightweightM2M-2012-0078-INP_TS_kick_off

	Draft Version

OMA-TS-LightweightM2M-V1_0-20120918-D
	18 Sep 2003
	6, 7
	Incorporates input to committee:
OMA-DM-LightweightM2M-2012-0083R01-CR_Skeleton_Base_Line
OMA-DM-LightweightM2M-2012-0090R02-CR_TS_Resource_Model

OMA-DM-LightweightM2M-2012-0061R04-CR_Interfaces


	Draft Version

OMA-TS-LightweightM2M-V1_0-20121024-D
	24 Oct 2012
	6, 7, Appendix A
	OMA-DM-LightweightM2M-2012-0095R01-CR_TS_Interface_and_Resource_Additions

	Draft Version

OMA-TS-LightweightM2M-V1_0-20121030-D
	30 Oct 2012
	7, 8
	OMA-DM-LightweightM2M-2012-0097R01-CR_Identifiers_and_Security_Considerations

	Draft Version

OMA-TS-LightweightM2M-V1_0-20121117-D 
	17 Nov 2012
	2, 6, 7, 8, 9, 10
	OMA-DM-LightweightM2M-2012-0088R04-CR_Transfer_Protocol
OMA-DM-LightweightM2M-2012-0098R02-CR_Bootstrap_Information_and_Modes

OMA-DM-LightweightM2M-2012-0099R01-CR_Default_ACL_Entry

OMA-DM-LightweightM2M-2012-0100R02-CR_Authorization_Procedure_and_Error_Code

OMA-DM-LightweightM2M-2012-0104R01-CR_Registration_Interface

	Draft Version

OMA-TS-LightweightM2M-V1_0-20121130-D
	30 Nov 2012
	
	OMA-DM-LightweightM2M-2012-0107R01-CR_Appendix_for_LWM2M_Objects.

OMA-DM-LightweightM2M-2012-0106R02-CR_Information_Interfaces.

OMA-DM-LightweightM2M-2012-0108R01-CR_LWM2M_Server_Account_Object.

OMA-DM-LightweightM2M-2012-0109R01-CR_Authorization_Update


	Draft Version

OMA-TS-LightweightM2M-V1_0-20121206-D
	06 Dec 2012
	6
	OMA-DM-LightweightM2M-2012-0110R01-CR_Interfaces_Intro_Update

	Draft Version

OMA-TS-LightweightM2M-V1_0-20121219-D
	19 Dec 2012
	6,7,8,9,
Annex
	OMA-DM-LightweightM2M-2012-0111R01-CR_Object_Instance_Introduction

OMA-DM-LightweightM2M-2012-0112-CR_Object_Template_Update
OMA-DM-LightweightM2M-2012-0113R02-CR_Access_Control
OMA-DM-LightweightM2M-2012-0114-CR_Update_Operation_Modification
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Appendix E. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [IOPPROC].

The following is a model of a set of SCR tables.  DELETE THIS COMMENT

E.1 SCR for XYZ Client

	Item
	Function
	Reference
	Status
	Requirement

	XYZ-C-001
	Something mandatory
	Section x.y
	M
	(XYZ-C-001 OR XYZ-C-003) AND
 XYZ-C-002

	XYZ-C-002
	Something optional
	Section x.y
	O
	

	XYZ-C-003
	Dependencies on ZYX
	Section x.y
	M
	ZYX:MCF

	XYZ-C-004
	Dependencies on ZYX
	Section x.y
	O
	ZYX:OCF


E.2 SCR for XYZ Server

	Item
	Function
	Reference
	Status
	Requirement

	XYZ-S-001
	Something mandatory
	Section x.y
	M
	XYZ-S-001 OR XYZ-S-002 OR XYZ-S-003

	XYZ-S-002
	Something optional
	Section x.y
	O
	

	XYZ-S-003
	Dependencies on ZYX
	Section x.y
	M
	ZYX:MSF

	XYZ-S-004
	Dependencies on ZYX
	Section x.y
	O
	ZYX:OSF


Appendix F. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.

DELETE THIS COMMENT

F.1 App Headers

<More text>

F.1.1 More Headers

<More text>

F.1.1.1 Even More Headers

<More text>

NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.
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