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1 Reason for Contribution

Add New Text to the  GwCap Enabler 1.0  baseline 
2 Summary of Contribution
. Fill up  Empty Section 1 , 2, 3, 4 & 5 (partial)
3 Detailed Proposal

See below
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

 DM WG to review and agree this INP
Addition 1 :   Fill up Section 1 
1. Scope
(Informative)

This document lists the requirements for the OMA LWM2M Gateway Capabilty enabler.  It mainly focuses on requirements to enable a LWM2M Server to manage LWM2M devices and to enable services in that devices which are not directly accessible to the LWM2M Server (for example, because the devices are deployed behind a firewall, or a local router / concentrator)  . 

This document then  provides requirements for management and service enablement of  LWM2M devices when organized in a local cluster : for example, in fanning out LWM2M commands from a  LWM2M Server to multiple LWM2M End Devices and aggregating responses from multiple LWM2M End Devices so that a consolidated response is sent back to the distant LWM2M Server.  

The following issues are in the scope of this document:  bootstrapping,  registration, discovery and notification  mechanisms, fan out and aggregation of messages, with respect of  OMA LWM2M TS 1.0 enabler. 

When OMA LWM2M Gateway Capabilty  requirements are identified but are recognized of being not affordable by OMA LWM2M TS 1.0 enabler, this requirement will be considered out of the scope of  that  LWM2M Gateway Capabilty current release 1.0;  however that functionnality has to be noted  for being addressed in the time frame of  OMA LWM2M TS 1.1 enabler.

The scope of OMA LWM2M Gateway Capabily enabler in current release 1.0, is to cover devices only supporting LWM2M TS 1.0 protocols. Requirement for devices supporting not LWM2M TS 1.0 protocol could be addressed in a future realease of   the OMA LWM2M Gateway Capabily,  however as much as possible, current release should be prepared to support such evolution (e.g. LWM2M/CoAP bearer evolution).  
Addition 2 :   Add  reference to LWM2M Enabler

2. References

2.1 Normative References

	[LWM2M]
	“OMA LightweightM2M”, Version 1.0, Open Mobile Alliance™, 
URL:http://www.openmobilealliance.org/


Addition 3 :   Add   a definition

3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	
	

	
	

	LWM2M Cluster
	.
A LWM2M Cluster is composed of a set of LWM2M End-Devices managed by a LWM2M Gateway Device playing the role of local LWM2M Server  according to TS LWM2M-GwCap Enabler. 


Addition 4 :   fill up Section 4 : Introduction 
4. Introduction
(Informative)

The OMA LWM2M protocol is used for  both the remote management of LWM2M Devices and Services Enablements in that Devices. In many instances, the OMA LWM2M Server and the OMA LWM2M Client communicate with each other directly. However, direct communication between the LWM2M Server and the LWM2M Client is not always possible, nor desirable, due to inaccessibility of devices behind a firewall or router/concentrator. 

This document provides the requirements for OMA LWM2M enabler to manage LWM2M Devices indirectly (that is, through a Gateway). This Gateway is managed by an OMA LWM2M Server; in turn, the LWM2M Gateway manages  LWM2M End-Devices behind  it.

In a sense, a LWM2M Gateway is an Intermediate LWM2M Constrained Device which can be viewed as a LWM2M Client by the distant LWM2M Server and as a LWM2M (local) Server for the LWM2M End-Devices registered to it.

Addition 5 :   fill up Section 5 and subsection 5.1

5. LWM2M Gateway Capability Release Description 
(Informative)

The LWM2M GwCap Enabler MUST be compatible by LWM2M TS 1.0 enabler and later versions. 

This document of requirement MAY contains requirement which are likely to be addressable by a later release of LWM2M TS 1.0 Enabler only, however such a requirement MUST be clearly identified as not intending to be supported by LWM2M Enabler release 1.0 . 
The LWM2M GwCap Requirements MUST be established in such a way an instance of the LWM2M GwCap Enabler can be coherently implemented in a full LWM2M TS 1.0 context. 

5.1 End-to-end Service Description

The LWM2M GwCap Enabler will provide a solution for Resource Constrained LWM2M End-Devices which take benefit of being organized in LWM2M cluster e.g. for  minimizing traffic impact on communication,  for  privileging local data management or  for  guarantying security inside and outside the cluster at the lowest cost.  

Typically, an implementation of the LWM2M GwCap Enabler, will be located in a LWM2M intermediate device, and could be seen as a LWM2M Client from the LWM2M (distant) Server side; it could also be viewed as a LWM2M (local) Server for  the LWM2M Clients registered to that local Server. 

The problematic is then to proceed with the LWM2M basic operations of  Bootstrap, Registration, Data Management and Application Services, on the LWM2M End-Devices located behind this LWM2M Intermediate –Device.  
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