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1 Reason for Change

This contribution addresses Github issue #188 - https://github.com/OpenMobileAlliance/OMA_LwM2M_for_Developers/issues/188
2 Impact on Other Specifications

None
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

Fix reference from RFC 7292 to RFC 5280. 
5 Detailed Change Proposal
2.1 Normative References

	[RFC7292]
	K. Moriarty, et al., "PKCS #12: Personal Information Exchange Syntax v1.1", RFC 7292, July 2014.

	[RFC5280]
	D. Cooper, et al., "Internet X.509 Public Key Infrastructure Certificate and Certificate Revocation List (CRL) Profile", RFC 5280, May 2008.


E.1.1.3 Certificate Mode
The Certificate mode requires an X.509v3 Certificate along with a matching private key. The private key is stored in the Secret Key Resource, encoded using [RFC5958], as the private key in the RPK mode. The certificate in a DER encoded binary format, as defined in [RFC5280], is stored  in the Public Key or Identity Resource.
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