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1 Reason for Change 
· Multi Servers Context Use Cases
· Annex : Configuration for Multi-Server Context

· Annex D : Test Coverage
2 Impact on Other Specifications

None
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

DM WG to review and agree that CR
5 Detailed Change Proposal
Change 1:  Multi Server Context
6.2 Multi-Servers Context [950-999]
6.2.1  LightweightM2M-1.0-int-950 – Multi-Servers Registration 
	Test Case Id
	LightweightM2M-1.0-int-950

	Test Object
	Client and Server

	Test Case Description
	Test the Client capability to register 2 and connect 2 different Servers 

	Tool
	n/a

	Test code
	n/a

	Preconditions
	· The Client supports the minimum Configuration  C.14  as defined in Annex and containing 2 (Registred-)Server accounts
· Device is turned-on

· The Boostrap Information is available in the Client with 2 Server-Accounts to which the Client is likely to register, and support of the Access Control Object) 

	Test Procedure
	The Client automatically registers with 2 Servers in using the 2 Server Accounts available in the bootstrapped configuration  

Normal flow:

1. Registration message (CoAP POST) is sent from the Client to Server #1

2. Registration message (CoAP POST) is sent from the Client to Server #2 

	Pass-Criteria
	A. In test step 1., the Server receives the REGISTER command along with the information related to the Server Account #1  (see LwM2M-1.0-int-101 Test Case for more) 

B. In test step 1., the Client receives the “Success” message from Server #1 (2.01 Created)

C. In test step 2., the Server receives the REGISTER command along with the information related to the Server Account #2  (see LwM2M-1.0-int-101 Test Case for more) 

D. In test step 2., the Client receives the “Success” message from Server #2 (2.01 Created)




6.2.1  LightweightM2M-1.0-int-951 – Multi-Servers & Attributes
	Test Case Id
	LightweightM2M-1.0-int-951

	Test Object
	Client and Server

	Test Case Description
	Test the Client capability to identify and to report information according to a specific Server context 

	Tool
	n/a

	Test code
	n/a

	Preconditions
	· The Client supports the minimum Configuration  C.14  as defined in Annex and containing 2 (Registred-)Server accounts as well as simple Access Contol Structure
· Device is turned-on

· The Boostrap Information is available in the Client with 2 Server-Accounts to which the Client is likely to register

· The Client pass the test case LightweightM2M-1.0-int-950 and is connected to Server#1 et Server#2

	Test Procedure
	Server #1 & Server#2 set different Observation period values for the Device Object Instance; A check is performed to verify the effective setting

Normal flow:

1. The Server #1 communicates to the Client pmin=2 and pmax=10 periods with a WRITE-ATTRIBUTE (CoAP PUT) operation at the Device Object Instance level.
2.  The Server #2 communicates to the Client pmin=15 and pmax=50 periods with a WRITE-ATTRIBUTE (CoAP PUT) operation at the Device Object Instance level.
3. The Server #1 sends a DISCOVER command to the Client
4. The Server #2 send a DISCOVER command to the Client

	Pass-Criteria
	A. In test step 1., the Server#1  receives the “Success” message from the Client (2.04 Changed)

B. In test step 2., the Server#2 receives the “Success” message from the Client (2.04 Changed)
C. In test step 3., the Server#1 receives the “Success” message from Client (2.05 Content) related to its DISCOVER command along with the payload containing the following information regarding the Device Object Instance :
</3/0>;pmin=2;pmax=10,</3/0/0>,</3/0/1>,</3/0/2>,</3/0/3>,</3/0/11>,</3/0/16>
D. In test step 4., the Server#2 receives the “Success” message from Client (2.05 Content) related to the DISCOVER command along with the payload containing the following information regarding the Device Object Instance :

</3/0>;pmin=15;pmax=50,</3/0/0>,</3/0/1>,</3/0/2>,</3/0/3>,</3/0/11>,</3/0/16>




Change 2:   Re-numbering 2nd part of the document
6.3 LwM2M Additional Objects Test cases [1000-1999]
Change 3:  Annex C  : C14    Multi-Servers  Configuration 
Appendix C. LwM2M Configurations

C.14 Multi-Servers Context Initial Configuration 
PSK Mode support, no SMS support
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Change 4:  Annex D  :  Core Test Coverage  

Appendix D. Core Test Coverage
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{“bn”:“/”,


   “e”:[ 


  {"n":"0/1/0","sv": <LwM2M Bootstrap Server URI>},


  {"n":"0/1/1","bv":true},


  {"n":"0/1/2","v":0},


  {"n":"0/1/3","sv":<PSK Identity #0>},  // opaque in Base64


  {"n":"0/1/4","sv": <n/a> },


  {"n":"0/1/5","sv": <Secret Key #0>},    // opaque in Base64





// Server Account  #1


  {"n":"0/0/0","sv": <LwM2M Server URI #1>},


  {"n":"0/0/1","bv":false},


  {"n":"0/0/2","v":0},


  {"n":"0/0/3","sv":<PSK Identity #1>},  // opaque in Base64


  {"n":"0/0/4","sv": <n/a> },


  {"n":"0/0/5","sv": <Secret Key #1>},    // opaque in Base64                       


  {"n":"0/0/10","v":1},


  {"n":"1/0/0","v":1},


  {"n":"1/0/1","v":86400},


  {"n":"1/0/2","v":1},


  {"n":"1/0/3","v":10},


  {"n":"1/0/5","v":86400},


  {"n":"1/0/6","bv":false},


  {"n":"1/0/7","sv":"U"},





 // Server Account  #2


 {"n":"0/2/0","sv": <LwM2M Server URI #2>},


  {"n":"0/2/1","bv":false},


  {"n":"0/2/2","v":0},


  {"n":"0/2/3","sv":<PSK Identity #2>},  // opaque in Base64


  {"n":"0/2/4","sv": <n/a> },


  {"n":"0/2/5","sv": <Secret Key #2>},    // opaque in Base64                       


  {"n":"0/2/10","v":2},


  {"n":"1/1/0","v":2},


  {"n":"1/1/1","v":86400},


  {"n":"1/1/2","v":1},


  {"n":"1/1/3","v":10},


  {"n":"1/1/5","v":86400},


  {"n":"1/1/6","bv":false},


  {"n":"1/1/7","sv":"U"},








 // Access Control Object  : Server #1 has full access, Server #2 no access


  {"n":"2/0/0","v":1},


  {"n":"2/0/1","v":0},


  {"n":"2/0/2/1","v":15},                // Server #1 full access


  {"n":"2/0/3","v":1},





 // Access Control Object  : Server #2 has full access, Server #1 no access


  {"n":"2/0/0","v":1},


  {"n":"2/0/1","v":1},


  {"n":"2/0/2/2","v":15},                // Server #2 full access


  {"n":"2/0/3","v":2},





// Access Control Object  : Object Device Server #2 & #1 have full access (i.e. RWE)


  {"n":"2/0/0","v":3},


  {"n":"2/0/1","v":0},


  {"n":"2/0/2/2","v":15},               


  {"n":"2/0/3","v":<MAX_ID>},





  {"n":"3/0/0","sv":<Manufacturer Name>},


  {"n":"3/0/1","sv":<Model Name>},


  {"n":"3/0/2","sv":<Serial Number>},


  {"n":"3/0/3","sv":<Firmware Version>},


  {"n":"3/0/11/0","v":0},


  {"n":"3/0/16","sv":"U"},


    ]


} // C14








