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Reason for Change
See change 1 with use cases.
Impact on Backward Compatibility
None.
Impact on Other Specifications
None.
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
WG to accept this CR.
Detailed Change Proposal
Reasonning
5.1.11 Server Management
The LwM2M Bootstrap Server role is to manage the various LwM2M Server accounts on the LwM2M Clients by adding, removing, and updating them. Currently the LwM2M Bootstrap Server can communicate with the LwM2M Clients only when a LwM2M Client sends a Bootstrap Request, usually during the Bootstrap sequence.
When a LwM2M Server account needs to be updated on an already registered LwM2M Client, the LwM2M Bootstrap Server has to wait for the LwM2M Client to initiate a bootstrap, which would occur if the LwM2M Client is no longer able to register to the LwM2M Server or if a LwM2M Server triggers a bootstrap request from the LwM2M Client. When the LwM2M Bootstrap Server is not managed by the same entity as the LwM2M Servers, there is no way for the LwM2M Bootstrap Server to trigger the bootstrap request. Furthermore, the LwM2M Bootstrap Server is not aware of the reachability of the LwM2M Clients.
For a LwM2M Server account to be provisioned or updated on the LwM2M Clients, the account details must be provided to the LwM2M Bootstrap Server. And the LwM2M Bootstrap Server must know on which LwM2M Clients this LwM2M Server account has to be provisioned.
When provisioning the LwM2M Server account, the LwM2M Bootstrap Server also manages the security credentials used by the LwM2M Client to authenticate to the LwM2M Server. This information is required by the LwM2M Server. 
By defining an interface between the LwM2M Bootstrap Server and one of the LwM2M Servers to either request a bootstrap trigger, the LwM2M enabler would permit the interoperability of the LwM2M Servers.
The following figures illustrate this. The new interface is displayed in blue.
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Requirements
6.1.4 Server Management
	Label
	Description
	Release

	LightweightM2M-SM-1
	The Lightweight M2M Enabler MUST allow a LwM2M Server to supply the LwM2M Bootstrap Server with the LwM2M Server Account information to be provisioned on LwM2M Clients.
	1.2

	LightweightM2M-SM-2
	The Lightweight M2M Enabler MUST allow a LwM2M Bootstrap Server to inform a LwM2M Server to trigger a Bootstrap Request on a LwM2M Client.
	1.2

	LightweightM2M-SM-3
	The Lightweight M2M Enabler MUST allow a LwM2M Bootstrap Server to inform a LwM2M Server of the LwM2M Client security credentials for this LwM2M Server.
	1.2
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