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1. Scope

This document is a delta TS for LWM2M v1.1, it needs to be read in conjunction with LWM2M v1.0 TS latest edition.
2. References

2.1 Normative References

2.2 Informative References

3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions
3.2.1 LWM2M v1.1 related definitions
3.3 Abbreviations
	LWM2M
	Lightweight Machine to Machine (refers to this OMA enabler)


Kindly consult [OMADICT] for more abbreviations used in this document.
4. Introduction

4.1 Version 1.0

4.2 Version 1.1
This document currently reflects the delta between version 1.0 and version 1.1. 
5. Interfaces

5.1 Attributes

5.2 Bootstrap Interface

5.3 CLIENT REGISTRATION INTERFACE

5.4 DEVICE MANAGEMENT & SERVICE ENABLEMENT INTERFACE

5.5 INFORMATION REPORTING INTERFACE

6. IDENTIFIERS AND RESOURCES

6.1 RESOURCE MODEL

6.2 IDENTIFIERS

6.3 DATA FORMATS FOR TRANSFERRING RESOURCE INFORMATION

7.  SECURITY

7.1 UDP CHANNEL SECURITY

7.2 SMS CHANNEL SECURITY

7.3 ACCESS CONTROL

8. TRANSPORT LAYER BINDING AND ENCODINGS

8.1 REQUIRED FEATURES
URI IDENTIFIER & OPERATION MAPPING

8.2 QUEUE MODE OPERTION

8.3 UPDATE TRIGGER MECHANISM

8.4 RESPONSE CODES

8.5 TRANSPORT BINDINGS
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Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].

B.1 SCR for LWM2M Client

B.2 SCR for LWM2M Server

Appendix C. Data Types
(Normative)

Appendix D. LWM2M Object Template and Guidelines
(Normative)

Appendix E. LWM2M Objects defined by OMA
(Normative)
Appendix F. Example LWM2M Client
(Informative)

Appendix G. Storage of LWM2M Bootstrap Information on the Smartcard
(NORMATIVE)

Appendix H. Secure channel between Smartcard and LWM2M Device Storage for secure Bootstrap Data provisioning 
(Normative)
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