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1 Reason for Contribution

An analysis on WLAN positioning over SUPL is summarized. 
2 Summary of Contribution

An analysis on WLAN positioning over SUPL is summarized.
3 Detailed Proposal

Locating a SET attached to a WLAN or I-WLAN network is one of features proposed in SUPL 2.0. This contribution summarizes the positioning issues for WLAN and I-WLAN and the impacts on the SUPL.

3.1 Activities in other fora

3.1.1 IEEE 802.11 WG

Following IEEE 802.11 WG activities are relevant to positioning for WLAN.  

A. 802.11k: TGk has defined a mechanism for carrying location information (per RFC-3825) from one IEEE 802.11 station/AP to another IEEE 802.11 station/AP. The mechanism for calculating/provisioning location information on the AP are not however being considered by TGk.
B. 802.11v: TGv will be considering proposals for calculating location information relative to the IEEE 802.11 AP for an IEEE 802.11 station.
C.  802.11u: TGu currently has a requirement to provide capability advertisement for WLANs supporting Emergency Calls. TGu currently has a requirement to support Emergency Calls when the user does not have authentication credentials but both the network and the WLAN station are capable of supporting VoIP calls.
3.1.1 IETF 

Following IETF draft and RFC are relevant to WLAN and I-WLAN positioning. 

A. GEOPRIV: 

Draft-ietf-geoprive-radius-lo-02: draft-ietf-geopriv-radius-lo-02.txt defines the AAA attributes that are used by a AAA client or a local AAA server in an access network for conveying location-related information to the user’s home AAA server. 
Draft-ietf-geopriv-dhcp-civil-07: IETF in their draft-ietf-geopriv-dhcp-civil-07 describe a method whereby the location of the terminal could be passed to it via DHCP during authentication.  This draft describes how DHCPv4 and DHCPv6 can be used to convey the civic and postal address to devices. Both can be used simultaneously, increasing the chance to deliver accurate and timely location information to emergency responders.
Draft-ietf-geopriv-pidf-lo-03: In a companion draft, draft-ietf-geopriv-pidf-lo-03, it is identified how location objects may be transmitted.  OMA LOC WG, while not standardizing that method, assume that some implementations may use that method as a means of supplying location over WLAN and I-WLAN, and are taking those methods into account for the initial location information for IMS emergency call.
B. RFC3825: RFC 3825 - Dynamic Host Configuration Protocol Option for Coordinate-based Location Configuration Information
The DHCP server is assumed to have determined the location from the Circuit-ID relay agent information option (RAIO) defined (as SubOpt 1) in “DHCP relay agent information option, RFC 3046”. In order to translate the circuit (switch port identifier) into a location, the DHCP server is assumed to have access to a service that maps from circuit-ID to the location at which the circuit connected to that port terminates in the building, for example, the location of the wall jack. Informing the host device of its geo-location at host configuration time will allow the device to utilize this geo-location information to inform others of its current geo-location, if the user and/or application so desires.
3.2 Impacts on SUPL

3.2.1 Use of OMA SUPL in the thread of I-WLAN

The position calculation based on OMA SUPL over I-WLAN has been considered in the 3GPP community and separate WI, LCS for I-WLAN was proposed in 3GPP SA WG2. OMA SUPL is now considered as one of positioning protocols.

A. OMA SUPL initiation over existing TCP/IP connection between the PDG and the UE: If the external LCS client requests the location of WLAN UE and there is already established TCP/IP connection between the WLAN UE and I-WLAN network, then the SLP can send SUPL INIT message over available TCP/IP connection. For 3GPP I-WLAN case, the SLP can send SUPL INIT message over the established tunnel between the WLAN UE and PDG (Packet Data Gateway).
B. OMA SUPL applicability: Even if there is no tunnel between the UE and the PDG, the SLP can initiate the SUPL procedure as defined in the SUPL 1.0 if there is location request from SUPL agent. 
3.2.2 Use of GEORPIV defined LO

Draft-ietf-geopriv-dhcp-civil-07 describes how DHCPv4 and DHCPv6 can be used to convey the civic and postal address to devices. This civic and postal address can be transferred to the SLP when the SET initiates the SUPL positioning as one of initial coarse location information.

3.3. Discussions

3.3.1 New requirement and new architecture impacts?
It seems that there is no new requirement needed since the requirements based on use cases regarding the support of SUPL for WLAN and I-WAN were already reflected in current SUPL 2.0 RD. However, to support the OMA SUPL procedure over the existing the tunnel between the WLAN UE and the PDG in I-WLAN case, the SUPL INIT message shall be sent over available TCP/IP connection. Current SUPL 1.0 only allows for SLP to send SUPL INIT message through SMS or WAP PUSH. This architectural impact is captured in the CR, OMA-LOC-2006-0026-CR-SUPL_2_0_AD_WLAN_support. 

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR a s they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss the impacts on SUPL 2.0 to support WLAN and I-WLAN
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