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1 Reason for Contribution

Location WG has discussed various approaches for the periodic and area based triggered scenarios. To some extent a certain level of consensus has been reached. However, no consensus has been reached with respect to the call flows related to SET-Based positioning technologies. In the current AD this is indicated by an Editor’s note that it is FFS. The purpose of this discussion paper is to present an approach in the spirit of reaching consensus for the same.
2 Summary of Contribution

The proposal introduces a basic call flow supporting all possible scenarios and positioning technologies in a uniform call flow that is still optimal. For the sake of brevity the parameters in each message is left out but is covered in tables after the call flows.
3 Detailed Proposal

Network Initiated Proxy Mode – Triggered Services: Periodic Triggers
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A. SUPL Agent issues an MLP TLRR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-id.

The H-SLP MAY verify that the target SET supports SUPL.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

The H-SLP initiates the periodic trigger session with the SET using the SUPL TRANSACTION INIT message, which MAY be sent as over WAP PUSH or SMS. The SUPL TRANSACTION INIT message contains at least session-id, trigger type indicator (in this case periodic), proxy/non-proxy mode indicator and the intended positioning method. The SUPL TRANSACTION INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to the MAC_Master_Key in section TBD which MAY be used to verify if the SUPL TRANSACTION INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL TRANSACTION INIT message. Before the SUPL TRANSACTION INIT message is sent, the H-SLP also computes and stores a hash of the message.

B. When the SUPL TRANSACTION INIT is received by the SET it will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL TRANSACTION INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL TRANSACTION INIT message is authentic.

C. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLP using SLP address that has been provisioned by the Home Network to the SET. 

The SET then sends a SUPL TRANSACTION START message to start the periodic triggered session with the H-SLP. The SET SHALL send the SUPL TRANSACTION START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL TRANSACTION INIT message. The SUPL TRANSACTION START message contains at least a transaction-id, session-id, SET capabilities, a hash of the received SUPL TRANSACTION INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

D. Consistent with the SET capabilities received in the SUPL TRANSACTION START message the H-SLP selects a positioning method to be used for the periodic triggered session and responds with a SUPL TRANSACTION RESPONSE message including transaction-id, session-id, posmethod and periodic trigger parameters.

The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the periodic triggered session. 
E. If the interval between the periodic location reports exceeds the negotiated or a configured threshold the SET suspends the transaction by sending a SUPL TRANSACTION SUSPEND message to the H-SLP and the secure IP connection between the SET and H-SLP is released. Otherwise, the SET proceeds to step J. when the periodic timer expires in step F.
F. When the periodic timer expires in the SET, and if the transaction was suspended in step E., i.e. the secure IP connection between the H-SLP and SET was released the SET proceeds to step G. to re-establish the secure IP connection. Otherwise the SET proceeds directly to step J.

G. When the periodic timer expires and if transaction was suspended in step E. the SET will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection.

H. The SET then sends a SUPL TRANSACTION START message to resume the periodic triggered session with the H-SLP. The SUPL TRANSACTION START message contains at least a transaction-id, session-id, SET capabilities, a hash of the received SUPL TRANSACTION INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

I. Consistent with the SET capabilities received in the SUPL TRANSACTION START message the H-SLP selects a positioning method to be used for the periodic triggered session and responds with a SUPL TRANSACTION RESPONSE message including transaction-id, session-id, posmethod.

J. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SLP SHALL directly proceed to step L and not engage in a SUPL POS session.

If a current position (e.g. with SET-Based A-GPS method) is received in the SUPL POS INIT the H-SLP SHALL proceed directly to step L and not engage in a SUPL session.

K. The SET and the H-SLP MAY exchange several successive positioning procedure messages. 

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).  

L. Once the position calculation is complete the H-SLP sends a MLP TLREP message to the SUPL Agent. The MLP TLREP message includes the req_id and the position result. The SET MAY release the secure IP connection to the H-SLP.

M. The H-SLP acknowledges the end of the SUPL positioning session by sending a SUPL TRANSACTION REPORT to the SET.

If this is not the last position to be reported as part of the periodic location reporting session steps E. to M. are repeated until the last position result as been reported to the SUPL Agent. Otherwise the SET proceeds directly to step N.
N. After the last position result has been reported to the SUPL Agent in step L, the SET ends the periodic session by sending a SUPL TRANSACTION END message to the H-SLP.
SET Initiated Proxy Mode – Triggered Services: Periodic Triggers
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A. The SUPL Agent on the SET receives a request for a periodic triggered service from an application running on the SET. If the SET is not already attached to the Packet Data Network it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL TRANSACTION START message to start a positioning session with the H-SLP. The SUPL TRANSACTION START message contains at least a transaction-id, session-id, SET capabilities and location identifier (lid) and periodic trigger parameters. The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

The H-SLP verifies that the target SET is currently not SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL 2.0. However, there are various environment dependent mechanisms.
C. Consistent with the SET capabilities received in the SUPL TRANSACTION START message the H-SLP selects a positioning method to be used for the periodic triggered session and responds with a SUPL TRANSACTION RESPONSE message including transaction-id, session-id, posmethod and periodic trigger parameters.

D. If the interval between the periodic location reports exceeds the negotiated or a configured threshold the SET suspends the transaction by sending a SUPL TRANSACTION SUSPEND message to the H-SLP and the secure IP connection between the SET and H-SLP is released. Otherwise, the SET proceeds to step J. when the periodic timer expires in step F.

E. When the periodic timer expires in the SET, and if the transaction was suspended in step E., i.e. the secure IP connection between the H-SLP and SET was released the SET proceeds to step G. to re-establish the secure IP connection. Otherwise the SET proceeds directly to step I.

F. When the periodic timer expires and if transaction was suspended in step D. the SET will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection.

G. The SET then sends a SUPL TRANSACTION START message to resume the periodic triggered session with the H-SLP. The SUPL TRANSACTION START message contains at least a transaction-id, session-id, SET capabilities, a hash of the received SUPL TRANSACTION INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

H. Consistent with the SET capabilities received in the SUPL TRANSACTION START message the H-SLP selects a positioning method to be used for the periodic triggered session and responds with a SUPL TRANSACTION RESPONSE message including transaction-id, session-id, posmethod.

I. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SLP SHALL directly proceed to step K and not engage in a SUPL POS session.


J. The SET and the H-SLP MAY exchange several successive positioning procedure messages. 

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).  

K. The H-SLP acknowledges the end of the SUPL positioning session by sending a SUPL TRANSACTION REPORT to the SET. If the position was calculated by the H-SLP the calculated position and its associated QoP is included in the message to the SET.

If this is not the last position to be reported as part of the periodic location reporting session steps D. to L. are repeated until the last position result as been reported to the SUPL Agent. Otherwise the SET proceeds directly to step M.
L. The SUPL Agent in the SET returns the position to the application running on the SET.
M. After the last position result has been reported to the SUPL Agent in step L, the SET ends the periodic session by sending a SUPL TRANSACTION END message to the H-SLP.
Network Initiated Proxy Mode – Triggered Services: Event Triggers
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A. SUPL Agent issues an MLP TLRR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-id.

The H-SLP MAY verify that the target SET supports SUPL.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

The H-SLP initiates the area trigger session with the SET using the SUPL TRANSACTION INIT message, which MAY be sent as over WAP PUSH or SMS. The SUPL TRANSACTION INIT message contains at least session-id, trigger type indicator (in this case area event), proxy/non-proxy mode indicator and the intended positioning method. The SUPL TRANSACTION INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to the MAC_Master_Key in section TBD which MAY be used to verify if the SUPL TRANSACTION INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL TRANSACTION INIT message. Before the SUPL TRANSACTION INIT message is sent, the H-SLP also computes and stores a hash of the message.

B. When the SUPL TRANSACTION INIT is received by the SET it will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL TRANSACTION INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL TRANSACTION INIT message is authentic.

C. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLP using SLP address that has been provisioned by the Home Network to the SET. 

The SET then sends a SUPL TRANSACTION START message to start the periodic triggered session with the H-SLP. The SET SHALL send the SUPL TRANSACTION START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL TRANSACTION INIT message. The SUPL TRANSACTION START message contains at least a transaction-id, session-id, SET capabilities, a hash of the received SUPL TRANSACTION INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

D. Consistent with the SET capabilities received in the SUPL TRANSACTION START message the H-SLP selects a positioning method to be used for the periodic triggered session and responds with a SUPL TRANSACTION RESPONSE message including transaction-id, session-id, posmethod and periodic trigger parameters. The H-SLP converts the selected area into a list of network area identities (e.g. CellID) which is also included in the SUPL TRANSACTION RESPONSE message in addition to the geographical area and the coarse position calculated based on the location identifier received in step C.
E. The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the area triggered session. 

F. If the coarse location received in step D is verified to be far away from the target area the SET suspends the transaction by sending a SUPL TRANSACTION SUSPEND message to the H-SLP and the secure IP connection between the SET and H-SLP is released. Otherwise, the SET maintains the secure IP connection and proceeds to step G.  
G. When a network area identifier matching a network area identifier on the list received in step D., and if the transaction was suspended in step E., i.e. the secure IP connection between the H-SLP and SET was released the SET proceeds to step H. to re-establish the secure IP connection. Otherwise the SET proceeds directly to step K or if a SET-based method is used an no interaction is required with the H-SLP (e.g. to request A-GPS assistance data) an accurate position is calculated by the SET and it proceeds directly to step N.

H. If the transaction was suspended in step F. the SET will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection.

I. The SET then sends a SUPL TRANSACTION START message to resume the periodic triggered session with the H-SLP. The SUPL TRANSACTION START message contains at least a transaction-id, session-id, SET capabilities, a hash of the received SUPL TRANSACTION INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

J. Consistent with the SET capabilities received in the SUPL TRANSACTION START message the H-SLP selects a positioning method to be used for the periodic triggered session and responds with a SUPL TRANSACTION RESPONSE message including transaction-id, session-id, posmethod.

K. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SLP SHALL directly proceed to step L and not engage in a SUPL POS session.

If a current position (e.g. with SET-Based A-GPS method) is received in the SUPL POS INIT the H-SLP SHALL proceed directly to step M and not engage in a SUPL POS session.


L. The SET and the H-SLP MAY exchange several successive positioning procedure messages. 

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).  

M. The H-SLP acknowledges the end of the SUPL positioning session by sending a SUPL TRANSACTION REPORT to the SET. If a network based positioning method was used to calculate the position the position is included in the SUPL TRANSACTION REPORT message.
N. The SET checks the calculated position against the geographical area received in step D. If  position doesn’t cause the area trigger to fire steps F. to N. are repeated until the area trigger fires. Otherwise id the area trigger fires the SET proceeds directly to step O.
O. When the area trigger fires, the SET ends the area event session by sending a SUPL TRANSACTION END message to the H-SLP with an indication that the area trigger fired. The secure IP connection between the SET and H-SLP is relased.
P. The H-SLP returns TLRR report to the SUPL Agent with an indication that the area trigger fired.

SET Initiated Proxy Mode – Triggered Services: Event Triggers
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A. The SUPL Agent on the SET receives a request including a geographical area and trigger parameters for an area trigger service from an application running on the SET. If the SET is not already attached to the Packet Data Network it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL TRANSACTION START message to start a positioning session with the H-SLP. The SUPL TRANSACTION START message contains at least a transaction-id, session-id, SET capabilities and location identifier (lid) and periodic trigger parameters. The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

The H-SLP verifies that the target SET is currently not SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL 2.0. However, there are various environment dependent mechanisms.
C. Consistent with the SET capabilities received in the SUPL TRANSACTION START message the H-SLP selects a positioning method to be used for the area event session and responds with a SUPL TRANSACTION RESPONSE message including transaction-id, session-id, posmethod.The H-SLP also converts the selected area into a list of network area identities (e.g. CellID) which is also included in the SUPL TRANSACTION RESPONSE message in addition to the geographical area and the coarse position calculated based on the location identifier received in step B.
D. If the coarse location received in step C is verified to be far away from the target area the SET suspends the transaction by sending a SUPL TRANSACTION SUSPEND message to the H-SLP and the secure IP connection between the SET and H-SLP is released. Otherwise, the SET maintains the secure IP connection and proceeds to step E.  

E. When a network area identifier matching a network area identifier on the list received in step D., and if the transaction was suspended in step E., i.e. the secure IP connection between the H-SLP and SET was released the SET proceeds to step F. to re-establish the secure IP connection. Otherwise the SET proceeds directly to step I. or if a SET-based method is used and no interaction is required with the H-SLP (e.g. to request A-GPS assistance data) an accurate position is calculated by the SET and proceeds directly to step L.

F. If the transaction was suspended in step D. the SET will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection.

G. The SET then sends a SUPL TRANSACTION START message to resume the periodic triggered session with the H-SLP. The SUPL TRANSACTION START message contains at least a transaction-id, session-id, SET capabilities, a hash of the received SUPL TRANSACTION INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

H. Consistent with the SET capabilities received in the SUPL TRANSACTION START message the H-SLP selects a positioning method to be used for the periodic triggered session and responds with a SUPL TRANSACTION RESPONSE message including transaction-id, session-id, posmethod.

I. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SLP SHALL directly proceed to step K. and not engage in a SUPL POS session.
J. The SET and the H-SLP MAY exchange several successive positioning procedure messages. 

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).  

K. The H-SLP acknowledges the end of the SUPL POS session by sending a SUPL TRANSACTION REPORT to the SET. If a network based positioning method was used to calculate the position the position is included in the SUPL TRANSACTION REPORT message.
L. The SET checks the calculated position against the geographical area defined by the application running on the SET. If  the position doesn’t cause the area trigger to fire steps D. to L. are repeated until the area trigger fires. Otherwise id the area trigger fires the SET proceeds directly to step M.
M. When the area trigger fires, the SET reports the that area trigger has fired to the application running on the SET
N. The SET ends the area event session by sending a SUPL TRANSACTION END message to the H-SLP. The secure IP connection between the SET and H-SLP is released.
Message Definitions
In the tables below a summary of the message definitions are covered together with the intended semantics of each of the parameters.

SUPL TRANSACTION INIT
	Message
	Parameter
	Type
	Presence
	Description

	SUPL TRANSACTION INIT
	
	
	
	Extended SUPL 1.0 message

	
	posMethod
	
	
	Same as SUPL 1.0

	
	notification
	
	
	Same as SUPL 1.0

	
	slpAddress
	
	
	Same as SUPL 1.0

	
	qoP
	
	
	Same as SUPL 1.0

	
	slpMode
	
	
	Same as SUPL 1.0

	
	mac
	
	
	Same as SUPL 1.0

	
	keyIdentity
	
	
	Same as SUPL 1.0

	
	transactionID
	structure
	O
	Structure identifying the transaction in question. Each transaction (area triggered, periodic) might last over multiple SUPL sessions and this ID is used to keep in synch on both sides.

	
	
	IMSI
	M
	identifies the client

	
	
	transID
	M
	unique identifier for the current transaction

	
	transactionType
	enum
	M
	Identifies what kind of transaction in question. Possible values: AreaIn, AreaOut, Periodic, Batch.

	
	triggeringType
	enum
	O
	Optional parameter. If this parameter is not set, then assumption is that stateless operation used


SUPL TRANSACTION START
	Message
	Parameter
	Type
	Presence
	Description

	SUPL TRANSACTION START
	transactionID
	structure
	M
	Structure identifying the transaction in question. Each transaction (area triggered, periodic) might last over multiple SUPL sessions and this ID is used to keep in synch on both sides.

	
	
	IMSI
	M
	identifies the client

	
	
	transID
	M
	unique identified for the current transaction

	
	transactionType
	enum
	M
	Identifies what kind of transaction in question. Possible values: AreaIn, AreaOut, Periodic, Batch.

	
	setCapabilities
	structure
	M
	Capabilities supported by SET

	
	QoP
	structure
	O
	Desired QoP for the position

	
	triggeringType
	enum
	O
	Optional parameter. If this parameter is not set, then assumption is that stateless operation used.

	
	requestedArea
	structure
	O
	Client needs to provide the desired location for SUPL. If e.g. trigger for current location needed, then position can be made as optional field and message sequence first includes position retrieval. Per 23.032.

	
	targetMSISDN
	bitstring
	O
	MSISDN of the target SET which location is requested

	
	period
	integer
	O
	Period requested for the periodic update.


SUPL TRANSACTION RESPONSE

	Message
	Parameter
	Type
	Presence
	Description

	SUPL TRANSACTION RESPONSE
	posMethod
	enum
	M
	Same as SUPL 1.0

	
	maxConnTime
	integer
	M
	Decided maximum connection time before closing TLS/TCP connection.

	
	slpAddress
	enum
	O
	Same as SUPL 1.0

	
	setAuthKey
	structure
	O
	Same as SUPL 1.0

	
	keyIdentity4
	Choice
	O
	Same as SUPL 1.0

	
	cellIDList
	structure
	O
	List of cell information elements which matches to the area requested in SUPL_TRANSACTION_START

	
	position
	structure
	O
	If current location is set as triggering area position information of the current location is delivered to SET in SUPL response

	
	period
	Integer
	O
	Period requested for the periodic update.


SUPL TRANSACTION SUSPEND

	Message
	Parameter
	Type
	Presence
	Description

	SUPL TRANSACTION SUSPEND
	transactionID
	structure
	M
	Structure identifying the transaction in question. Each transaction (area triggered, periodic) might last over multiple SUPL sessions and this ID is used to keep in synch on both sides.

	
	
	IMSI
	M
	identifies the client

	
	
	transID
	M
	unique identified for the current transaction

	
	cause
	enum
	M
	Reason for suspend.


SUPL TRANSACTION REPORT

	Message
	Parameter
	Type
	Presence
	Description

	SUPL TRANSACTION REPORT
	transactionID
	structure
	M
	Structure identifying the transaction in question. Each transaction (area triggered, periodic) might last over multiple SUPL sessions and this ID is used to keep in synch on both sides.

	
	
	IMSI
	M
	identifies the client

	
	
	transID
	M
	unique identified for the current transaction

	
	status
	enum
	M
	

	
	positionList
	structure
	O
	Contains a list of positions. With timestamp


SUPL TRANSACTION END

	Message
	Parameter
	Type
	Presence
	Description

	SUPL TRANSACTION END
	transactionID
	structure
	M
	Structure identifying the transaction in question. Each transaction (area triggered, periodic) might last over multiple SUPL sessions and this ID is used to keep in synch on both sides.

	
	
	IMSI
	M
	identifies the client

	
	
	transID
	M
	unique identified for the current transaction

	
	status
	integer
	M
	

	
	position
	structure
	O
	Provides position information from SET to SLP.


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The purpose of the discussion paper is to facilitate the discussion to reach consensus on all the scenarios and to solicit feedback from OMA LOC WG. If the group believes that this is a worthwhile approach CRs will be submitted to subsequent meetings. Companies are invited to iron out the remaining details of the call flows including the roaming and non-Proxy cases.
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