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1 Reason for Change

Populate the content of LOCSIP TS, section 5.3.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification. This obligation does not imply an obligation on Members to conduct IPR searches. This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn. Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration. These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR and change LOCSIP TS document accordingly.

6 Detailed Change Proposal

Change 1:  Add content for section 5.3
5.3 LOCATION RESOURCE LIST SERVER

The Location Resource List Server (L-RLS) is the functional entity that accepts and manages location subscriptions of predefined groups and URI Lists, which enables a Location Client application to subscribe to the Location Information of multiple Targets using a single subscription transaction.  
When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the L-RLS SHALL be implemented in an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.

The L-RLS SHALL support subscriptions to URI Lists, according to the L-RLS procedures described in [RFC4662] and MAY support subscriptions to Request-contained URI Lists according to the L-RLS procedures described in [IETF-URIListSub] sections “URI-List Document Format” and “Resource List Server Behavior”. If subscriptions to Request-contained URI Lists are supported, the L-RLS SHALL support “multipart/mixed” content type in SUBSCRIBE requests as described in [RFC2046]. 

The L-RLS SHALL, before accepting a subscription to a URI List, perform authorization of the usage of the URI List by the Location Client, per local policy. If the URI List subscription is authorized, the L-RLS SHALL resolve the Location List into individual Targets according to section 5.3.1. 

When sending a list notification, the L-RLS SHALL set the “uri” attribute of each <resource> element included in the RLMI document to the URI of the Target in the Location List or Request-contained URI List.

5.3.1 Back-end Subscriptions

For list subscriptions to the event package, the L-RLS SHALL generate back-end subscriptions to learn the Location Information of Targets in the list.

For back-end subscriptions using SIP, the L-RLS: 

· SHALL support subscription and notification of Location Information, according to the procedures described in section 5.1.1, 5.1.2, 5.1.3 5.1.4, 5.1.6;
· MAY support conditional subscriptions according to the procedures described in 5.1.6; and

When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks, the L-RLS SHALL follow the procedures described in section 5.7.3 of [3GPP-TS_24.229] and [3GPP2-X.S0013-004] and insert a URI value from the P-Asserted-Identity header of the incoming SUBSCRIBE request (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) to the SUBSCRIBE request of the back-end subscription, as opposed to acting as an authentication service (as defined in draft-ietf-sip-identity-03) as required by [RFC4662].

If the local policy instructs, the L-RLS SHALL limit the number of back-end subscriptions. The L-RLS:

· SHALL initiate no more back-end subscriptions as instructed by the provisioning parameter or local policy; and

· SHALL return no <instance> element for those <resource> elements that could not be subscribed from the URI List document due to this limitation. The <instance> and <resource> elements are part of the Resource List Meta-Information (RLMI) document as defined in [RFC4662].

When the Location Client adds Targets to the list while the list subscription is active, the L-RLS SHALL generate back-end subscriptions for the newly added Targets, and SHALL include the newly added Targets in the next list notification. This procedure SHALL NOT require the Location Client to re-subscribe to the list.

When the Location Client removes Targets from the list while the list subscription is active, the L-RLS SHALL terminate back-end subscriptions to the recently removed Targets, and SHALL indicate that the back-end subscriptions have been terminated in the next list notification. This procedure SHALL NOT require the Location Client to re-subscribe to the list.

The URI List can be changed when the URI List document stored in Shared List XDMS is updated. 

When the Location Client refreshes the subscription, the L-RLS SHOULD refresh the back-end subscriptions accordingly. The L-RLS SHOULD try to re-generate the back-end subscriptions for those Targets whose corresponding <resource> element in the last list notification:

· did not include an <instance> element, if the omission was not caused by a limit to the maximum number of back-end subscriptions; or

· included an <instance> element whose “state” attribute was set to “terminated”.

5.3.2 Event Notification Filtering

The e L-RLS MAY support location event notification filtering according to the following procedures described in [IETF-Location-Filters].

If the L-RLS supports event notification filtering, and 

· understands the particular filter included in the body of the SUBSCRIBE request using the content type ‘application/location-delta-filter+xml  ’, the Location Server SHALL apply the requested filter. As a result, the authorized Location Clients are notified of the actual Location Information after first applying the privacy filtering procedures as described in section 5.2.1.1, followed by the event notification filtering procedures described in this section.

· does not understand the particular filter included in the body of the SUBSCRIBE request as requested by the Location Client, the Location Server SHALL indicate it to the Location Client with response code 488 “Not Acceptable Here”.

Note: [IETF-Location-Filters] is a work in progress. 

5.3.3 XDM Functions

In order to resolve URI Lists into individual Targets, the L-RLS:

· SHALL support retrieval of XML documents stored in the Shared XDMS, according to [XDM_Core] “Document Management” (via the LS-5 reference point); 

· SHALL support the URI List Application Usage as specified in [XDM_List] “URI List”.

If the L-RLS is unable to retrieve a URI List from the Shared List XDMS, then that URI List SHOULD be ignored; if so, the Location Client is made aware of this when the URIs which could not be de-referenced are omitted from the list notification.

The L-RLS MAY subscribe to changes made to XML documents stored in the Shared List XDMS.  If so, the L-RLS SHALL follow the procedures defined in [XDM_Core] “Subscribing to Changes in the XML Documents” (via the LS-5 reference point). 

When realized in 3GPP IMS or 3GPP2 MMD networks, the L-RLS SHALL insert a URI from the received P-Asserted-Identity header (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) from the SUBSCRIBE request in the X-3GPP-Asserted-Identity header, as defined in [3GPP-TS_24.109] or the X-XCAP-Asserted-Identity header as defined in [XDM_Core], of the HTTP GET request.

5.3.4 Rate Control and Aggregation

Subject to rate limitations described below, the L-RLS SHALL generate notifications when it receives updated Location Information from back-end subscriptions.

The L-RLS MAY have local throttling configuration settings that limit the rate at which notification are generated (i.e. the shortest time period between two NOTIFY requests). In this case, the L-RLS SHALL NOT generate NOTIFY requests more often than the throttling configuration dictates, except when generating the notification either upon receipt of a SUBSCRIBE request or upon subscription state changes.  

The L-RLS MAY also support Location Client requested event notification throttling. If supported, the L-RLS SHALL follow the notifier procedures described in [IETF-EventThrottle]. If the L-RLS has a local throttling configuration setting and it is lower than the Location Client proposed throttle value, the L-RLS MAY lower the Location Client proposed throttle value to the configured setting as described in [IETF-EventThrottle]. If the local throttling configuration setting is higher than the Location Client proposed throttle value, the L-RLS SHALL apply the local throttling configuration setting and omit the throttle parameter from the NOTIFY request.

If multiple back-end notifications arrive while rate control restrictions apply, the L-RLS MAY aggregate those notifications (i.e. combine the location content into a single NOTIFY request) and transmit them when those restrictions expire.  The mechanism by which multiple notifications are aggregated is described in [RFC4662].




















































NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

© 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Page 2 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

