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1 Reason for Change

Resolution of comments C025, 026, 029, 030, 031, 033, 035, 057.
	C025
	2009.03.20
	T
	5.1.3.1
	Source: Nokia Siemens Networks

Form: NP doc #16
Comment: ‘A location-filter can contain more than one enter or exit filter events’ needs more clarification where is the filter meant. Is the sentence is meant that the event notification filtering in the SUBSCRIBE?

Typo of reference [PIDF-LO-PROF]

Proposed Change: clarify the “a location-filter” is within the SIP Subscribe requested event notification filtering.
	Status: OPEN 

CR,

	C026
	2009.03.20
	E
	5.1.3;

5.1.9
	Source: Nokia Siemens Networks

Form: NP doc #16
Comment: typo in 5.1.3: reference not found

Type in 5.1.9:  missing or too many “

Proposed Change: section reference to be corrected; typo check in paragraph “The requiredCivic …”
	Status: OPEN 

CR,

	C029
	2009.03.20
	E
	5.2.1
	Source: Nokia Siemens Networks

Form: NP doc #16
Comment: 

1) twice section Location QoS Handling in section 5.2.1

2) typo in 5.2.1.1: should be [3GPP TS 24.229]

3) missing [3GPP2-X.S0013-004] in Reference section

Proposed Change: 

Merge two sections to one
	Status: OPEN 

First issue has same resolution as C016.

Issue 2 & 3 CR.

	C030
	2009.03.20
	T
	5.2.1.3
	Source: Nokia Siemens Networks

Form: NP doc #16
Comment: Content type according to section 5.1.8 but there is no clarification available in that section

Proposed Change: 

Provide clarification to the content type
	Status: OPEN 

Should be 5.1.4 ? 

CR


	C031
	2009.03.20
	E
	5.2
	Source: Nokia Siemens Networks

Form: NP doc #16
Comment: 

1) typo: [3GPP-TS…] and [3GPP2-X.S0013…] does not have ‘-‘in the section 2

2) apply the same sub-section level as Location Client

3) twice section Applying Event Notification Suppression

Proposed Change: 

1) Match the reference label

2) Sections like 5.2.1.2 etc can be replaced with 5.2.x


	Status: OPEN 

CR,

	C033
	2009.03.20
	E
	Appendix C
	Source: Nokia Siemens Networks

Form: NP doc #16
Comment: unclear with <keep-rule-reference> in the rule structure

Proposed Change: 

Reformat paragraph.
	Status: OPEN 

CR,

	C035
	2009.03.20
	T
	7
	Source: Nokia Siemens Networks

Form: NP doc #16
Comment: 

1) missing intended sub-sections as wanted in the first paragraph

2) missing reference definition for 3GPP and 3GPP2 documents.

3) “similar charging function SHOULD be provided”, would it clear this is the second architecture for charging?

Proposed Change: 

Re-write the chapter
	Status: OPEN 

CR,

	C057
	2009.03.03
	T
	10
	Source: Ericsson

Form: OMA-CONR-2009-0014
Comment: The section SIP Methods are not populated.

Proposed Change: Remove section
	Status: OPEN 

Same issue as C023 but different proposed resolution.

CR, Ericsson?


Proposed resolutions:
C025: add “document”
C026: Reference in 5.1.3 (now 5.1.4) is already corrected). Typo in 5.1.9 (now 5.1.10) corrected

C029: Reference corrected
C030:  Make ref to section 5.1.5 instead

C031:  Correct references
C033: Add “<keep-rule-reference>” to bullet list
C035: restructure section 7 and add missing refs in sec 2.1
C057: section 10 removed

2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR.

6 Detailed Change Proposal
Change 1:  Add missing references
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Change 2:  Clarify where multiple enter/exit event applies
5.1.4.1      The 'enter' and 'exit' filter events

The ‘enter’ filter event is satisfied when the Target enters (or re-enters) a 2-dimensional region described by one of the shapes defined in section 5 of [I-D.ietf-geopriv-pdif-lo-profile]. The ‘exit’ filter event is satisfied when the Target exits (or re-exits) a 2-dimensional region described by one of the shapes defined in section 5 of [I-D.ietf-geopriv-pdif-lo-profile]. These regions can be defined using inline snippets of GML, or externally referenced using a URI (Uniform Resource Identifier).

Any 2-dimensional region MUST be defined using the EPSG 4326 coordinate reference system.  A location-filter document can contain more than one enter or exit filter events.
Following is an example of a ‘enter’ filter which defines that notification is sent when Target enters a 2-dimensional area:
<location-filter>

     <enter> 

         <gml:extentOf>

           <gml:Polygon srsName="urn:ogc:def:crs:EPSG::4326" xmlns:gml="http://www.opengis.net/gml">

             <gml:exterior>

               <gml:LinearRing>

                 <gml:posList>

                      37.41188 -121.93243

                      37.41142 -121.93243

                      37.41142 -121.93132

                      37.41188 -121.93132

                      37.41188 -121.93243

                 </gml:posList>

               </gml:LinearRing>

             </gml:exterior>

           </gml:Polygon>

         </gml:extentOf>

     </enter>

   </location-filter>

Change 3:  Correct typo
5.1.10   Content of the Location QoS Document

Location QoS Document specifies parameters which define the expected quality of location information (location QoS parameters).  Location QoS parameters are location type, maximum uncertainty, maximum response time,  maximum age,  required civic elements, and QoS class. 
The Location QoS Document starts with a top-level XML element called "location-qos", which contains one or more location QoS parameters.  The semantics of multiple elements inside a “location-qos” element is a logical AND.
The "locationType" element defines the type of location information that is requested by the Location Client.  Possible values are “geodetic” (to receive location inforamtion in geospatial format based on a subset of GMLv3), “civic” (to receive civic location information) or “all” (to receive location information in both civic and geodetic form). The example is given below.

<location-qos>

  <locationType>geodetic</locationType>

</location-qos>

The maximum uncertainty parameter is defined with “maxUncertainty” element. This element specifies maximum size of a positioning uncertainty area or volume at a given confidence.  The "horizontal" and "vertical" elements are numerical values that contain a decimal value in meters.  Maximum uncertainty values MUST be greater than zero. The "confidence" attribute of this element includes the confidence level (expressed as a percentage) that the uncertainty is evaluated at.  The default confidence attribute value is 95%.  

An example of Location QoS Document which is specified with preferred maximum uncertainty parameter is given below.

<location-qos>

  <maxUncertainty confidence=”67”>

           <horizontal>150</horizontal>

  </maxUncertainty>

</location-qos>

The “maxResponseTime” element defines maximum allowable time needed for the Location Server to send a response with the Location Information after having received a location request. The value of “maxResponseTime " element is expressed as a non negative integer in units of seconds.
An example of Location QoS Document which specifies maximum preferred horizontal uncertainty of 150 meters and maximum response time of 60 seconds is given below.

<location-qos>
  <maxUncertainty confidence=”67”>

           <horizontal>150</horizontal>

  </maxUncertainty>

  <maxResponseTime>60</maxResponseTime>

</location-qos>

The “maxAge” element indicates the maximum age of Location Information. The value of “maxAge" element is expressed as a non negative integer in units of seconds. An example given below illustrates the case when Location Client would like to receive current Location Information. 

<location-qos>

   <maxAge>0</maxAge>

</location-qos>

The "requiredCivic" element represents the requirements of a Location Client for civic address information.  A Location Client can specify the address elements that need to be present in the civic address in order for the location information to meet their quality requirements.

The "requiredCivic" element contains a whitespace-separated list of element names.  These can be interpreted as XPath [W3C.REC-xpath-19991116] expressions that are evaluated in the context of the "civicAddress" element [RFC5139].  These XPath statements are restricted to use of qualified names only (using the response document namespace context) and the "/" separator; that is, the only permitted axis is the "child::" axis.  All child nodes of elements (including attributes and textual content) are treated as belonging to an element. (from [I.D.thomson-location-quality])
An example of Location QoS Document which specifies that country, state (or equivalent) and post code civic address elements of Location  Information are provided, is given below. This example is based on an example of specifying required civic address fields in [I.D.thomson-location-quality].

<location-qos>

       <requiredCivic

           xmlns:ca="urn:ietf:params:xml:ns:pidf:geopriv10:civicAddr">

         ca:country ca:A1 ca:PC

       </requiredCivic>

</location-qos>

The Location Server SHOULD NOT restrict civic address information to the fields indicated in “requiredCivic” element. Additional fields MAY be provided.
The QoS class is defined with “class” attribute in top element “location-qos”. The attribute may have one of two values: “assured” and “bestEffort”. The "bestEffort" value is considered as the default value in the case that there is no QoS class attribute definition provided in the request. An example of Location QoS Document is given below. Document specifies that the location request should be discarded if Location Server cannot provide Location Information with maximum of 150 meters horizontal uncertainty size at 95% confidence, and the maximum age should not be greater than 600 seconds.

<location-qos class=”assured”>

  <maxUncertainty>

           <horizontal>150</horizontal>

  </maxUncertainty>
  <maxAge>600</maxAge>
</location-qos>

Change 4:  Correct typo

5.2.1.1      Applying Location Rules

The Location Rules (described in Appendix C “LOCSIP XDMS Application Usages”) in the Location Policy XDMS consist of two parts:
· Subscription Authorization Rules which determine if a Location Client is allowed to subscribe to the Target’s Location Information; and

· Location Privacy Rules which determine the subset of the Target’s Location Information the Location Client is allowed to receive. The Location Privacy Rules MAY contain location specific conditions.
The authorization decision in the Location Server SHALL be determined based on authorization policies defined by the service provider (local policy) and the Subscription Authorization Rules document stored in the Location Policy XDMS.

The Location Server SHALL apply the Subscription Authorization Rules to all authenticated SUBSCRIBE requests. The Location Server SHALL apply the Location Privacy Rules for all outgoing NOTIFY requests to Location Client.
When the Target changes the Location Rules, the Location Server SHALL ensure it applies the Location Rules with those most recent changes.

When a SUBSCRIBE request is received, the Location Server SHALL fetch the Target’s Location Rules document stored in the Location Policy XDMS according to the procedures defined in [XDM_Core] “Document Management”. When constructing the HTTP GET request, the Location Server:
· SHALL set the XCAP Root URI as defined in [XDM_Core];

· SHALL set the AUID to “org.openmobilealliance.loc-rules” as defined in Appendix C; 

· SHALL set the XUI to the SIP URI or tel URI of the Target;

· SHALL set the document name to “loc-rules” as defined in Appendix C; and

· SHALL set the X-3GPP-Asserted-Identity header field as defined in [3GPP-TS_24.109] or the X-XCAP-Asserted-Identity header field as defined in [XDM_Core] to the SIP URI or tel URI of the Target.
For example, the HTTP URI of the Location Rules document for a Target with a SIP URI of sip:user@domain.com would be “http://xcap.example.com/org.openmobilealliance.loc-rules/users/sip:user@domain.com/loc-rules”, if the XCAP Root URI is “http://xcap.example.com”.
The Location Server SHALL determine which rules in the Location Rules document are applicable and evaluate the combined permissions according to the procedures described in [XDM_Core] “Combining Permissions”, with the following clarifications:

· The Location Server SHALL use the received P-Asserted-Identity header (as defined in[3GPP TS 24.229] and [3GPP2-X.S0013-004]) in the SUBSCRIBE request to determine the URI value used for matching against a conditions element.  

· If an attempt to resolve an <external-list> condition element fails, the Location Server SHALL regard the Subscription Authorization Rules document as invalid and act according to the default policy of the Location Server. 
· If there is no matching rule then the Location Server SHALL further handles the subscription according to the default policy of the Location Server. However, it is out of scope of the present specification to define how the default policy is configured.  

After evaluating the combined permissions, the Location Server SHALL handle the subscription for this Location Client based on the value of the <sub-handling> action as follows:

· If the value is “block” or there is no value, then the Location Server SHALL reject the subscription by responding to the SUBSCRIBE request according to rules and procedures of [RFC5025], section 3.2; 

· If the value is “allow”, then the Location Server SHALL place the subscription in the “active” state according to rules and procedures of [RFC5025], section 3.2 

While a Location Client’s subscription is active, the Location Server SHALL apply Location Privacy Rules for all outgoing NOTIFY requests towards Location Client. The Location Server SHALL evaluate the location conditions based on the current location of the Target. If any rule is matched, the Location Server SHALL apply the Location Privacy Rules defined under the “transformations” element of the matched rule as specified in Appendix C.
While a Location subscription is active, the Subscription Authorization Rules may be modified. After that the Location Server SHALL re-evaluate the subscription state for each Location Client based on the new Subscription Authorization Rules.  For example, the Subscription Authorization Rules may be changed to block subscriptions from a Location Client. If the Location Client has an active subscription to the Target’s Location Information, the Location Server terminates the subscription and blocks any future subscription requests from this Location Client.

Furthermore, while a Location Client’s subscription is active, a Target may update its Location Privacy Rules. The Location Server SHALL re-determine the subset of the Target’s Location Information the Location Client is allowed to receive. 

The Location Server MAY determine that the Subscription Authorization and/or Location Privacy Rules have been updated by subscribing to changes made to XML documents stored in the Location Policy XDMS.
Change 5:  Correct reference to QoS section
6.1.1.1   Location QoS Handling

The Location Server SHOULD support required location QoS parameters handling according to the following procedures:

· Location QoS validation, according to the procedures described in section 5.1.5; and

· Content type ‘application/location-qos+xml’, according to section 5.1.5.

If the Location Server supports location QoS handling and

· understands the location QoS parameters included in the body of the SUBSCRIBE request using the content type ‘application/location-qos+xml’, the Location Server SHALL take the requested location QoS into consideration when determining the location of the Target. E.g, the cached location data shall not be used if the Location Client requests the current location.

· does not understand the particular location QoS parameters included in the body of the SUBSCRIBE request, the Location Server SHALL indicate it to the Location Client with an HTTP 488 (Not Acceptable Here) error response.
· the requested QoS class is “Assured”, the Location Server SHALL validate if the available Location Information fulfills the required QoS and 

a. if the available Location Information fulfills the QoS requirements, the Location Server SHALL continue the next step of event notification processing.
b. if the available Location Information doesn’t fulfill the QoS requirements, the Location Server SHALL discard the Location Information. If the Location Client requires an immediate response (e.g. one-time subscription), the Location Server SHALL generate a NOTIFY request with an empty or neutral body. 
· the requested QoS class is not “Assured”, the Location Server SHALL ignore QoS validation procedure and continue event notification handling procedures in order to deliver the Location Information to the Location Client.
Change 6:  Correct reference 

5.4 LOCATION SERVER

The Location Server is the functional entity that accepts and manages location subscriptions of individual Targets applying policies retrieved from the XDMS.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Location Server SHALL be implemented in an AS as defined in [3GPP TS 23.228]  and [3GPP2 X.S0013-002-B]  respectively.
Location Server does not constitute any position determination functionality.  It is assumed that positioning determination is performed by another enabler such as OMA SUPL. How Location Server interacts with such position determination functionality to obtain Location Information about particular Target is out of the scope in this specification.
Change 7:  Correct last bullet list in reference 
C.1.1   Structure

The Location Rules document contains a sequence of <rule> elements, each composed of up to three parts: 

a) “conditions”

b) “actions”

c) “transformations”

The Subscription Authorization Rules are described by the <conditions> and <actions> elements. The Location Privacy Rules are comprised of the <conditions> and <transformations> elements. 
The <conditions> child element of any <rule> element MAY include the following child elements: 

a) the <identity> element as defined in [RFC4745];

b) the <external-list> element as defined in [XDM_Core] “Authorization Rules”;

c) the <other-identity> element as defined in [XDM_Core] “Authorization Rules”;

d) the <anonymous-request> element as defined in [XDM_Core] “Authorization Rules”.
e) the <location-condition> element as defined in [GeoPriv_Policy] section 4. 
The <actions> child element of any <rule> element MAY include the <sub-handling> element as described in as described in [RFC5025] section 3.2.1.
The <transformations> child element of any <rule> element MAY include the following child elements:

a) the <provide-location> element as described in [GeoPriv_Policy] section 6.5.

b) the <set-retransmission-allowed> element as described in [GeoPriv_Policy] section 6.1
c) the <set-retention-expiry> element as described in [GeoPriv_Policy] section 6.2
d) the <set-note-well> element as described in [GeoPriv_Policy] section 6.3
e) the <keep-rule-reference> element as described in [GeoPriv_Policy] section 6.4
Change 8:  Correct/Clean up, Charging section
7   Charging



When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the online or offline charging SHOULD be performed according to [3GPP TS 32.240] [3GPP TS 32.260] for 3GPP and [3GPP2-X.S0013-007] [3GPP2-X.S0013-008] for 3GPP2. 

In the context of other realizations of the SIP/IP Core network, similar charging functions SHOULD be provided.
Change 9:  Remove section 10
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