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1 Reason for Change

This contribution proposes corrections for comments C040 and C057 for SUPL 3.0 CONRR (OMA-CONRR-SUPL-V3_0-20110822-D).

	C040
	2011.07.11
	T
	4
	Source: Qualcomm

Form: INP doc

Comment: The NI message flows in section 5 assume use of MLP between the SUPL Agent and the D/E/H-SLP. But it should be possible to use SUPL when a D/E/H-SLP supports other interfaces to an external Client. For example, for emergency services, the E2 interface defined in J-STD-036 might be used in North America. To support location retrieval using a location URI, a SIP, HELD or another location dereferencing protocol might be used. It is proposed to clarify this in section 4.

Proposed Change: TBD
	Status: OPEN 
Qualcomm to provide CR.

	C057
	2011.07.2x
	Q/T
	Sec. 5.1.1.1 StepA & StepB
	Source: AT&T

Form: INP doc #0035

Comment:
1) How does an Agent know that the DSLP it is associated with is able to contact the target SET?

2) Is a DSLP able to initiate contact with target SET using NI procedures before it has been authorized?

Proposed Change: Add informative text even if it is considered out-of-scope for SUPL
	Status: OPEN 
Qualcomm to provide a CR to address (1).

Need an equivalent scenario to 5.1.2.7 for NI D-SLP authorization. Qualcomm to provide CR.


2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to this CR and apply the proposed changes to SUPL 3.0 TS ULP.
6 Detailed Change Proposal

1. Scope

This document describes the UserPlane Location Protocol (ULP) for SUPL 3.0. ULP is a protocol-level instantiation of the Lup reference point described in [SUPLAD3]. The protocol is used between the SLP (SUPL Location Platform) and a SET (SUPL Enabled Terminal). For details about SUPL Requirements refer to [SUPLRD3].
2. References
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3. Terminology and Conventions

3.2 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC 2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.3 Definitions

	AN
	Access Network

	Area ID
	Area ID is the identity of an area in a wireless network. 

	I-WLAN
	The interworking WLAN refers to the system for interworking between 3GPP/3GPP2 systems and WLAN. The intent of 3GPP/3GPP2–WLAN Interworking is to extend 3GPP/3GPP2 services and functionality to the WLAN access environment. The 3GPP/3GPP2–WLAN Interworking System provides bearer services allowing a 3GPP/3GPP2 subscriber to use a WLAN to access 3GPP/3GPP2 PS based services.

	Location ID
	The Location ID defines the current serving cell, current serving WLAN AP or current serving WiMAX BS information of the SET. This parameter has been deprecated in SUPL 3.0 and is only relevant in the context of roaming where it is used as RLP parameter to convey access network information.

	Location URI
	A URI that enables the current location of a target SET to be obtained from a particular location server using a particular dereferencing protocol. 

	Major Version
	Major versions are likely to contain major feature additions; may contain incompatibilities with previous specification revisions; and though unlikely, could change, drop, or replace standard or existing interfaces. Initial releases are “1_0”. [OMAOPS]

	Minor Version
	Minor versions are likely to contain minor feature additions, be compatible with the preceding Major version. Minor specification revision include existing interfaces, although it may provide evolving interfaces. The initial minor release for any major release is “0”, i.e. 1_0 [OMAOPS]

	Quality of Position
	A set of attributes associated with a request for the geographic position of SET. The attributes include the required horizontal accuracy, vertical accuracy, max location age, and response time of the SET position.

	Service Indicator
	Service indicators are intended to be compatible with the Major_ Minor release they relate to but add bug fixes. No new functions will be added through the release of Service Indicators. [OMAOPS]

	SUPL Roaming
	For positioning not associated with an emergency services call, SUPL roaming occurs when a SET leaves the service area of its H-SLP.  For positioning associated with an emergency services call, SUPL roaming occurs when the SET is not within the service area of the E-SLP.  The service area of an H-SLP or E-SLP includes the area within which the H-SLP or E-SLP can provide a position estimate for a SET or relevant assistance data to a SET without contacting other SLPs.  It should be noted that an H-SLP or E-SLP service area is not necessarily associated with the service area(s) of the underlying wireless network(s). In the case of service from a D-SLP, the H-SLP will normally assign a geographic service area within which the SET may access the D-SLP. Service from a D-SLP where the SET is roaming outside the assigned service area of the D-SLP is not supported.

	Triggered Location Request
	A location request for triggered periodic events, triggered area events or triggered velocity events.

	LPP
	LPP [3GPP LPP] implies use of LPP only

	LPPe
	LPPe [OMA-LPPe] implies use of LPP and LPPe


3.3
Abbreviations

	ACA
	Alternative Client Authentication

	AP
	Access Point (WLAN)

	BS
	Base Station (WiMAX)

	BSF
	Bootstrapping Server Function

	CI
	Cell Identity (3GPP)

	D-SLP
	Discovered SLP

	D/E-SLP
	A Discovered SLP or Emergency SLP

	D/H-SLP
	A Discovered SLP or Home SLP

	D/E/H-SLP
	A Discovered SLP, Emergency SLP or Home SLP

	E-SLP
	Emergency SLP

	FQDN
	Fully Qualified Domain Name

	GANSS
	Galileo and Additional Navigation Satellite Systems

	GBA
	Generic Bootstrapping Architecture

	GLONASS
	GLObal'naya NAvigatsionnaya Sputnikovaya Sistema (Engl.: Global Navigation Satellite System)

	GNSS
	Global Navigation Satellite System

	H-SLP
	Home SLP

	HELD
	HTTP-Enabled Location Delivery

	LAC
	Location Area Code (3GPP)

	lid
	Location ID

	LPP
	LTE Positioning Protocol

	LPPe
	LPP Extensions

	LRF
	Location Retrieval Function

	LTE
	Long Term Evolution

	MCC
	Mobile Country Code (3GPP)

	MLP
	Mobile Location Protocol

	MNC
	Mobile Network Code (3GPP)

	NID
	Network ID (C.S0022-A V1.0 )

	OMA
	Open Mobile Alliance

	OMNA
	Open  Mobile Naming Authority

	PAP
	OMA Push Access Protocol

	PSAP
	Public Safety Answering Point

	POTAP
	OMA Push Over the Air Protocol

	QoP
	Quality of Position

	QZSS
	Quasi-Zenith Satellite System

	RLP
	Roaming Location Protocol

	RNC
	Radio Network Controller

	R-SLP
	Requesting SLP

	SBAS
	Satellite Based Augmentation System

	SEK
	SUPL Encryption Key

	SET
	SUPL Enabled Terminal

	SID
	System ID (C.S0022-A V1.0 )

	SIP
	Session Initiation Protocol

	SLC
	SUPL Location Center

	SLP
	SUPL Location Platform

	SM
	Short Message

	SMS
	Short Message Service

	SSID
	Service Set Identifier

	SPC
	SUPL Positioning Center

	TCP
	Transmission Control Protocol

	TLS
	Transport Layer Security

	TD-SCDMA
	Time Division-Synchronous Code Division Multiple Access

	ULP
	Userplane Location Protocol

	URI
	Uniform Resource Identifier

	V-SLP
	Visited SLP

	WAP
	Wireless Application Protocol

	WCDMA
	Wideband Code Division Multiple Access

	WiMAX
	Worldwide Interoperability for Microwave Access

	WLAN
	Wireless Local Area Network


4. Introduction

This protocol specification presents the OMA implementation for Location Based Services over the User Plane called SUPL (Secure User Plane Location). SUPL enables SUPL Enabled Terminals (SETs) and SUPL Location Platforms (SLPs) to communicate over an IP bearer to exchange location information (e.g., GNSS assistance data, etc.) and other information needed for positioning. In contrast to Control Plane, SUPL only requires an end to end IP bearer between the SET and the SLP and some minimum modifications to the network in order to be able to perform secure location based services.  

This protocol specification can be used to implement SUPL both in the SET and in the SLP.

The target audience for this specification is developers and systems engineers developing SUPL products or service providers deploying SUPL services.

4.2 Version 1.0

The main features of SUPL Version 1.0 are:

· Immediate Fix service for Network Initiated and SET Initiated use cases

· Support of GSM/WCDMA and CDMA radio access networks

· Support of the following positioning methods:

· A-GPS (both SET Based and SET Assisted)

· Autonomous GPS

· E-OTD for GSM radio access networks

· OTDOA for WCDMA radio access networks

· AFLT for CDMA radio access networks

· E-CID for GSM/WCDMA and CDMA radio access networks

· Support of the following positioning protocols:

· RRLP V5.12.0 for GSM and WCDMA (mandatory)

· RRC V5.11.0 for WCDMA (optional)

· TIA-801 for CDMA (mandatory)

· Security model for all access networks

· Two different modes of operation:

· Proxy mode: the SET communicates with the SLC only and positioning layer messages are proxied through the SLC to the SPC.

· Non-Proxy mode: the SET communicates directly with the SPC when exchanging positioning layer messages.

· Two different roaming models:

· Roaming with the H-SLP: in this roaming mode, the positioning session is conducted between the SET and the H-SLP and the V-SLP is only invoked for cell info translation

· Roaming with V-SLP: in this roaming mode, the positioning session is conducted directly between the SET and the V-SLP.

· SUPL INIT transport:

· MT-SMS

· OMA-Push
4.3 Version 2.0

In version 2.0 of SUPL, the following main features were added :

· Triggered Periodic and Triggered Area Event services for Network Initiated and SET Initiated use cases

· Positioning procedures for emergency calls, support for E-SLP
· Positioning procedures for delivery to third party and retrieval of location of another SET
· Support of TD-SCDMA, LTE, HRPD [3GPP2 HRPD], I-WLAN and WiMAX [IEEE 802.16e-2005] radio access networks

· Support of the following positioning methods :

· A-GANSS (both SET Based and SET Assisted)

· Autonomous GANSS

· OTDOA for LTE radio access networks

· E-CID for TD-SCDMA, LTE, HRPD, I-WLAN and WiMAX radio access networks

· Support of the following positioning protocols

· RRLP with floating release for GSM/WCDMA/LTE, I-WLAN and WiMAX (mandatory)

· RRC with floating release for WCDMA/TD-SCDMA (optional)

· LPP with floating release for LTE (optional)

· TIA-801 with floating release for CDMA/HRPD (mandatory) 

· TIA-801 with floating release for LTE, I-WLAN and WiMAX (optional)

· Security models :

· GBA-based security model for 3GPP2 network deployments

· SEK-based security model for WiMAX deployments

· SUPL INIT transport :

· SIP Push

· UDP

4.4 Version 3.0

In version 3.0 of SUPL, the following changes were made:

· Removal of RRLP and RRC as supported positioning protocols: only LPP, LPP+LPPe and TIA-801 are supported

· Removal of non-proxy mode: only proxy mode is supported

· Removal of Roaming with V-SLP mode: only Roaming with H-SLP is supported.

· ULP is now bearer agnostic (with the exception of the Area Id parameter) and all bearer related positioning information is carried within the positioning protocol
.

In version 3.0 of SUPL, the following new features and services were added :

· Support for LPPe

· Generic SUPL Session

· 3rd Party Relative Location 

· Support for Velocity Trigger

· Security model for non-UICC devices using client certificates stored on the device

· Support for D-SLP

· Support for a Location URI

4.5 L1/Le Interface
The message flows in chapter 5 assume use of OMA MLP on the L1/Le interface between an SLP and a SUPL Agent. However, other protocols are possible for some message flows including LOCSIP [OMA-LOC-SIP], SIP SUBSCRIBE/NOTIFY, the Emergency Services Protocol in ANSI J-STD-036 [ANSI J-STD-036], HELD [IETF-HELD]. The use of another protocol SHOULD provide the same signaling capability as OMA MLP for any message flow and SHALL NOT impact the procedures and signaling defined for ULP and ILP. Hence while use of another protocol will impact the SLP, its use SHALL be transparent to the SET.

A SUPL Agent will normally access the H-SLP of a SET using the L1/Le interface to invoke any NI associated service (e.g. obtain an immediate location fix for the SET). Access to a D-SLP that has been authorized either by the H-SLP or by an authorized Proxy D-SLP to perform NI services is allowed provided the SUPL Agent is able to access the D-SLP either diectly or indirectly via the H-SLP. Direct access can be possible when the H-SLP provides the D-SLP address to the SUPL Agent (e.g. following an initial query from the SUPL Agent to the H-SLP and if the SET has been reporting D-SLP access back to the H-SLP using the procedure in subclause 5.1.2.9). Indirect access can be possible when the H-SLP forwards a request from a SUPL Agent to a D-SLP (e.g. using RLP or some other protocol if the SET has been reporting D-SLP access back to the H-SLP using the procedure in subclause 5.1.2.9). Other forms of access are not precluded – e.g. a SET may interact with a remote SUPL Agent and provide a D-SLP address to enable location services for the SUPL Agent. Note that while access to a D-SLP by a SUPL Agent can be possible as described, exact details are outside the scope of this specification.










� In previous releases of SUPL, bearer related information was also carried within ULP
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