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1 Reason for Change

Requirement  G19 has not been implemented in MLP.
	G19
	MLS SHALL enable an MLS Client to provide subscriber’s privacy information to the location server.
	MLS 1.4


The definitions from RLP are reused with minor modifications. Main difference is that element name changed to “serving_node_privacy_action”.

R01: Correction of typos in examples under change 3.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None, as SUP-DTD is not yet created.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree CR.
6 Detailed Change Proposal

5.2.2.8 Context Element Definitions

	<!-- MLP_CTXT -->

	<!--

MLP V3.5 Document Type Definition

Copyright Open Mobile Alliance Ltd., 2013
          All rights reserved

MLP is an XML language. Typical usage:

   <?xml version="1.0"?>

   <!DOCTYPE svc_xxx PUBLIC "-//OMA//DTD {abbrev x.y}//EN"

             "http://www.openmobilealliance.org/DTD/{filename}"

             [<?oma-{ref}-ver supported-versions="{versions}"?>]>

   <svc_xxx>

      ...

   </svc_xxx>

Terms and conditions of use are available from the 

Open Mobile Alliance Ltd. web site at

http://www.openmobilealliance.org/

-->

	<!ELEMENT
	client
	(id, pwd?, serviceid?, requestmode?, applicationid?)>

	<!ELEMENT
	sessionid
	(#PCDATA)>

	<!ELEMENT
	id
	(#PCDATA)>

	<!ELEMENT
	requestor
	(id, serviceid?)>

	<!ATTLIST
	requestor
	

	
	type (MSISDN | IMSI | NAME | E-MAIL | URL | SIPURL | IMS | MDN | ASID | ASPID) 
	"MSISDN">

	<!ELEMENT
	pwd
	(#PCDATA)>

	<!ELEMENT
	serviceid
	(#PCDATA)>

	<!ELEMENT
	requestmode
	EMPTY>

	<!ATTLIST
	requestmode
	

	
	type (ACTIVE | PASSIVE)


	"PASSIVE">



	<!ELEMENT
	applicationid
	EMPTY>

	<!ATTLIST
	applicationid
	

	
	appProvider CDATA
	#REQUIRED

	
	appName CDATA
	#REQUIRED

	
	appVersion CDATA
	#IMPLIED>

	<!ELEMENT
	subclient
	(id, pwd?, serviceid?)>

	<!ATTLIST
	subclient
	

	
	last_client (YES | NO)
	"NO">

	<!ELEMENT
	supported_shapes
	EMPTY>

	<!ATTLIST
	supported_shapes
	

	
	Point  CDATA
	"0"

	
	LineString CDATA
	"0”

	
	Polygon CDATA
	"0"

	
	Box CDATA
	"0"

	
	CircularArea CDATA
	"0"

	
	CircularArcArea CDATA
	"0"

	
	EllipticalArea CDATA
	"0"

	
	MultiLineString CDATA
	"0"

	
	MultiPoint CDATA
	"0"

	
	MultiPolygon CDATA
	"0"

	
	LinearRing CDATA
	"0"

	
	Altitude (YES|NO)
	"NO">

	<!ELEMENT
	serving_node_privacy_action
	EMPTY>

	<!ATTLIST
	serving_node_privacy_action
	

	
	passive_type (POSITION_NOT_ALLOWED | POSITION | NOTIFY_AND_POSITION | POSITION_IF_NOT_DISALLOWED | POSITION_IF_ALLOWED)
	#REQUIRED

	
	active_type (POSITION_NOT_ALLOWED | POSITION | NOTIFY_AND_POSITION | POSITION_IF_NOT_DISALLOWED | POSITION_IF_ALLOWED)
	"POSITION_NOT_ALLOWED">


5.2.3.1   Header Components

The subclient elements (if present) identify the ASPs, resellers and portals in the chain of service providers between the network and the end-user. The distinction between client and subclient elements is that the client element identifies the provider of the service that the Location Server has the main relationship with, whereas the subclient elements identify the chain of other service providers up to the end-user. The final service provider in the chain is identified as such (last_client="YES"). The requestor indicates the initiator of the location request, so in this context besides an ASP it could also be an MS subscriber who is asking the position of another target MS. The identity of the requestor may be an MSISDN or any other identifier identifying the initiator of the location request.
The serviceid element can be present in client, subclient and requestor elements. If the Location Server supports serviceid element for privacy checking procedure it SHALL use the serviceid element received in the client element. The Location Server MAY check that all serviceid element received in a location request are consistent and MAY reject a request if not.
The sessionid element is used to represent the current session between the LCS Client and the Location Server. It MAY be used to replace the id and pwd elements, used in the context by the LCS Client to "login" to the Location Server, for the transactions that make up a session. For the first transaction of the session the LCS Client SHALL "login" as usual. The Location Server MAY optionally return the sessionid in the response to this first transaction. If the Location Server does not return a sessionid the LCS Client SHALL continue to "login" for subsequent transactions. The LCS Client MAY ignore the sessionid if desired and continue to "login" for subsequent transactions.
A LCS Client MAY include the serving_node_privacy_action element to indicate to Location Server that a specified privacy action related to the serving node collected by the LCS Client SHOULD be performed by the Location Server in addition to any actions based on privacy policies in the Location Server. If privacy actions requested by LCS Client are in conflict with policies in the Location Server the policies in the Location Server SHALL have precedence.
The Location Server will decide the policy to be used to determine how the sessionid will be created and maintained. For example, the Location Server may determine the session as being just the transactions pertaining to a single service/MSID combination – this being restrictive and hence secure whilst still being useable, or the Location Server may allow the session to apply to a number of transactions between the Location Server and LCS Client. The Location Server may also allow the sessionid to be used for a particular period of time. The Location Server may also decide to return a different sessionid on each response, which the LCS Client will then use on the next transaction of the session.

The sessionid cannot be used instead of the req_id as this latter id refers to a set of reports that have been requested to be delivered from the Location Server to the LCS Client and do not form part of an existing LCS Client to Location Server connection. These reports are delivered by the Location Server "logging in" to the LCS Client for each delivery and the use of a sessionid, would allow the security of the LCS Client to be breached.

5.2.3.1.1  Header DTD

	<!-- MLP_HDR -->

	<!--

MLP V3.5 Document Type Definition

Copyright Open Mobile Alliance Ltd., 2013

          All rights reserved

MLP is an XML language. Typical usage:

   <?xml version="1.0"?>

   <!DOCTYPE svc_xxx PUBLIC "-//OMA//DTD {abbrev x.y}//EN"

             "http://www.openmobilealliance.org/DTD/{filename}"

             [<?oma-{ref}-ver supported-versions="{versions}"?>]>

   <svc_xxx>

      ...

   </svc_xxx>

Terms and conditions of use are available from the 

Open Mobile Alliance Ltd. web site at

http://www.openmobilealliance.org/

-->

	
	
	

	<!ELEMENT
	hdr
	((sessionid | (client , sessionid?)), subclient*,
 requestor?, supported_shapes?, serving_node_privacy_action?)>

	<!ATTLIST
	hdr 
	

	
	ver CDATA
	#FIXED "3.5.0">


Change 1:  Add description of serving node privacy action.
5.3.xx   serving_node_privacy_action

	Description:

	Indicates the action to be taken by the serving node for LCS Notification Invoke procedure depending on the privacy settings of the target subscriber, i.e., whether the subscriber should be notified or if verification from the subscriber is required. Details related to this parameter is found in [23.271] Rel 6.

	Type:
	Element

	Format:
	Char string

	Defined values:
	-

	Default value:
	-

	Example:
	<serving_node_privacy_action passive_type="POSTION_IF_ALLOWED active_type="POSITION/>

	Note:
	-


5.3.xx.1  passive_type
	Description:

	The action to be used by the serving node for the LCS Notification Invoke procedure if target subscriber is not originator of location request.

	Type:
	Attribute

	Format:
	Char string

	Defined values:
	POSITION_NOT_ALLOWED
	Positioning is not allowed. 

	
	POSITION 
	Positioning allowed without notifying the UE user

	
	NOTIFY_AND_POSITION
	Positioning allowed with notification to the UE user

	
	POSITION_IF_NOT_DISALLOWED
	Positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification

	
	POSITION_IF_ALLOWED
	Positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.

	Default value:
	 

	Example:
	<serving_node_privacy_action passive_type="POSITION_IF_ALLOWED"/>

	Note:
	The passive_type is a mandatory attribute. Thus the “POSITION_NOT_ALLOWED” value need to be set when only positioning using an active_type condition is intended to be allowed.


5.3.xx.2  active_type

	Description:

	The action to be used by the serving node for the LCS Notification Invoke procedure if target subscriber is originator of location request.

	Type:
	Attribute

	Format:
	Char string

	Defined values:
	POSITION_NOT_ALLOWED
	Positioning is not allowed. 

	
	POSITION 
	Positioning allowed without notifying the UE user

	
	NOTIFY_AND_POSITION
	Positioning allowed with notification to the UE user

	
	POSITION_IF_NOT_DISALLOWED
	Positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification

	
	POSITION_IF_ALLOWED
	Positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.

	Default value:
	POSITION_NOT_ALLOWED

	Example:
	<serving_node_privacy_action passive_type="POSITION_IF_ALLOWED" active_type="POSITION"/>

	Note:
	-


Change 2:  Add Serving_node_actions to SCR
B.1.3   Header

	Item
	Function
	Reference
	Status
	Requirement

	MLP-C-C-001
	client
	5.2.3.1
	M
	

	MLP-C-C-002
	sessionid
	5.2.3.1
	O
	

	MLP-C-C-003
	subclient
	5.2.3.1
	O
	

	MLP-C-C-004
	requestor
	5.2.3.1
	O
	

	MLP-C-C-005
	supported_shapes
	5.2.3.1
	O
	

	MLP-C-C-006
	serving_node_privacy_action
	5.2.3.1
	O
	


B.1.28   Support for Context Elements

	Item
	Function
	Reference
	Status
	Requirement

	MLP-Y-C-001
	client
	5.2.2.8
	M
	

	MLP-Y-C-002
	sessionid
	5.2.2.8
	O
	

	MLP-Y-C-003
	id
	5.2.2.8
	M
	

	MLP-Y-C-004
	requestor
	5.2.2.8
	O
	

	MLP-Y-C-005
	pwd
	5.2.2.8
	O
	

	MLP-Y-C-006
	serviceid
	5.2.2.8
	O
	

	MLP-Y-C-007
	requestmode
	5.2.2.8
	O
	

	MLP-Y-C-008
	subclient
	5.2.2.8
	O
	

	MLP-Y-C-009
	serving_node_privacy_action
	5.2.2.8
	O
	


B.2.3  Header

	Item
	Function
	Reference
	Status
	Requirement

	MLP-C-S-001
	client
	5.2.3.1
	M
	

	MLP-C-S-002
	sessionid
	5.2.3.1
	O
	

	MLP-C-S-003
	subclient
	5.2.3.1
	O
	

	MLP-C-S-004
	requestor
	5.2.3.1
	O
	

	MLP-C-S-005
	supported_shapes
	5.2.3.1
	O
	

	MLP-C-S-006
	serving_node_privacy_action
	5.2.3.1
	O
	


B.2.28 Support for Context Elements

	Item
	Function
	Reference
	Status
	Requirement

	MLP-Y-S-001
	client
	5.2.2.8
	M
	

	MLP-Y-S-002
	sessionid
	5.2.2.8
	O
	

	MLP-Y-S-003
	id
	5.2.2.8
	O
	

	MLP-Y-S-004
	requestor
	5.2.2.8
	O
	

	MLP-Y-C-009
	applicationid
	5.2.2.8
	O
	

	MLP-Y-S-005
	pwd
	5.2.2.8
	O
	

	MLP-Y-S-006
	serviceid
	5.2.2.8
	O
	

	MLP-Y-S-007
	requestmode
	5.2.2.8
	O
	

	MLP-Y-S-008
	subclient
	5.2.2.8
	O
	

	MLP-Y-S-008
	serving_node_pricacy_action
	5.2.2.8
	O
	


Change 3:  End of changes.
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