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1. Scope


This document is a combined document that includes requirements, architecture and the technical specification of the SUPL Configuration Services (SUPLCS) enabler.

The purpose of the SUPL Configuration Service 1.0 enabler is to provide a mobile operator the ability to host a SUPL configuration and provisioning service that SUPL devices may query to obtain SUPL configuration information.

The configuration information may include but not be limited to:

· An H-SLP or E-SLP for each roaming partner of a mobile operator.

· An H-SLP for the use of the handset OEM.

· An H-SLP for operating system vendors such as Google.

· D-SLP information for a given region.

· H-SLP to utilize for an individual application.

· Application Identifier information to be used when using the SUPL 2.0 or above enablers.

This complex SLP configuration mechanism is needed to allow the mobile operator the most flexibility when building their mobile LBS platforms.  Implementing the SUPL Configuration Services will minimize the expense of the operator as they will no longer have to pay SLP vendors for application use where the operator does not sponsor the application.

This document will define the methods for obtaining SUPL configuration data from a mobile operator.  The architecture for transferring the configuration data will be a implemented using the OMA SUPL DM Management enabler. 
2. References













2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[SUPL MO]
	“OMA Management Object for SUPL”, Version 2.0, Open MobileAlliance™, OMA-TS-SUPL-MO-V2_0, 
URL:http//www.openmobilealliance.org/

	[OMA-DM-V1_2_1]
	"Device Management", Version 1.2.1, Open Mobile Alliance™, OMA-ERP-DM-V1_2_1, URL:http://www.openmobilealliance.org/

	[OMA-DM-V1_3]
	"Device Management", Version 1.3, Open Mobile Alliance™, OMA-ERP-DM-V1_3, URL:http://www.openmobilealliance.org/

	[OMA-DM-V2_0)]
	"Device Management", Version 2.0, Open Mobile Alliance™, OMA-ERP-DM-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-SUPL-V1_0]
	“Secure User Plane Location”, Version 1.0, Open Mobile Alliance™, OMA-ERP-SUPL-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-SUPL-V2_0]
	“Secure User Plane Location”, Version 2.0, Open Mobile Alliance™, OMA-ERP-SUPL-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-SUPL-V2_0_1]
	“Secure User Plane Location”, Version 2.0.1, Open Mobile Alliance™, OMA-ERP-SUPL-V2_0_1, URL:http://www.openmobilealliance.org/

	[OMA-SUPL-V2_1]
	“Secure User Plane Location”, Version 2.1, Open Mobile Alliance™, OMA-ERP-SUPL-V2_1, URL:http://www.openmobilealliance.org/

	[OMA-SUPL-V3_0]
	“Secure User Plane Location”, Version 3.0, Open Mobile Alliance™, OMA-ERP-SUPL-V3_0, URL:http://www.openmobilealliance.org/

	[OSE]
	“OMA Service Environment”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	
	

	


2.2 Informative References
2.3 
2.4 
	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	[OMA DM]
	This reference will be used when referring to OMA DM content that is not release specific.  See Normative References for OMA DM specific references.

	[SUPL]
	This reference will be used when referring to OMA SUPL content that is not release specific.  See Normative References for OMA SUPL specific references.

	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions
3.3 
3.4 
3.5 
3.6 
3.7 
3.8 
	SUPL Configuration Services
	The SUPL Configuration Services enabler allows a mobile operator to define and configure multiple SLP's to be enabled for their subscribers handsets to utilize.

	SUPL Roaming
	For positioning not associated with an emergency services call, SUPL roaming occurs when a SET leaves the service area of its H-SLP.   The service area of an H-SLP or E-SLP includes the area within which the H-SLP or E-SLP can provide a position estimate for a SET or relevant assistance data to a SET without contacting other SLPs.  It should be noted that an H-SLP or E-SLP service area is not necessarily associated with the service area(s) of the underlying wireless network(s).

	


3.3
Abbreviations


	D-SLP
	Discovered SLP

	DM
	OMA Device Management

	E-SLP
	Emergency SLP

	FQDN
	Fully Qualified Domain Name

	H-SLP
	Home SLP

	OMA
	Open Mobile Alliance

	OMNA
	Open Mobile Naming Authority

	MVNO
	Mobile Virtual Network Operator

	SET
	SUPL Enabled Terminal

	SLP
	SUPL Location Platform

	SUPL
	Secure User Plane Location

	


4. Introduction







· 

· 

· 
· 
· 
· 

The SUPL Configuration Services (SUPLCS) enabler allows an operator to maximize the configuration of SLP's to be utilized in their environment.  Multiple SLP's are desirable to maximize revenue and minimize expenses for the mobile operator.  SUPLCS will be architected to be independent of the SUPL releases defined in OMA.  This approach will enable SUPL to continue on its track and the SUPLCS can evolve independently.  A mobile operator may choose to not even utilize this enabler.  The use cases are developed so mobile operator can choose the features defined in this enabler.
4.1 Version 1.0

The version 1.0 of the SUPL Configuration Services (SUPLCS) will enable a mobile operator to configure multipl SLP's to be utilized for SUPL services.  The goal for version 1.0 is to enable SLP's to be configured for all of the SLP deployment models described in the SUPL releases ([OMA-SUPL-V1_0], [OMA-SUPL-V2_0], [OMA-SUPL-V2_0_1], [OMA-SUPL-V2_1] and [OMA-SUPL-V3_0]).


4.2 



4.2.1 


The SUPLCS defines configuration information that may include but not be limited to:

· An H-SLP or E-SLP for each roaming partner of a mobile operator.
· An H-SLP or E-SP for each MVNO of a mobile operator.
· An H-SLP for the use of the handset OEM.

· An H-SLP for operating system vendors such as Google.

· D-SLP information for a given region.

· H-SLP to utilize for an individual application.

Application Identifier information to be used when using the SUPL 2.0 or above enablers.

4.3 



4.3.1 


5. Requirements
(Normative)







· 
· 
· 
· 
· 

· 
· 
· 
· 
· 
· 
· 
· 
· 
· 


The requirements in this section define the full SUPL Configuration Services Enabler.

5.1 High-Level Functional Requirements
	Label
	Description
	Release

	SUPLCS-HLF-01
	SUPLCS SHALL support configuring an H-SLP for a mobile operator.
	SUPLCS V1.0

	SUPLCS-HLF-02
	SUPLCS SHALL support configuring an E-SLP for a mobile operator.
	SUPLCS V1.0

	SUPLCS-HLF-03
	SUPLCS SHALL support configuring an H-SLP for an MVNO.
	SUPLCS V1.0

	SUPLCS-HLF-04
	SUPLCS SHALL support configuring an E-SLP for an MVNO.
	SUPLCS V1.0

	SUPLCS-HLF-05
	SUPLCS SHALL support configuring an H-SLP for each roaming partner of the mobile operator.
	SUPLCS V1.0

	SUPLCS-HLF-06
	SUPLCS SHALL support configuring an E-SLP for each roaming partner of the mobile operator.
	SUPLCS V1.0

	SUPLCS-HLF-09
	SUPLCS SHALL support configuring an H-SLP for each mobile OEM vendor of the mobile operator.
	SUPLCS V1.0

	SUPLCS-HLF-10
	SUPLCS SHALL support configuring an H-SLP for each mobile application provider of the mobile operator.
	SUPLCS V1.0

	SUPLCS-HLF-11
	SUPLCS SHALL support configuring one or more D-SLP's for a mobile operator.
	SUPLCS V1.0

	SUPLCS-HLF-12
	SUPLCS SHALL support one or more geographic areas for each D-SLP.
	SUPLCS V1.0


5.2 Security
	Label
	Description
	Release

	SUPLCS-SEC-01
	SUPLCS SHALL utilize the security mechanisms defined in [OMA DM].
	SUPLCS V1.0


5.3 Authentication

	Label
	Description
	Release

	SUPLCS-AUT-01
	SUPLCS SHALL utilize the authentication mechanisms defined in [OMA DM].
	SUPLCS V1.0


5.4 Authorization

	Label
	Description
	Release

	SUPLCS-AUTH-01
	SUPLCS SHALL utilize the authorization mechanisms defined in [OMA DM].
	SUPLCS V1.0


5.5 Data Integrity

	Label
	Description
	Release

	SUPLCS-DI-01
	Management Objects defined for SUPLCS SHALL be valid based on the schema definitions for [OMA DM].
	SUPLCS V1.0


5.6 Confidentiality

None identified.

5.7 Charging
None identified.

5.8 Administration and Configuration

	Label
	Description
	Release

	SUPLCS-ADMC-01
	SUPLCS SHALL utilize the administration and configuration mechanisms defined in [OMA DM].
	SUPLCS V1.0


5.9 Usability
None identified.

5.10 Interoperability
	Label
	Description
	Release

	SUPLCS-IOP-01
	SUPLCS SHALL be independent of the [OMA DM] release.
	SUPLCS V1.0

	SUPLCS-IOP-02
	SUPLCS SHALL be independent of the [SUPL] release.
	SUPLCS V1.0

	SUPLCS-IOP-03
	A mobile operator MAY utilize the [SUPL MO] management object to define their H-SLP or this Enabler.
	SUPLCS V1.0


5.11 Privacy

	Label
	Description
	Release

	SUPLCS-PRIV-01
	SUPLCS SHALL utilize the privacy mechanisms defined in [OMA DM].
	SUPLCS V1.0


5.12 Overall System Requirements

	Label
	Description
	Release

	SUPLCS-OSR-01
	
	SUPLCS V1.0


6. Architectural Model








This section defines the functional components and the interfaces of the SUPL Configuration Services (SUPLCS) enabler, thus providing its architecture.  The architecture is in alignment with the requirements that have been captured in the Requirements Section of this document.  The architecture is described in the following sections.

The SUPLCS enabler defines the requirements and specification for an OMA DM Management Object that will be used to define multiple SLP's and other configuration items for a SET.

6.1 Dependencies







The SUPLCS architecture is directly dependent on the architectures defined for OMA DM.  Any defined release for the OMA DM enabler may be used to implement or deploy the SUPL Configuration Service.  This is possible as the core schema definition for the OMA DM Managment Object is backwards compatible across releases.
The SUPLCS architecture is dependent on the architectures defined in:

	[OMA-DM-V1_2_1]
	"Device Management", Version 1.2.1, Open Mobile Alliance™, OMA-ERP-DM-V1_2_1, URL:http://www.openmobilealliance.org/

	[OMA-DM-V1_3]
	"Device Management", Version 1.3, Open Mobile Alliance™, OMA-ERP-DM-V1_3, URL:http://www.openmobilealliance.org/

	[OMA-DM-V2_0)]
	"Device Management", Version 2.0, Open Mobile Alliance™, OMA-ERP-DM-V2_0, URL:http://www.openmobilealliance.org/


6.2 Architectural Diagram
6.3 
6.4 

 The architecture diagram in Figure 1: Example of the Architectural Diagram using interfaces shows the high level components of the OMA DM architectural model.  The SUPLCS Management Object is stored within the DM Data Repository.   One or more SUPLCS Management Objects may be defined within the DM Data Repository depending on the mobile operator needs.

<PLACE HOLDER FOR DIAGRAM>

Figure 1: Example of the Architectural Diagram using interfaces




6.5 Functional Components and Interfaces/reference points definition
See the references in 6.1 for a description of the OMA DM components and interfaces.




· 
· 
· 




· 
· 
· 

· 
· 
· 

· 













7. OMA SUPL Configuration Services Management Object

The OMA SUPL Configuration Services management object (MO) is an object, which is used to manage OMA SUPL settings.  The MO enables management  of OMA SUPL related settings on behalf of the end user. E.g. it SHOULD be possible to set SUPLand Application configuration data without notifying the end user.  The OMA SUPL Configuration Services MO is defined using the OMA DM Device Description Framework as described in [OMA DM].
The Management Object Identifier is: urn:oma:mo:oma-suplcs:1.0
The following diagram describes the same structure visually.

<PLACEHOLDER FOR FIGURE>

Figure 1: The OMA SUPL Configuration Services Management Object tree

7.1 Management Object Parameters

This section describes the parameters for OMA SUPL Configuration Services Management Object.

	.../<x>

	Status
	Occurrence
	Format
	Min. Access Types

	Required
	OneOrMore
	node
	Get

	This interior node acts as a placeholder for one or more accounts or for a fixed node. Management Object Identifier for the SUPLCS MO MUST be: “urn:oma:mo:oma-suplcs:1.0”.


8. 

8.1 

8.1.1 

8.1.1.1 



	
	
	

	
	
	

	
	
	



9. Release Information

9.1 Supporting File Document Listing 

<< List the documents besides this document that comprise this release.  This is where supporting files for elements such as Schemas, Managed Objects or Data Descriptions would be itemized.  Each such document is to be listed by fully qualified name as known in the permanent document area.  Each document should also include the reference from section 2 to provide linkage with other uses in this document.

For supporting files that need to be made available separate from the permanent document area (e.g. DTD in a publicly reachable directory), provide information on the expected path as well as the external file name.  These should be based on existing recommendations and not picked arbitrarily (see information on supporting files available in the REL support menu).
The following table includes example fields with dummy values to make it clear the type of information to be entered.  The actual table should be filled in for the specific release.

DELETE THIS COMMENT >>

	Doc Ref
	Permanent Document Reference
	Description

	Supporting Files

	[FOO_DTD]
	OMA-SUP-DTD_FOO_Msgs-V1_2-20050222-D
	DTD for the messages and included elements of the FOO protocols.

Working file in DTD directory:
file:
foo_msgs-v1_2.dtd
path:
http://www.openmobilealliance.org/tech/dtd/

	[FOO_AC]
	OMA-SUP-AC_ap0123_FOO-v1_2-20050531-D
	Description of the Application Characteristic for FOO.  This aligns with the Provisioning Spec.

Working file in Application Characteristics directory:
file:
ap0123_foo-v1_2.txt
path:
http://www.openmobilealliance.org/tech/omna/dm-ac


Table 2: Listing of Supporting Documents in FOO Release
9.2 OMNA Considerations
<< This section is to be used to describe any OMNA items included in the release.  This would include, among others:

· Usage of OMA-based Uniform Resource Names (URNs) (including those used as namespace identifiers in Schemas)

· AppiDs for Application Characteristics (AC)

· Managed Object (MO) identifier information for the MO registry

· ISO Object IDs

· PUSH Application Ids

· WAP Wireless Session Protocol (WSP) Content Types

· Presence <service-description> assignments

· Uniform Resource Identifier (URI)-List Registered Usage Names (for XDM)

The format of this section will be left up to the release owners to account for the particular needs they may run into.  It should be clear from the written material, though, as to the set of OMNA items needed.

If a new OMNA registry is needed to support the release – clearly this should have been worked with the REL Committee before submitting a Release Document.  Failure to do so may result in delays as the required tables are worked up and made publicly available.  Another risk is that the table desired is not supported by OMNA (is not a registry type table) and the group will need to re-think how they intend to resolve their needs.

Through the normal development process the OMNA entries or support registries should be accommodated.  This should not be trigger to remove the linkage from this section.  Thus, if an entry is added to OMNA after the initial Candidate version described the need – the material should stay in this section.  It may be useful in subsequent releases to add some text to indicate that the needed items have been accommodated (e.g. add a comment regarding its availability or support as appropriate).

If the release has absolutely no OMNA items to be accommodated – then it should indicate that explicitly with a short description (e.g. this release does not have any OMNA items for handling).  This determination probably can not be made until the end of the development phases and editors are encouraged to keep this advisory in place until the Consistency Review.

DELETE THIS COMMENT >>

9.3 Additional Items

<<If the release has any other elements needed to make it complete they should be noted in this section.  For example, if there are any external registrations (e.g IANA assigned values) or shared/dependent components they should be documented.

The format of the description in this section is left to the editor based on the information needed.  If there are no such elements, the editor may remove this sub-section.

DELETE THIS COMMENT >>

Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA


A.2 Draft/Candidate Version 1.0 History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-ER-SUPL_Configuration_Services-V1_0
	18 Oct 2012
	all
	Baseline definition

	
	13 Nov 2012
	all
	· OMA-LOC-2012-0263-CR_SUPLCS_1_0_ER_Ch1_Content
· OMA-LOC-2012-0264-CR_SUPLCS_1_0_ER_Ch2_Content
· OMA-LOC-2012-0265-CR_SUPLCS_1_0_ER_Ch3_Content
· OMA-LOC-2012-0266-CR_SUPLCS_1_0_ER_Ch4_Content
· OMA-LOC-2012-0267-CR_SUPLCS_1_0_ER_Ch5_Baseline_Content
· OMA-LOC-2012-0268R02-CR_SUPLCS_1_0_ER_Ch5_Content
· OMA-LOC-2012-0269R01-CR_SUPLCS_1_0_ER_Ch6_Content
· OMA-LOC-2012-0270-CR_SUPLCS_1_0_ER_Ch7_Content

	Candidate Version

OMA-ER-SUPL_Configuration_Services-V1_0
	
	all
	


Appendix B. Use Cases
(Informative)

<< This clause provides high-level use cases focused on the users and deployment scenarios point of view, targeting release’s requirements.  The section can be removed if the document does not contain any requirements.

Use cases are additional to the main text and facilitate clarification of the requirements: actually, a use case has to be considered needed (and then added to the document) when it helps the understanding of a set of requirements. For this reason, it is recommended that the total number of use cases be minimised. Pre conditions and Actors involved MAY be described at the beginning of each use case if this is found to be useful.

DELETE THIS COMMENT >>

<text here>

B.1 <Use Case Title>

<< The level of detail of descriptions shall be above technical implementations of protocols. The sub-sections below should consist of one or two sentences.

DELETE THIS COMMENT >>
<text here>

B.1.1  ASK  \* MERGEFORMAT Short Description

<< Describe the interaction that occurs in this use case.
(mandatory)

DELETE THIS COMMENT >>

<text here>

B.1.2 Market benefits

<< Describe the consequence and benefits for the actors as a result of this use case.

(mandatory)

DELETE THIS COMMENT >>

<text here>

B.2 <Use Case Title>

<< For the second and subsequent Use Cases, the template for section B.1 should be followed.  DELETE THIS COMMENT >>

Appendix C. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].

This section can be removed in case this document describes a reference release.

The following is a model of a set of SCR tables.  DELETE THIS COMMENT

C.1 ERDEF for <<ENABLER>> - Client Requirements

This section is normative.
	Item
	Feature / Application
	Requirement

	OMA-ERDEF-<<ENABLER>>-C-001-<<M/O>>
	<<ENABLER>> Client
	

	
	
	


Table 3: ERDEF for <<ENABLER>> Client-side Requirements

C.2 ERDEF for <<ENABLER>> - Server Requirements

This section is normative.

	Item
	Feature / Application
	Requirement

	OMA-ERDEF-<<ENABLER>>-S-001-<<M/O>>
	<<ENABLER>> Server
	

	
	
	


Table 4: ERDEF for <<ENABLER>> Server-side Requirements

C.3 SCR for XYZ Client

	Item
	Function
	Reference
	Requirement

	XYZ-C-001-M
	Something mandatory
	Section x.y
	(XYZ-C-004-O OR XYZ-C-003-M) AND
 XYZ-C-002-O

	XYZ-C-002-O
	Something optional
	Section x.y
	

	XYZ-C-003-M
	Dependencies on ZYX
	Section x.y
	ZYX:MCF

	XYZ-C-004-O
	Dependencies on ZYX
	Section x.y
	ZYX:OCF


C.4 SCR for XYZ Server

	Item
	Function
	Reference
	Requirement

	XYZ-S-001-M
	Something mandatory
	Section x.y
	XYZ-S-004-O OR XYZ-S-002-O OR XYZ-S-003-M

	XYZ-S-002-O
	Something optional
	Section x.y
	

	XYZ-S-003-M
	Dependencies on ZYX
	Section x.y
	ZYX:MSF

	XYZ-S-004-O
	Dependencies on ZYX
	Section x.y
	ZYX:OSF


Appendix D. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.

DELETE THIS COMMENT

D.1 App Headers

<More text>

D.1.1 More Headers

<More text>

D.1.1.1 Even More Headers

<More text>
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