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1 Reason for Change

Text for the Network Identity Phase 2 Technical Specification (TS) Document is proposed.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the contents of section 6 in the next revision of the TS. Note that the content here is proposed as an addition to (and not replacement of) the content in the corresponding sections of the current version of the TS.
6 Detailed Change Proposal

We propose incorporation of the text below in the next revision of the TS.

6.3 Attribute Transfer

An attribute query MAY be done using the reversed HTTP binding for SOAP, as specified in [Liberty-paos-v1.0]. When this is the case, the procedures specified in [Liberty-paos-v1.0] MUST be followed.

Examples of scenarios where the reversed HTTP binding for SOAP may be used are:

· The attribute provider is hosted on a device that supports a HTTP client but not a HTTP server. This may be the case when the device is resource constrained.

· The attribute provider is hosted on a device that is not generally addressable or reachable from the Internet.

As described in Section 7 of Liberty-paos-v1.0], two message exchange patterns are supported:

1. In the request-response message exchange pattern, a PAOS-enabled user agent sends a HTTP request to a HTTP server, which then sends the SOAP request in the HTTP response. The user agent sends the SOAP response in a second HTTP request. When the request-response message exchange pattern is used, the procedures specified in Section 8 of [Liberty-paos-v1.0] MUST be followed.
2. In the response message exchange pattern, a PAOS-enabled user agent sends a HTTP request to a HTTP server, which then sends the SOAP response in the HTTP response. When the response message exchange pattern is used, the procedures specified in Section 9 of [Liberty-paos-v1.0] MUST be followed.
An example of the request-response message exchange pattern is as follows. A user agent on a mobile device sends a HTTP request to a HTTP server in order to purchase an item. In the HTTP response message, the HTTP server includes a SOAP request for the credit card number of the user. The user agent, acting as the attribute provider for the credit card attribute, issues a new HTTP request to the HTTP server, in which it sends the SOAP response message containing the credit card number. The HTTP server responds with a 200 OK message.

An example of the response message exchange pattern is as follows. A user wishes to poll a messaging service for confirmation of message delivery. In order to do so, the user agent sends a HTTP request to the HTTP server hosting the messaging the service, inquiring about the message delivery confirmation. The HTTP response from the HTTP server contains a SOAP response message containing information confirming the message delivery.
[Liberty-paos-v1.0]
“Liberty Reverse HTTP Binding for SOAP Specification,” Version 1.0, Liberty Alliance Project.

6.3 Attribute Modification

The example below depicts how an address is inserted or modified in a personal profile stored at profile.MobileOperator.com.

<Modify>

<ResourceID>http://profile.MobileOperator.com/8fhelk9savbq4p0j</ResourceID>
<Modification overrideAllowed="True">

<Select>/pp:PP/pp:AddressCard[pp:AddressType= ’urn:liberty:id-sis-pp:addrType:home’]</Select>
<NewData>
<AddressCard id=’45387’>
<AddressType>urn:liberty:id-sis-pp:addrType:home</AddressType>
<Address>
<PostalAddress>Sophie Wunderkid$1234 Wonderland Drive</PostalAddress>
<PostalCode>12345-1234</PostalCode>
<L>Olympia</L>
<ST>CA</ST >
<C>us</C>
</Address>
</AddressCard>
</NewData>
</Modification>
</Modify>
3.2 Definitions

Service Instance: A service instance is a running Web Service at a distinct protocol endpoint [Liberty-idwsf-disco].

Resource Offering: A resource offering is the association of a resource and a service instance. This association is necessary as there is a many-to-many relationship between resources and service instances. Typically, a single service instance will serve many resources. For example, a personal profile service provider would typically serve up many profiles behind a single service instance, as having a separate protocol endpoint for each profile would be impractical. [Liberty-idwsf-disco].

Discovery Service: The Discovery Service allows requesters to discover resource offerings [Liberty-idwsf-disco].

[Liberty-idwsf-disco] “Liberty ID-WSF Discovery Service Specification,” Version 1.0, Liberty Alliance Project.

6.4 Usage Directives

The figure below illustrates the optional usage directive header being included in the Query message from the Service Provider to the Attribute Provider. It also depicts the optional usage directive header being included in the Query Response message from the Attribute Provider to the Service Provider.

6.7 Discovery Service

6.7.1 Discovery Lookup

In order to obtain information on suitable resource offerings, a requester needs to initiate a discovery lookup procedure. The procedure described in Section 5.1 of [Liberty-idwsf-disco] MUST be followed. As indicated in the figure below, a requestor sends a Query message to the Discovery Service, which responds using a Query Response message.

The Query message from the Requestor to the Discovery Service MUST adhere to the specifications in Section 5.1.1 of [Liberty-idwsf-disco]. The Query contains the ResourceID element, which indicates to the Discovery Service the specific resource(s) being requested. 
The QueryResponse message from the Discovery Service to the Requestor MUST adhere to the specifications in Section 5.1.2 of [Liberty-idwsf-disco]. The QueryResponse message contains the ResourceOffering element(s) that satisfy the query.

6.7.2 Discovery Update

In order to insert, delete or modify Resource Offerings at a Discovery Service, a Discovery Update procedure needs to be initiated. The procedure described in Section 5.2 of [Liberty-idwsf-disco] MUST be followed. As indicated in the figure below, the initiator sends a Modify message to the Discovery Service, which in turn sends a ModifyResponse message back to the initiator. 

The Modify message from the Initiator to the Discovery Service MUST be as specified in Section 5.2.1 of [Liberty-idwsf-disco], while the ModifyResponse message from the Discovery Service to the Initiator MUST be as specified in Section 5.2.2 of [Liberty-idwsf-disco]. 

[Liberty-idwsf-disco] “Liberty ID-WSF Discovery Service Specification,” Version 1.0, Liberty Alliance Project.
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