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1. 
Scope


2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID’s for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”, Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[Liberty-IDWSF-Interaction-Svc]  
	 “Liberty ID-WSF Interaction Service Specification,” Version 1.0, Liberty Alliance Project.

	[Liberty-IDWSF-DST]
	 “Liberty ID-WSF Data Services Template Specification,” Version 1.0, Liberty Alliance Project.

	[Liberty-idff-protocols-schema-v1.2]
	 “Liberty ID-FF Protocols and Schema Specification,” Version 1.2, Liberty Alliance Project.


2.2 Informative References

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

<< If doc includes normative material keep the next two paragraphs.  DELETE THIS COMMENT >>

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<< OR if doc is informative just keep the next line.  DELETE THIS COMMENT>>

This is an informative document, which is not intended to provide testable requirements to implementations.

<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  DELETE THIS COMMENT >>

	Term 1
	Definition

	Term 2
	Definition

	
	


3.3 Abbreviations

<< Add abbreviations as needed to the following table.  DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	xxx
	xxx

	
	


4. Introduction

<< From a market perspective...  

What can you do with this specification?

What problem does this solve?

How can this specification be applied?

Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >>

5. Description of Functional Elements

5.1 Service Provider

5.2 Identity Provider

5.2.1 Multiple Identity Providers

5.3 Discovery Service

5.4 Attribute Provider

6. Description of Procedures

6.1 Affiliation

An affiliation MUST be identified by a URI based identifier according to the description in Section 3.1.3 of [Liberty-idff-protocols-schema-v1.2]. 

When Single Sign-On and Identity Federation occurs between an Identity Provider and an affiliation in which the service provider is a member, the Single Sign-On and Federation protocol as described in Section 3.2 of [Liberty-idff-protocols-schema-v1.2] MUST be followed. In an authentication request, when the Service Provider wishes to indicate that it is acting as a member of an affiliation, it MUST include the <AffiliationID> element within the <AuthnRequest> element as described in Section 3.2.1.1 of [Liberty-idff-protocols-schema-v1.2]. The processing rules MUST follow the description in Section 3.2.2.6 of [Liberty-idff-protocols-schema-v1.2].

When the Principal terminates an identity federation between an Identity Provider and an affiliation in which the service provider is a member, the Federation Termination Notification protocol as described in Section 3.4 of [Liberty-idff-protocols-schema-v1.2] MUST be followed.

When a Principal initiates single logout by logging out at a Service Provider or at an Identity Provider, the Principal is then logged out of all sessions authenticated by this Identity Provider, including sessions with affiliations. The Single Logout protocol as described in Section 3.5 of [Liberty-idff-protocols-schema-v1.2] MUST be followed.

When a Service Provider requires a name identifier for a Principal with which it has an identity federation relationship, but which references an identity federation between the identity provider and another service provider, it can use the Name Identifier Mapping protocol to obtain such an identifier. Either of the Service Providers may belong to an affiliation. When the Name Identifier Mapping protocol is used, the procedures described in Section 3.6 of [Liberty-idff-protocols-schema-v1.2] MUST be followed.

6.2 Attribute Query

In order to query an Attribute Provider, a Service Provider MUST use the <Query> element, and the Attribute Provider MUST use the <QueryResponse> element in its response to the Service Provider. The figure below illustrates this message exchange.


The schema and usage of the <Query> element MUST be as described in Section 3.2.1 of [Liberty-IDWSF-DST]. The schema and usage of the <QueryResponse> element MUST be as described in Section 3.2.2 of [Liberty-IDWSF-DST]. The processing rules for the <Query> and <QueryResponse> elements MUST be as described in Section 3.2.3 of [Liberty-IDWSF-DST]. 

6.3 Attribute Modification

In order to modify an attribute stored at an Attribute Provider a Service Provider MUST use the <Modify> element, and the Attribute Provider MUST use the <ModifyResponse> element in its response to the Service Provider. The figure below illustrates this message exchange.


The schema and usage of the <Modify> element MUST be as described in Section 3.3.1 of [Liberty-IDWSF-DST]. The schema and usage of the <ModifyResponse> element MUST be as described in Section 3.3.2 of [Liberty-IDWSF-DST]. The processing rules for the <Modify> and <ModifyResponse> elements MUST be as described in Section 3.3.3 of [Liberty-IDWSF-DST]. 

6.4 Usage Directives

6.5 Interaction Service

An Attribute Provider may use an Interaction Service to query a Principal, by sending an <InteractionRequest> element to the Interaction Service, which after interacting with the Principal responds with an <InteractionResponse> element. The figure below illustrates this message exchange for the case where a Service Provider queries an Attribute Provider.
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The Interaction Request MUST follow the description in Section 5.1 of [Liberty-IDWSF-Interaction-Svc], and the Interaction Response MUST follow the description in Section 5.2 of [Liberty-IDWSF-Interaction-Svc].

6.6 Security Issues

Appendix A. Change History
(Informative)


A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA

	
	
	

	
	
	


A.2 Draft/Candidate Version <current version> History

<< This section is available in pre-approved versions – it should be removed in the actual approved versions.  DELETE THIS COMMENT >>

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-TS-OWSER-NI-Phase2-V1_0-20050204-D
	08 Feb 2005
	5, 6
	Created table of contents for sections 5 & 6, based on document:

OMA-MWS-2004-0058R02-TechhnologyforIDManagementReq
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	March 24, 2005
	6
	Added contents from Doc 31R01

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [IOPPROC].

The following is a model of a set of SCR tables.  DELETE THIS COMMENT

B.1 SCR for XYZ Client

	Item
	Function
	Reference
	Status
	Requirement

	XYZ-C-001
	Something mandatory
	Section x.y
	M
	(XYZ-C-001 OR XYZ-C-003) AND
 XYZ-C-002

	XYZ-C-002
	Something optional
	Section x.y
	O
	

	XYZ-C-003
	Dependencies on ZYX
	Section x.y
	M
	ZYX:MCF

	XYZ-C-004
	Dependencies on ZYX
	Section x.y
	O
	ZYX:OCF


B.2 SCR for XYZ Server

	Item
	Function
	Reference
	Status
	Requirement

	XYZ-S-001
	Something mandatory
	Section x.y
	M
	XYZ-S-001 OR XYZ-S-002 OR XYZ-S-003

	XYZ-S-002
	Something optional
	Section x.y
	O
	

	XYZ-S-003
	Dependencies on ZYX
	Section x.y
	M
	ZYX:MSF

	XYZ-S-004
	Dependencies on ZYX
	Section x.y
	O
	ZYX:OSF


Appendix C. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.

DELETE THIS COMMENT

C.1 App Headers

<More text>

C.1.1 More Headers

Modify Response





Modify





Attribute Provider





Service Provider





Query Response





Query





Attribute Provider





Service Provider
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